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Preface

With the continual scaling of complementary metal-oxide-semiconductor (CMOS)

technologies, latchup is an increasingly significant reliability issue in semiconductor

technologies. Because of the parasitic silicon controlled rectifier (SCR) in CMOS,

latchup can be initiated via a positive regeneration feedback if there is a large enough

substrate or well current. Once latchup occurs in a powered system, huge currents can

conduct through a low-impedance path from the power supply to the ground nodes. If

the resulting high current is not limited, irreversible damage can occur in CMOS

integrated circuits (IC) due to the latchup-generated high power. Even though the

latchup current is limited to prevent permanent damage, it is highly possible that

CMOS ICs will malfunction due to a “latched” power system.

Transient-induced latchup (TLU) means a latchup event initiated by a fast transient

triggering mode. Several different transient triggering modes have been proven to be

able to initiate TLU, such as power-on transition, transmission line reflections, supply

voltage overshoots or undershoots, and cable discharge events (CDE). In addition to

these transient triggering modes, the system-level electrostatic discharge (ESD) stress

has been verified as a significant TLU-triggering mode, especially when modern

electronic products are usually requested to satisfy the electromagnetic compatibility

(EMC) regulations. The system-level ESD test is commonly used to evaluate the

system-level ESD robustness of electronic products. During the system-level ESD test,

the ESD-generated transient current can induce TLU in CMOS ICs within the

electronic products, leading to temporary shutdown or permanent damage of the

equipment under test (EUT). Such a system-level ESD stress can induce TLU much

more easily than any other of the TLU-triggering sources described above, because the

ESD tester (ESDgun) can carry a high charged voltage up to�15 kV.Once such a huge

energy stresses the EUT through direct contact or indirect coupling, it can induce a

large noise current to induce TLU in COMS ICs. The physical mechanism of TLU

under a system-level ESD test has not been so clear until recently. Thus, this book

mainly focuses on TLU induced by the system-level ESD stress.

In Chapter 1, an overview of latchup is given at first, including the introduction of

latchup phenomena and characterization. The background of TLU is subsequently

introduced, and the categories of several TLU-triggering modes are also summarized,



including the power-on transition, transmission line reflections, supply voltage over-

shoots or undershoots, cable discharge events, and system-level ESD stresses. Further-

more, the recently announced standard practice to evaluate theTLU immunity ofCMOS

ICs is also introduced. Compared with the conventional latchup standard commonly

adopted in industry, this TLU standard practice has different test setups and latchup

triggering sources. This implies that the physical mechanism of TLU is different from

conventional latchup, and the foundation of the TLU test standard is necessary.

Chapter 2 focuses on clarification of the TLU physical mechanism in CMOS ICs in

the system-level ESD test. An underdamped sinusoidal voltage stimulus is clarified as

the realistic TLU-triggering stimulus in the system-level ESD test. With TLU

characterization by device simulation and experimental verification in the time

domain, the specific “sweep-back” current caused by the minority carriers stored

within the parasitic PNPN structure of CMOS ICs is qualitatively proved to be the

major cause of TLU. A simple 1-D analytical model of such a “sweep-back” current is

also introduced. This model can qualitatively describe the sweep-back current

dependency on the TLU-triggering stimulus in the system-level ESD test.

Chapter 3 introduces a component-level TLU measurement setup with a bipolar

(underdamped sinusoidal) voltage trigger source. This measurement setup can evalu-

ate the TLU immunity of a single IC by monitoring the voltage/current waveforms

through an oscilloscope. Additionally, by applying the bipolar trigger voltage on the

power pins of a device under test (DUT), it can accurately simulate how a CMOS IC

will be disturbed by the ESD-generated noises in the system-level ESD test. With the

component-level TLU measurement setup, different types of board-level noise filter

networks can be evaluated to find their effectiveness for improving the TLU immunity

of CMOS ICs.

Chapter 4 characterizes the TLU dependencies on the two dominant parameters of

TLU-triggering transient noises, power-pin damping frequency and damping factor. In

real situations, they are strongly dependent on the system shielding, board-level noise

filter, chip-/board-level layout, and so on. Their impacts on the TLU immunity can

bewell explained in the time domain by device simulation. Based on the comprehensive

simulation results and experimental verifications, board-level noise filters can be

properly developed to efficiently eliminate the ESD-coupled noises for TLUprevention.

Chapter 5 introduces TLUunder the electrical fast transient (EFT) test. The EFT test

is used to demonstrate the immunity of electronic equipment to transient disturbances

such as those originating from switching transients. During the EFT test, the EFT

generator applies a number of fast pulses, coupled into the power supply, control,

signal, and ground ports of electronic equipment. In the same way as the system-level

ESD test, TLUcanbe easily initiated by a sweep-back current in theEFT test.Different

types of noise filter networks are also investigated to find their effectiveness for

improving the TLU immunity against EFT tests.

Chapter 6 introduces the experimental methodologies to extract area-efficient

compact layout rules for latchup prevention, including layout rules for I/O cells, for

xii Preface



internal circuits, and for I/O and internal circuits. Through detailed investigations of

latchup immunity dependencies on variations of geometrical layout parameters and

temperatures, compact and safe layout rules can be established for latchup prevention in

a givenCMOS process. Such skills are useful for foundries to provide their customers a

safe process design rule without suffering latchup issues, and are also helpful for IC

designers to understand the latchup immunity dependencies on IC layout plans.

Chapter 7 introduces several special layout issues for latchup prevention. Neglecting

these layout issues could draw unanticipated latchup danger, including latchup between

two power domains, between power-pins and groundedNþ /N-wells, and between two

adjacent I/O cells, and so on. The ESD-coupled diodes between separated power lines

can also lead to unexpected latchup. Direct connection between the I/O pads and the

Nþ /Pþ diffusions in internal circuits could easily initiate latchup in internal circuits.

Additionally, if the power-rail ESD clamp circuit is very close to the I/O pads, an ESD-

clamping NMOS could be unexpectedly turned on during the negative trigger current

test, probably initiating the latchup in the nearby internal circuits. The corresponding

solutions to these unexpected latchup issues are also introduced. By using these, IC

designers could prevent possible design mistakes, eliminate the waste of masks and

wafers, and decrease the time to market for products.

Chapter 8 introduces several TLU issues in power-rail ESD clamp circuits fabri-

cated in both low-voltage (LV) and high-voltage (HV) 40-V COMS processes. In the

LV CMOS process, although the TLU-free ESD-clamp circuit can be easily designed

by placing double guard rings to surround each MOS devices, a specific “TLU-like”

failure would still occur due to the latch-on state of the ESD-clamping NMOS in the

system-level ESD test. In the HV CMOS process, the bottleneck is that the latchup

holding voltage is generallymuch smaller than theHVnominal operating voltage, thus

inevitably leading to TLU risks inHVpower-rail ESDclamp circuits. In addition to the

clarification of TLU-related issues in the power-rail ESD clamp circuits, the investi-

gation and design of TLU-free power-rail ESD clamp circuits are also introduced.

These TLU-free power-rail ESD clamp circuits can guarantee robust ESD immunity

without suffering TLU or any TLU-like danger in both LV and HV CMOS ICs.

Chapter 9 gives a brief summary of TLU. The concepts to extract compact and safe

design rules for latchup or TLU prevention are also summarized. A practical example

of extracting layout rules/guidelines for latchup prevention in a 0.18-mm 1.8V/3.3V

silicided CMOS process is given in the Appendix. Themethodologies to extract all the

latchup design rules/guidelines are in compliance with those presented in Chapter 6,

including latchup layout rules for I/O cells, for internal circuits, and for between I/O

and internal circuits. Latchup layout rules for circuits across two different power

domains are also extracted to avoid the possible latchup danger between two N-wells

powered by two different power supply voltages, as introduced in Chapter 7. Such

skills can be further implemented in any givenCMOSprocess to extract reliable design

rules without suffering latchup danger.

Preface xiii



1

Introduction

Due to the aggressive scaling of device feature sizes and strict demands of elec-

tromagnetic compatibility (EMC) regulations, transient-induced latchup (TLU) is

increasingly a primary reliability issue in CMOS integrated circuits (IC). In this

chapter, latchup overview is given at first, including the introduction of latchup

phenomena and characterization. The background of TLU is subsequently introduced.

It has been found that several TLU-triggering modes (rather than just one) probably

initiate TLU, and the categories of these TLU-triggering modes are summarized.

Furthermore, the recently announced standard practice to evaluate the TLU immunity

of CMOS ICs will be also introduced.

1.1 Latchup Overview

It has been a long time since latchupwas a significant reliability issue in semiconductor

technologies [1–15]. Latchup originates from the parasitic silicon controlled rectifier

(SCR) in CMOS technologies, which is composed of two cross-coupled parasitic

bipolar junction transistors (BJT). For example, the device cross-sectional view of

a basic CMOS logic circuit, an inverter, is shown in Figure 1.1 along with the two

parasitic BJTs which comprise the inherent SCR. These two parasitic BJTs are a

vertical PNP (Qpnp) and a lateral NPN (Qnpn) BJT. Under normal circuit operating

conditions, this CMOS logic circuit acts as an inverter, and the parasitic SCR has no

adverse effect to circuit function and can be totally ignored. However, if latchup is

initiated by any latchup-triggering events, the parasitic SCRwill turn on and dominate

the circuit function. As a result, huge current will flow through the low-impedance

latchup path, leading to the circuit malfunction or even worse chip burn-out danger.

The equivalent circuit of the parasitic SCR is illustrated in Figure 1.2, and its typical

latchup I–Vcharacteristic is showninFigure1.3.VTrig (ITrig) andVHold (IHold) are referred

to as the latchup trigger voltage (current) and holding voltage (current), respectively.

Transient-Induced Latchup in CMOS Integrated Circuits    Ming-Dou Ker and Sheng-Fu Hsu

© 2009 John Wiley & Sons (Asia) Pte Ltd. ISBN: 978-0-470-82407-8



Initially at a small applied voltage (V <VTrig), the SCR is in its high-impedance off

(blocking) state, and the current flowing through from VDD to the GND is negligible.

Afterwards, if the applied voltage continually increases up to VTrig, the reverse-biased

N-well/P-substrate junction can generate a reverse junction breakdown current, which

is the dominant current of ITrig. Such a junction breakdown current can flow through

the parasitic substrate (well) resistance of RSub (RWell), turning on the Qnpn (Qpnp)

because of its forward-biased emitter-base junction. Once the Qnpn (Qpnp) is turned on,

the other Qpnp (Qnpn) can be also turned on via the mechanism of the positive

regeneration feedback. This transition region of positive regeneration feedback is

unstable, and represents a negative-resistance region in the latchup I–V characteristic,

as shown in Figure 1.3. If the product of the beta gains of these two BJTs is larger than

one, this positive feedback mechanism can be maintained, leading to a large current

conducting througha low-impedancepath fromVDD (sourceofPMOS) toGND(source

of NMOS). This phenomenon is the so-called latchup. This low-impedance on state

in the latchup I–V curve is also referred to as the “holding region”, and the minimum

applied voltage (current) required to sustain this low-impedance state is VHold (IHold).

If the resulting latchup current is not limited, CMOS could be burned out due to the

latchup-generated high power. Even if the latchup current is limited such that no

permanent damage occurs in CMOS ICs, the low-impedance path existing between

VDD and the GND usually causes circuit malfunction.

In CMOS technologies, latchup can occur in any parasitic SCR structures located

in I/O cells or core circuits. The schematics and the layout top views of an inverter, a

2-inputNANDgate, and a 2-inputNORgate are shown inFigures 1.4–1.6, respectively.

Figure 1.1 Device cross-sectional view of an inverter circuit in CMOS technologies. The two parasitic

BJTs are a vertical PNP (Qpnp) and a lateral NPN (Qnpn) BJT.
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Figure 1.2 Equivalent circuit of the parasitic SCR in CMOS technologies.

Figure 1.3 Typical latchup I–V characteristic in CMOS ICs.

Introduction 3



These basic logic gates are always highly integrated in core circuits to save chip size,

and therefore the guard rings are generally unallowable for latchup protection in order

to save more chip layout area. Once there is an abnormal amount of noise injection

current or power lines noise around the chips, latchup could be easily triggered on

in such highly-integrated transistors area, as the latchup paths shown in Figures 1.4b,

Figure 1.4 (a) Schematic, and (b) layout top view of an inverter. When latchup occurs, the latchup path

goes from VDD to GND along the parasitic PNPN SCR structure.

4 Transient-Induced Latchup in CMOS Integrated Circuits



1.5b, and 1.6b, respectively. Thus, proper layout rules, process techniques, and circuit

design methodologies for latchup protection are necessary to ensure latchup-robust

CMOS ICs.

In addition to the junction breakdown current produced by the power supply over

voltage, any trigger sources that can generate substrate/well current in CMOS ICs

could probably initiate TLU, such as punchthrough and transient overshoot or

undershoot on the I/O pins of CMOS ICs. To achieve a robust immunity of CMOS

ICs against latchup, ensuring that the VHold is greater than the VDD (normal circuit

operating voltage) is a simple criterion for judgment. If the VHold is greater than VDD,

Figure 1.5 (a) Schematic, and (b) layout top view of a 2-input NAND gate. When latchup occurs, the

latchup path goes from VDD to GND along the parasitic PNPN SCR structure.

Introduction 5



the maximum power supply voltage in CMOS chips is still smaller than the voltage

required to sustain latchup. As a result, latchup never occurs and the purpose of

“latchup-free” can be fulfilled, regardless of whatever the latchup-triggering modes.

In contrast, for a VHold lower than VDD, it is still possible for latchup to be maintained

after the latchup-triggering modes are removed. Thus, to raise the VHold higher than

VDD whenever possible, some process, layout, or circuit techniques for latchup

prevention are indeed necessary.

Figure 1.6 (a) Schematic, and (b) layout top view of a 2-input NOR gate. When latchup occurs, the

latchup path goes from VDD to GND along the parasitic PNPN SCR structure.

6 Transient-Induced Latchup in CMOS Integrated Circuits



1.2 Background of TLU

TLUmeans a latchup event initiated by a fast “transient” triggering mode. Once some

transient triggering mode happens to generate large enough substrate or well current

in CMOS ICs, TLU can be triggered on via a positive-feedback mechanism. With the

continual scaling of CMOS technologies [16], the smaller device feature size enables

a larger packing density of transistors in CMOS chips. However, CMOS ICs are more

susceptible to TLU because the spacing from the Nþ to Pþ junction has been also

continuously decreasing. With the increased focus on powerful functionality and low

cost, state-of-the-art IC design trends or process technologies lead TLU to be a serious

reliability issue, such as mixed signal products, high level integration system-on-chip

(SOC), radio frequency (RF), scaling of trench isolation, usage of low-doped substrate,

and so on. Also, for electronic products/equipments necessarily to meet the strict

demands of EMC regulations, the CMOS ICs located with the equipment under test

(EUT) are found to be very susceptible to TLU under the system-level ESD test. As a

result, the reliability issue of TLU has attracted more attention recently than before

in CMOS technologies [17–25]. Comparedwith the quasi-static latchup, TLU ismuch

more complicated for modeling and characterization, and therefore raises the diffi-

culties in developing the corresponding TLU-protection techniques. Furthermore, due

to various TLU-triggeringmodes and lack of comprehensivemeasurement techniques,

the formal test standard for TLU has not been established yet, but only “standard

practice” [26] to evaluate the TLU immunity of CMOS ICs. For quasi-static latchup,

however, the formal test standard [27] has been announced and widely used for

evaluations of latchup immunity in the ICs industry. Therefore, in order to develop

a TLU-robust IC or electronic product, it is critical to simultaneously clarify the TLU

physical mechanism and develop an efficient TLU measurement setup.

1.3 Categories of TLU-Triggering Modes

Several different transient triggering modes have been proven to be able to initiate

TLU [3–6, 20, 21]. These transient triggeringmodes include power-on transition [3, 4],

transmission line reflections [5, 6], supply voltage overshoots [20], cable discharge

event (CDE) [21], and system-level electrostatic discharge (ESD) event [28, 29].

In most of these transient triggering modes, their corresponding measurement setups

have been also developed to evaluate the TLU immunity of CMOS ICs. These TLU-

triggering modes are introduced below.

1.3.1 Power-On Transition [3, 4]

When the power-supply voltage ramps up from 0V to its normal circuit operating

voltage during the power-on transition, the displacement current will be formed due

to the rapidly increasing power-supply voltage. The time-dependent power-supply
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voltageduring thepower-on transition is shown inFigure1.7.The ramp rate (RA)of the

power-supply voltage during the power-on transition can be expressed as follows:

RA � VDD

Tr
ð1:1Þ

where VDD is the normal circuit operating voltage, and Tr is the rise time of the power-

supply voltage.

Once the RA is above some critical value, the TLUwill be triggered on by the large

enoughdisplacement current thatflows through thewell/substrate junctioncapacitance

(CWell–Sub) of CMOS ICs, as shown in Figure 1.8. By applying different ramp rates of

the power-supply voltage, the threshold ramp rate to initiate the TLU can be evaluated.

The susceptibility of this TLU is strongly dependent on the ramp rate of the power-

supply voltage, because TLU can occur even if the normal circuit operating voltage

is far below the required latchup trigger voltage in the DC latchup I–V characteristic.

1.3.2 Transmission Line Reflections [5, 6]

When the transmission line reflections take place due to impedance mismatch during

signal propagation, transient voltage overshoots or undershoots can occur on the I/O

pins of CMOS ICs, as shown in Figure 1.9. Because the I/O pins are directly connected

to the Pþ (Nþ ) diffused areas in the N-well (P-substrate), such transient voltage

overshoots (undershoots) can make the emitter-base junction of the parasitic PNP

(NPN) BJT momentarily forward-biased. Once the forward-biased emitter-base

junction of one parasitic BJT provides enough diffusion current to turn on the other

parasitic BJT, the positive-feedback regeneration mechanism can induce TLU. The

techniques to simulate transient voltage overshoots and undershoots on the I/O pins of

CMOS ICs are shown in Figure 1.10a and b, respectively. The transient voltage

Figure 1.7 Time-dependent power-supply voltage during the power-on transition.
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overshoots (undershoots) can be simulated by applying a rectangular voltage pulse on

the emitter-base junction of the parasitic PNP (NPN) BJT in CMOS ICs. Thus, the

threshold voltage amplitude and pulse width to initiate TLU can be determined.

In general, when the pulse width decreases, the threshold voltage amplitude

required to induce TLUwill increase. However, when the pulsewidth is large enough,

Figure 1.8 Displacement current generated by the rapidly increasing power-supply voltage on the

well/substrate junction capacitance (CWell–Sub).

Figure 1.9 Transient voltage overshoots or undershoots on the I/O pins of CMOS ICs due to the

transmission line reflections.
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Figure 1.10 Techniques to simulate the transient (a) overshoots, and (b) undershoots, on the I/O pins of

CMOS ICs.
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a quasi-static situation could be reached. As a result, the threshold voltage amplitude

required to induce TLU is approximate to the DC bias (�0.7V) required to turn on the

emitter-base junction of the parasitic BJT in CMOS ICs.

1.3.3 Supply Voltage Overshoots [20]

The transient overshoots on the power-supply voltage can take place due to the noise

coupling under system or environment disturbance, as shown in Figure 1.11. Such

transient overshoots on the power-supply voltage can induce the junction displacement

or breakdown current within the CMOS ICs. If the displacement or breakdown current

is large enough to activate the parasitic PNP or NPN BJT, TLU can be triggered on

and sustained via the regeneration feedback. The measurement techniques to simulate

the transient overshoots on power-supply voltage are shown in Figure 1.12. The power-

Figure 1.11 Transient overshoots on the power-supply voltage due to the noise coupling under system

or environment disturbance.

Figure 1.12 The TLU-triggering source used to simulate the supply voltage overshoots: positive-going

rectangular voltage pulse applied on the power pins of CMOS ICs.
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supply voltage overshoots can be simulated by applying a positive-going rectangular

pulse voltagewhich is superposed on the normal circuit operating voltage (VDD). Such

a positive-going rectangular pulse voltage superposed on VDD can simulate rapidly

increasing overshoots on VDD, leading to the excitation of displacement or a break-

down current. Related experimental results show that theminimum (threshold) voltage

amplitude to initiate TLU decreases with the pulse width, regardless of positive or

negative voltage pulses.

1.3.4 Cable Discharge Event [21]

A large number of charges can accumulate in cables when the unterminated cables

are dragged on the floor (known as triboelectricity). The cable discharge event (CDE)

is the phenomenon in which the accumulated charges in cables are discharged into

another object in close proximity. An example of the CDE event occurring on the

Ethernet interface of computer systems is shown in Figure 1.13. Once the accumulated

static charges in cables are discharged into the I/O pins of CMOS ICs, TLU can be

easily initiated within the CMOS ICs due to the injection of the transient positive or

negative currents.

CDE-induced TLU is a typical off-chip signal latchup-triggering event; injection of

the CDE-induced current can induce TLU on I/O or the internal circuits of CMOS ICs.

For the general off-chip signal latchup-triggering events, most CMOS IC products use

the EIA/JESD78A latchup test [27] to evaluate the product robustness. Comparedwith

the other off-chip signal latchup-triggering events, however, CDE-induced latchup

is a more severe latchup condition because the injection of an CDE-induced current

can possess peak current of several amps. Thus, the EIA/JESD78 latchup test standard

is unsuitable for evaluations of the CDE-induced latchup robustness, and so far there

Figure 1.13 Example of the CDE event occurring on the Ethernet interface of computer systems.
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is no established component-level test standard for CDE-induced latchup. In the state-

of-the-art CMOS technologies where the TLU issues are more severe, design

methodologies to suppress CDE-induced TLU are needed to be developed.

1.3.5 System-Level ESD Event [28, 29]

ESD is a phenomenon due to the electrostatic charges transferring from one object to

another with different electric potentials [30, 31]. Usually, a huge transient current or

electromagnetic interferences (EMI) accompany the ESD phenomenon. In the real

world, electronic products or systems could malfunction or be damaged when

subjected to ESD events. Thus, a system-level ESD event is an important interference

source to evaluate the electromagnetic sustainability (EMS) of electronic products.

Thus, for electronic products to satisfy the electromagnetic compatibility (EMC)

regulations, the system-level ESD test [32] is necessary to evaluate the system-level

ESD robustness of electronic products.

The international standard [32], IEC 61000-4-2, established and issued by the

International Electrotechnical Commission (IEC) specify the test methods and levels

for electrical equipment subjected to system-level ESD events. Two major test modes

are specified in this system-level ESD test – contact discharge and air discharge test

modes. In the contact discharge test mode, the discharge tip of the ESD gun is held in

contact with the EUT, and the discharge is actuated by the discharge switch within the

ESD gun. In the air discharge test mode, in contrast, the discharge tip of the ESD gun

is brought close to the EUT, and the discharge is actuated by a spark to the EUT.

Moreover, either test mode has two applications – direct and indirect applications.

Direct application means the discharge directly applies to the EUT. However, indirect

application means the discharge applies to a coupling plane (horizontal or vertical) in

the vicinity of the EUT, simulating the personnel discharge to objects which are

adjacent to the EUT. An example of the system-level ESD test with a direct contact

discharge test mode on an electronic product is shown in Figure 1.14. Compared with

the component-level ESD tests [33–35] where the objects under test are ICs, the

system-level ESD test aims to evaluate the robustness of electronic products.

An illustration and the equivalent circuit of the ESD gun used in the system-level

ESD test are shown in Figure 1.15a and b, respectively. The ESD gun has a charging

(energy-storage) capacitor of 150 pF and a discharge resistor of 330W. An illustration

of the discharge tips is also depicted in Figure 1.16. Such a charging capacitor

(discharge resistor) is much larger (smaller) than that in the component-level ESD test.

Figure 1.17 shows, for example, the equivalent circuit formodeling the discharge from

a human body to the “device under test.” The charging capacitor (discharge resistor) is

100 pF (1.5 kW), which is 1.5� smaller (�5� larger) than that in system-level ESD

test. The typicalwaveformof the output current of theESDgun is shown inFigure 1.18.

The rise time is very small, 0.7� 1 ns, which is smaller than that of 2� 10 ns in the

HBM ESD test. As a result, compared with the ESD current in the component-level
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ESD test, the ESD current in the system-level ESD test has a much larger peak current

and a shorter rise time, leading to more severe damage for electronic products or their

interior ICs.

The preferential range of the test levels for the system-level ESD test is given in

Table 1.1. The failure criteria of the test results are also shown in Table 1.2. For

consumer electronic products, such as LCDmonitors, digital cameras, cell phones, and

so on, are generally demanded to at least pass the test level of level 4 and the failure

criterion of level B. That is, EUT should suffer at least 8 kV (15 kV) for contact (air)

discharges without anymalfunctions, or the EUTworks abnormally during ESD stress

but it can reset automatically. Due to the tight requirements of standard specifications,

protection design techniques against the system-level ESD always draw much

attention from system or IC designers. However, ESD protection designs for system-

and component-level ESD tests are quite different. It has been proven [36] that a robust

CMOS IC product with high component-level ESD levels could be very susceptible

to the system-level ESD test. Thus, efficient ESD protection methodologies against

system-level ESD events are very significant for electronic products.

During the system-level ESD test, the ESD-generated transient current can induce

TLU in CMOS ICs within the electronic products, leading to temporary shutdown

or permanent damage of the EUT. Thus, a clear understanding of the TLU physical

mechanism is necessary to help systems or IC designers to solve TLU issues under the

system-level ESD test.

Figure 1.14 Example of the system-level ESD test with a direct contact discharge test mode on an

electronic product.

14 Transient-Induced Latchup in CMOS Integrated Circuits



Figure 1.15 (a) An illustration, and (b) the equivalent circuit, of the ESD gun used in the system-level

ESD test. The ESD gun has a charging (energy-storage) capacitor of 150 pF and a discharge resistor

of 330W.
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1.4 TLU Standard Practice

Due to the increasing significance of TLU in the ICs industry, the standard practice,

ANSI/ESD SP5.4-2004 [26], to evaluate the robustness of CMOS ICs against TLU has

been recently established by the Electrostatic Discharge Association. The test setup

for TLU is shown in Figure 1.19. The DC voltage power supply is used for powering

the DUT. The pulse generator is used as the transient signal source to generate the

rectangular pulse. Both the DC supply voltage and the transient rectangular pulse are

Figure 1.16 An illustration of the discharge tips.

Figure 1.17 Equivalent circuit of the human body model (HBM) in the component-level ESD test. The

charging capacitor (discharge resistor) is a smaller (larger) value of 100 pF (1.5 kW).
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Figure 1.18 Typical waveform of the output current of an ESD gun.

Table 1.1 Preferential range of test levels specified in the test standard.

Contact discharge Air discharge

Level Test voltage (kV) Level Test voltage (kV)

1 2 1 2

2 4 2 4

3 6 3 8

4 8 4 15

Xa Special Xa Special

a“X” is an open level. The level has to be specified in the dedicated equipment

specification. If higher voltages than those shown are specified, special test

equipment may be needed.

Table 1.2 Failure criteria of the test results specified in the test standard.

Criterion Performance Result

Level A EUT is unaffected by ESD stress Pass

Level B EUT works abnormally during ESD stress, but it can reset automatically Pass

Level C EUT works abnormally after ESD stress, but it needs to be reset manually Fail

Level D Hardware failure Fail
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applied directly to the TLU amplifier inputs. The TLU amplifier acts as themain power

supply for the DUTand has the integral adjustable current limit. It can be described as

a signal amplifier with low output impedance, which is capable of superimposing the

DC supply voltage and the rectangular pulse from the pulse generator. The TLU

amplifier will generate a negative-going rectangular voltage pulse with a DC VDD

offset and a negative peak voltage. Such a negative-going rectangular voltage pulse

is applied on the power (VDD) pins of CMOS ICs as a TLU-triggering source, as

shown in Figure 1.20. During the test, the voltage waveform shows that the VDD

voltage initially goes down from its normal operating voltage to the negative peak

voltage, lasting a pulse-width-long time period, and subsequently returns to its initial

Figure 1.19 Test setup for TLU according to the standard practice, ANSI/ESD SP5.4-2004 [26].

Figure 1.20 The TLU-triggering source used in standard practice to evaluate the TLU immunity of

CMOS ICs: negative-going rectangular voltage pulse with a DC VDD offset and a negative peak voltage

applied on the power pins of CMOS ICs.
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voltage level. The typical waveforms to indicate if TLU occurs are shown in

Figure 1.21. After applying the negative-going rectangular voltage pulse on the pin

under test, if the VDD voltage is reduced and the IDD current increases, TLU occurs

and the DUT fails. Otherwise, if both the VDD voltage and IDD current return to their

initial levels, TLU does not occur and the DUT passes. Obviously, such a TLU-

triggering source is used to simulate the transient undershoots on the power pins of

CMOS ICs, which is different from all of the above TLU-triggering modes. Thus, it

implies that TLU would be more susceptible to transient power-pin undershoots.
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2

Physical Mechanism of TLU
under the System-Level ESD Test1

This chapter focuses on the clarification of the TLUphysicalmechanism inCMOS ICs

in the system-level ESD test. An underdamped sinusoidal voltage stimulus is clarified

as the realistic TLU-triggering stimulus in the system-level ESD test. With TLU

characterization by device simulation and experimental verification in the time

domain, the specific “sweep-back” current caused by the minority carriers stored

within the parasitic PNPN structure of CMOS ICs is qualitatively proved to be the

major cause of TLU. A simple 1-D analytical model of such a “sweep-back” current is

also introduced. This model can qualitatively describe the sweep-back current

dependency on the TLU-triggering stimulus.

2.1 Background

Toensure that electronic products offer a reliable performance in any environment and at

any time, electronic products are always requested to meet the specifications of EMC

regulations. Among the related EMC regulations, the system-level ESD test [1] is an

essential test that is needed to evaluate the reliability of electronic equipment when

subjected to system-level ESD events. However, because of the aggressive scaling of

device feature sizes, as well as the clearance (spacing) between PMOS and NMOS

devices, more and more ICs located within the equipment under test (EUT), unfortu-

nately, are rather susceptible toTLUundera strictlydemandedsystem-levelESDtest [1].

Althoughlatchupwasoncepredictedtoneverhaveareliability issueagain in futurenano-

scaleCMOStechnologies, it has beenproven that latchup issues still certainly exist, even

though the power supply voltage is reduced with the scaling rules of CMOS ICs [2, 3].

1© 2005 IEEE. Reprinted, with permission, from Ming-Dou Ker and Sheng-Fu Hsu, Physical mechanism and device
simulation on transient-induced latchup in CMOS ICs under system-level ESD test (sections II–VIII and all figures except
figure 20), in IEEE Transactions on Electron Devices, Vol. 52, no. 8, pp. 1821–1831, Aug. 2005. IEEE, Piscataway, NJ.
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To investigate thephysicalmechanismofTLU in the system-levelESD test, themost

significant part is to clarify the TLU-triggering stimulus at first. To clarify this issue,

unlike all the TLU-triggering stimuli introduced in Chapter 1, an underdamped

sinusoidal voltage stimulus, which can reflect the real situations of CMOS ICs within

the EUT in the system-level ESD test [4–6], is adopted as the TLU-triggering stimulus

for bothTLUmeasurement and device simulation [7, 8].With the clearly definedTLU-

triggeringstimulus, thephysicalmechanismofTLUin the system-levelESDtest canbe

well explained in the time domain by device simulation and experimental verifications.

2.2 TLU in the System-Level ESD Test

To evaluate the performance of electrical/electronic equipmentwhen subjected toESD

events, performing the system-level ESD test for electrical/electronic equipment is

necessary. For example, a “notebook” under the system-level ESD test with a direct

contact-discharge test mode is shown in Figure 2.1. An electrical/electronic product

with CMOS ICs must sustain an ESD level of �8 kV (�15 kV) under the contact-

discharge (air-discharge) test mode to achieve the immunity requirement of “level 4”

in the system-level ESD test [1]. During such a system-level ESD test, electromagnetic

interference (EMI) coming from the ESD will be coupled into the driver ICs of the

liquid crystal display (LCD) panel. The inset figure in Figure 2.1 depicts the typically

measured ESD-generated voltage waveforms on the power pins of CMOS ICs, which

Figure 2.1 System-level ESD test on a notebook with the direct contact-discharge mode according to

the IEC 61000-4-2 international standard [1]. The inset figure depicts the typically measured waveforms

of transient noise voltage on the power pins of CMOS ICs, which locate within the EUT, in the system-

level ESD test [4–6]. (Reprinted with permission from IEEE).

24 Transient-Induced Latchup in CMOS Integrated Circuits



locate within the EUT, in the system-level ESD test [4–6]. This ESD-generated

transient voltage is quite large (with amplitudes of several tens to hundreds volts) and

fast (with period of several tens of nanoseconds), which can randomly exist on the

power, ground, or I/O pins of the driver ICs to cause TLU failures.

To clarify this issue, the system-level ESD test for an indirect contact-discharge

test mode is shown in Figure 2.2 [1]. When the ESD gun discharges to the horizontal

coupling plane (HCP), the EMI coming from the ESDwill be coupled into all CMOS

ICs inside the EUT. With ESD voltages of þ 1000V, the measured VDD transient

waveforms on one of the CMOS ICs (CMOS IC#A) inside the EUT are shown in

Figure 2.3. The transient peak voltage on VDD is as large as �50V. Clearly, the VDD

with an initial DC voltage of þ 2.5 V will become an underdamped sine-wave-like

voltage due to the disturbance of the ESD energy. Once the ESD voltage keeps

increasing, TLU can be initiated and results in malfunction or damage of the CMOS

IC inside the EUT. For example, with an ESD voltage of þ 2000V, the measured

VDD, IDD, and VOUT transient waveforms on CMOS IC#A are shown in Figure 2.4.

The transient peak voltage on VDD is greater than�100V, during such a system-level

ESD test. TLU occurs with instantaneously increasing IDD, so that VOUT (100 MHz

voltage clock) will fail to function correctly (pulled down to 0V). Thus, it can be

clarified that the underdamped sinusoidal voltage existing on the power (ground)

lines of the CMOS ICs is the major cause for initiating TLU during the system-level

ESD test.

Figure 2.2 Measurement setup of the system-level ESD test with the indirect contact-discharge test

mode [1]. The ESD gun discharging on the horizontal coupling plane (HCP) could cause TLU events on

all the CMOS ICs inside the EUT. (Reprinted with permission from IEEE).

Physical Mechanism of TLU under the System-Level ESD Test 25



2.3 Test Structure

The silicon controlled rectifier (SCR) structure is used as the test structure for TLU

measurements because the occurrence of latchup is due to the inherent SCR of two

cross-coupled bipolar junction tansistors (BJT), parasitic vertical PNPs and lateral

Figure 2.4 For an ESD gun with an ESD voltage of þ 2000V discharging on the HCP, the measured

VDD, IDD, andVOUT transient waveforms on CMOS IC#A inside the EUT. TLU occurs during the system-

level ESD test. (Reprinted with permission from IEEE).

Figure 2.3 For an ESD gun with an ESD voltage of þ 1000V discharging on the HCP, the measured

VDD transient waveform on one of the CMOS ICs (CMOS IC#A) inside the EUT. (Reprinted with

permission from IEEE).
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NPNBJTs, in bulk CMOS ICs. The device cross-sectional view and layout top view of

the SCR structure are illustrated in Figure 2.5a and b, respectively. Geometrical

parameters such asD, S, andW represent the distances between thewell-edge andwell

(substrate) contact, anode and cathode, and the adjacent well (substrate) contacts,

respectively. In CMOS ICs, the Pþ anode (source of PMOS) and the Nþ well contact

are connected to VDD, whereas the Nþ cathode (source of NMOS) and the Pþ

substrate contact are connected to ground. Once latchup occurs inside the SCR

structure, a huge current will be generated through the mechanism of positive-

feedback regeneration [9, 10]. As a result, a huge current will conduct through the

low-impedance path fromVDD to ground, and further probably burn out the chip due to

excess heat.

Different values of geometrical parameters such asD, S, andW in Figure 2.5a and b

will certainly result in different TLU immunities of the SCR structures due to different

latchup triggering (holding) voltages or currents. However, the TLU physical mecha-

nism should be the same and not related to the variations of geometrical parameters. As

a result, to qualitatively analyze the physical mechanism of TLU through TLU

measurements, a specified SCR structure with layout parameters of D¼ 6.7mm,

S¼ 1.2mm, and W¼ 22.5mm fabricated in 0.25-mm CMOS technology is used for

all TLU measurements in this chapter. Because the parasitic SCR existing in the core

circuitry of CMOS ICs is most sensitive to TLU due to compact integration, the

minimum anode-to-cathode spacing (S¼ 1.2mm) according to foundries�design rules
is used to consider the worst-case situation (most sensitive to TLU) encountered in the

core circuitry of CMOS ICs.

Figure 2.5 (a) Device cross-sectional view, and (b) layout top view, of the SCR structure for TLU

measurements. Geometrical parameters such asD, S, andW represent the distances between thewell-edge

and well (substrate) contact, anode and cathode, and the adjacent well (substrate) contacts, respectively.

(Reprinted with permission from IEEE).
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Toverify the relationship between the TLUmeasurement and device simulation, the

specified SCR structure with the same geometrical parameters of D¼ 6.7mm and

S¼ 1.2mm is used for all TLU device simulations in this chapter by the two-

dimensional device simulation tool (MEDICI), as shown in Figure 2.6. With the

specified two-dimensional SCR structure, the boundary condition can be well defined

to perform the numerical analysis of electrical characteristics such as electric potential,

electric field, carrier concentration, 2-D current flow line, and so on.

2.4 Measurement Setup

In the system-level ESD test, this can only judge whether the EUT passes the required

criterion through its abnormal function (for example,the EUT shuts down). Neverthe-

less, it is hard to directly evaluate the TLU immunity of a single IC inside the EUT.

To solve this problem, a component-level TLUmeasurement setup with the following

two advantages is used. First, it can easily evaluate the TLU immunity of a single IC by

the related measured voltage/current waveforms via an oscilloscope. Second, with the

ability of generating an underdamped sinusoidal voltage, it can accurately simulate

how an IC inside the EUTwill be disturbed by the ESD-generated noise in the system-

levelESD test. Figure 2.7depicts such a component-levelTLUmeasurement setup [11,

12]. The SCR structure shown in Figure 2.5 is used as the device under test (DUT)

where the Pþ anode and theNþ well contact are connected together to theVDD, but the

Figure 2.6 The SCR structure used in a two-dimensional device simulation tool (MEDICI). The

specifiedSCR structurewith geometrical parameters ofD¼ 6.7mmand S¼ 1.2mmis used for all the TLU

device simulations in this chapter. (Reprinted with permission from IEEE).
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Nþ cathode and the Pþ substrate contacts are connected to ground. An electrostatic-

discharge simulator is used as the TLU-triggering source, VCharge, to produce an

underdamped sinusoidal voltage stimulus. Through applying a positive (negative)

VCharge, the intended positive-going (negative-going) underdamped sinusoidal voltage

can be generated just as that in the system-level ESD test for an ESD gun with positive

(negative) voltage [4]. For example, with aVCharge of þ 10V (�2V), Figure 2.8a and b

show the measured VDD waveform across the SCR structure. Clearly, the intended

underdamped sinusoidal voltage can be produced to simulate the transient voltage on

the power pins of CMOS ICs in the system-level ESD test, no matter which polarity

(positive or negative) the ESD voltage is. Because a large discharge resistance will

result in a large damping factor of the intended underdamped sinusoidal voltage [11],

there is no discharge resistance (0W) between the relay and the VDD node, as shown in

Figure 2.7. As a result, the intended underdamped sinusoidal voltage can be produced,

but not the unwanted overdamped voltage waveform due to a large discharge

resistance [11]. In addition, a charged capacitance of 200 pF is used to store charges

offered by the TLU-triggering source, VCharge, and then these stored charges are

discharged to the DUT through the relay. Because the charged capacitance will affect

the damping frequency of the underdamped sinusoidal voltage, it should be properly

selected to achieve a reasonable damping frequency as that in the system-level ESD

test. For example, the damping frequency (�10MHz) observed in Figures 2.8a and b is

slightly smaller than that in the system-level ESD test (�20MHz) [4], therefore

indicating that this measurement setup is reasonable for TLU characterization.

Moreover, a small current-limiting resistance (5W) is recommended to protect the

DUT from electrical-over-stress (EOS) damage during a high-current (low-imped-

ance) latchup state.

Figure 2.7 A component-level TLU measurement setup [11, 12]. This can accurately simulate how an

IC inside the EUTwill be disturbed by the ESD-generated noise in the system-level ESD test. (Reprinted

with permission from IEEE).
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2.5 Device Simulation

A two-dimensional device simulation tool (MEDICI) is used to investigate the

physical mechanism of TLU in the time domain under the system-level ESD test.

Figure 2.8 Measured VDD waveform for the SCR structure with a VCharge of (a) þ 10V, and (b) �2V.

Clearly, the intended positive-going (negative-going) underdamped sinusoidal voltage can be generated

just as that in the system-level ESD test for an ESD gun with a positive (negative) voltage [4]. (Reprinted

with permission from IEEE).
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In this two-dimensional device simulation tool, a specific time-dependent voltage

source given by:

VDDðtÞ ¼ V0 þVP expð� ðt� tdÞDFactorÞsinð2pDFreqðt� tdÞÞ ð2:1Þ
is used to apply an underdamped sinusoidal voltage on VDD of the already

defined SCR structure in Figure 2.6. With the proper parameters such as the initial

voltage V0, applied voltage amplitude VP, damping factor DFactor, damping freq-

uency DFreq, and time delay td, the intended underdamped sinusoidal voltage can be

constructed. The relations between all these parameters and the underdamped

sinusoidal voltage are shown in Figure 2.9. In this figure, V0 represents the normal

circuit operating voltage of CMOS ICs; the DFactor determines how fast the voltage

amplitude will be attenuated with time, where a voltage with a larger DFactor can

decay faster with time; DFreq is the inverse of voltage duration and VP is the peak

voltage amplitude for a DFactor¼ 0. For VP > 0 (VP < 0), VDD is a positive-

going (negative-going) underdamped sinusoidal voltage while td is only the time

delay after which the voltage begins to go up or go down from V¼V0, and is not

correlated with the TLU characterizations. In the following TLU simulation with a

positive or negative VCharge, the same parameters such as V0¼ 2.5V, DFactor¼
2� 107 s�1, DFreq¼ 20MHz, and td¼ 50 ns are used in both positive and negative

VCharge, whereas the only difference is VP¼ þ 14.6V for a positive VCharge, but

�14.6 V for a negative VCharge. In addition, the specified SCR structure with

geometrical parameters of D¼ 6.7 mm and S¼ 1.2 mm is used for all TLU device

simulations in this chapter.

Figure 2.9 In device simulation, the underdamped sinusoidal voltage dependency on its constituting

parameters: initial voltage V0, applied voltage amplitude VP, damping factor DFactor, damping frequency

DFreq, and time delay td.
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2.5.1 Latchup DC I–V Characteristics

The simulated latchupDC I–V characteristic of the specified SCR structure is shown in

Figure 2.10. Once latchup occurs in the SCR structure, a low-impedance pathwill exist

from VDD to ground, resulting in a huge current conducting through this low-

impedance path. The inset figure in Figure 2.10 shows that the DC latchup triggering

voltage (current),VTrig (ITrig), is about 15.5V (0.24mA),while theDC latchup holding

voltage (current),VHold (IHold), is about 1.25V (0.5mA). Clearly, under a latchup state,

when the power supply voltage, VDD, keeps at its normal circuit operating voltage

(þ 2.5V), the total power supply current, IDD, flowing into both the anode and well

contact is about 150mA. Thiswill offer vital evidence to verifywhether TLU certainly

occurs in the time domain through device simulation.

2.5.2 Negative VCharge

With a negative VCharge, the simulated VDD and IDD transient responses on the SCR

structure are shown in Figure 2.11. This can be divided into several parts for detailed

discussions in the time domain. First, during the period of 0 ns� t < 50 ns, the
SCR operates in the blocking condition and VDD is fixed at its normal operating

voltage, þ 2.5V. Within this duration, the N-well/P-substrate junction is at a normal

reverse-biased state, and IDD only comes from the negligible leakage current in the

reverse junction. Second, during the period of 50 ns� t� 62.5 ns, VDD begins to

Figure 2.10 Simulated latchup DC I–V characteristic for the SCR structure. Under a latchup state, the

fact that IDD is about 150mA when VDD retains its normal operating voltage (þ 2.5V) will offer vital

evidence to provewhether TLUcertainly occurs in the time domain through device simulation. (Reprinted

with permission from IEEE).
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decrease rapidly from þ 2.5Vat t¼ 50 ns, andwill eventually reach the negative peak

voltage, �Vpeak (�8V), at t¼ 62.5 ns. Within this duration, the N-well/P-substrate

junction gradually becomes slightly reverse biased when VDD decreases from þ 2.5V

to 0V, and even becomes forward biased when VDD drops below 0V. Thus, at

t¼ 62.5 ns, the largest forward-biased N-well/P-substrate junction can generate the

forward peak current,�Ipeak (�20mA). Third, during the period of 62.5 ns < t� 75 ns,

when VDD increases from�Vpeak to its normal operating voltage, þ 2.5V, the N-well/

P-substrate junction will rapidly change from the forward-biased state to its original

reverse-biased state. Meanwhile, inside the N-well (P-substrate) region, a large

number of stored minority holes (electrons) offered by the forward peak current at

t¼ 62.5 ns, will be instantaneously “swept-back” to the P-substrate (N-well) region

where they originally come from. Thus, such a “sweep-back” current, ISb, will produce

a localized voltage drop while flowing through the parasitic P-substrate or N-well

resistance. Once this localized voltage drop approaches some critical value, the

emitter-base junction of either a vertical PNP or lateral NPN BJT in the SCR structure

will be forward biased to further trigger on latchup. This can be further illustrated by

the simulated transient responses of both anode and well contact currents, as shown in

Figure 2.12. This clearly proves where these stored minority carriers, QStored, come

from and when they will be “swept-back” to cause TLU. For example, the gradually

enhanced forward-biasedN-well/P-substrate junctionwill lead to gradually increasing

well contact current during the period of 50 ns� t� 62.5 ns. Meanwhile, the anode

current is the negligible junction-leakage current due to an almost zero bias across

the Pþ -anode/N-well junction. Afterwards, during the period of 62.5 ns< t� 75 ns,

Figure 2.11 Simulated VDD and IDD transient responses for TLU with a negative VCharge. During the

period of 62.5 ns� t� 87.5 ns, the “sweep-back” current, ISb, will be produced to initiate TLU (IDD
significantly increases) whenVDD increase from its negative peak voltage to the normal operating voltage

of þ 2.5V. (Reprinted with permission from IEEE).
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the forward well contact current will gradually decrease when VDD increases from

�Vpeak to þ 2.5V, indicating that the storedminority electrons (holes) are swept-back

to the N-well (P-substrate) region where they originally come from. As a result, once

the VDD returns to, and even above, þ 2.5V (75 ns < t� 87.5 ns), latchup will be

triggered on and a huge anode current will conduct through the PNPN latchup path of

the SCR structure.Meanwhile, thewell contact current, however, is much smaller than

the anode current because the well contact current is only the small base current of the

parasitic vertical PNP BJT in the SCR structure.

In real CMOS ICs, when a low-impedance latchup state appears,VDDmay be pulled

down to about the DC latchup holding voltage. This phenomenon is caused by two

reasons. One is the finite current-supply ability of the system power supply, and the

other is the inevitable parasitic series resistance existing between the VDD node and

the system power supply. In device simulation, however, when TLU occurs during the

period of 75 ns < t� 100 ns shown in Figures 2.11 and 2.12, VDD was not immediately

pulled down to the DC latchup holding voltage. Instead, VDD keeps at the given

underdamped sinusoidal voltage. This fact results from the native limitation of the

device simulation tool for transient analysis in the time domain. However, TLU is sure

to occur because a huge IDD (150mA, refer to Figures 2.11 and 2.12) can be found

whenVDD finally returns to its normal operating voltage, þ 2.5V.More importantly, it

is consistent with the simulated latchup DC I–V characteristics that IDD is 150mA

when VDD keeps at its normal operating voltage, þ 2.5V, under a latchup state in

Figure 2.10.

Figure 2.12 Simulated transient responses of both anode current and well contact current for

TLU with a negative VCharge. During the period of 62.5 ns� t� 87.5 ns, latchup will be triggered on

by ISb. Meanwhile, a huge anode current will conduct through the PNPN latchup path of the SCR

structure. (Reprinted with permission from IEEE).
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To further judge whether TLU indeed occurs, Figure 2.13 shows the corresponding

simulated two-dimensional current flow lines with respect to various transient timing

points with a negative VCharge. Clearly, a large forward well (substrate) contact current

appears when the N-well/P-substrate junction is forward-biased (timing points A, B,

and F). Once theN-well/P-substrate junction quickly changes from the forward-biased

state to its original reverse-biased state, TLUwill be triggered due to a large enough ISb
(timing points C–E, G, and H).

2.5.3 Positive VCharge

With a positive VCharge, Figure 2.14 shows the simulated VDD and IDD transient

responses on the SCR structure. During the period of 50 ns� t� 62.5 ns, unlike the

VDD waveform with a negative VCharge shown in Figure 2.11 where VDD begins

Figure 2.13 Simulated 2-D current flow lines with respect to various transient timing points for TLU

with a negative VCharge. A forward well (substrate) contact current appears when the N-well/P-substrate

junction is forward-biased (timing points A, B, and F), and TLUwill be triggered on due to a large enough

ISb (timing points C–E, G, and H). (Reprinted with permission from IEEE).
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decreasing rapidly at t¼ 50 ns, VDD starts to increase at t¼ 50 ns and eventually

reaches a positive peak voltage at t¼ 62.5 ns. Within this duration, the N-well/P-

substrate junction is always reverse biased, and thus only a transient displacement

current caused by theN-well/P-substrate junction can be foundwithin the SCR. Such a

displacement current will not cause TLU unless the frequency (amplitude) of the VDD

is large enough to induce a large enough displacement current [13, 14]. Afterwards,

VDD decreases from its positive peak voltage, at t¼ 62.5 ns, to its negative peak

voltage, at t¼ 87.5 ns. Within this duration, the N-well/P-substrate junction gradually

changes from the reverse-biased state to the forward-biased state,whilemore andmore

minority electrons (holes) are injected into the P-substrate (N-well) region. Once these

QStored are subsequently (87.5 ns� t� 100 ns) swept back to the N-well (P-substrate)

regions where they originally come from, TLU will be triggered on. As a result, IDD
will considerably increase during the period of 100 ns� t� 112.5 ns. Obviously, TLU

is sure to occur because the huge IDD (150mA, refer to Figures 2.10 and 2.14) can be

found when VDD eventually returns to its normal operating voltage of þ 2.5V.

Figure 2.15 shows the simulated two-dimensional current flow lines with respect to

various transient timing pointswith a positiveVCharge. TheN-well/P-substrate junction

displacement current will not cause TLU (timing points A and B). However, a large

forward well (substrate) contact current will appear when the N-well/P-substrate

junction is forward-biased (timing points C and D), and then TLU will certainly be

triggered on if ISb is large enough (timing points E–H).

Figure 2.14 Simulated VDD and IDD transient responses for TLU with a positive VCharge. During the

period of 50 ns� t� 75 ns, TLUwill not be triggered on by the N-well/P-substrate junction displacement

current. Afterwards, during the period of 87.5 ns� t� 112.5 ns, ISb will be produced to initiate TLU

(IDD significantly increases) when VDD increase from its negative peak voltage to the normal operating

voltage, þ 2.5V. (Reprinted with permission from IEEE).
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2.5.4 A More Realistic Case

In real situations under the system-level ESD test, the oscillatory resonance voltage

can randomly occur at both the VDD and GND nodes [4–6], but not only at the VDD

node.With consideration of such a realistic situation, Figure 2.16 shows the simulated

VDD,GND, and IDD transient responses on theSCR structure.Obviously, once theVDD-

to-GND voltage is negative enough (87.5 ns� t� 100 ns) to produce a large enough

ISb within the N-well/P-substrate junction, TLU can be easily triggered on afterwards

when the VDD-to-GND voltage returns to a positive voltage (100 ns� t� 112.5 ns).

Because the power and ground lines arewidely distributed over thewhole circuitry in a

chip, such oscillatory resonance voltage can appear on some core circuitry. This fact

implies that TLUcan occurwithin the core circuitry, but not only in I/O circuitry. Thus,

unlike the quasi-static latchup issue [15] which primarily concerns latchup immunity

on I/O circuitry, latchup prevention skills such as layout optimization with additional

guard rings [16], other specific advanced process technologies, or even latchup self-

stop circuits [17]may be necessary for the core circuitry to prevent TLU inCMOS ICs.

Figure 2.15 Simulated 2-D current flow lines with respect to various transient timing points for TLU

with a positiveVCharge. The N-well/P-substrate junction displacement current will not cause TLU (timing

pointsA andB) until a large enough ISb is produced (timing points E–H). (Reprintedwith permission from

IEEE).
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2.6 TLU Measurement

The component-level TLUmeasurement setup shown in Figure 2.7 is used to perform

the TLU test. With both a positive and negative VCharge, the measured VDD (IDD)

transient response will be recorded through the voltage (current) probe to display on

the oscilloscope. This will clearly indicate whether TLU occurs (IDD significantly

increases) when the absolute value of positive or negative VCharge gradually increases

from 0V during the TLU test. More importantly, this will provide useful information

for the comparison between the TLU measurement and the device simulation. In

addition, the specified SCR structure with layout parameters of D¼ 6.7mm, S¼ 1.2

mm, and W¼ 22.5mm fabricated in 0.25-mm CMOS technology is used for all the

TLU measurements in this chapter.

2.6.1 Latchup DC I–V Characteristics

Themeasured latchup DC I–V characteristic for the fabricated SCR structure is shown

in Figure 2.17. The inset figure in this figure indicates the DC latchup trigger voltage

(current), VTrig (ITrig), is about 19.5V (2mA), while the DC latchup holding voltage

(holding current), VHold (IHold), is about 1V (9.5mA). Through comparing these

measured DC latchup parameters with the simulated ones in Figure 2.10, there is no

large difference between the measured and the simulated DC latchup parameters.

Thus, this non-calibrated device simulation tool is capable of performing reasonable

qualitative analysis for TLU.

Figure 2.16 Simulated VDD,GND, and IDD transient responses for TLU under a more realistic situation.

VDD andGND can be disturbed simultaneously by EMI in a system-level ESD test [4–6]. Once the VDD-to-

GND voltage is negative enough (87.5 ns� t� 100 ns) to produce a large enough ISb, afterwardsTLUcould

be easily triggered on when the VDD-to-GND voltage returns to a positive voltage (100 ns� t� 112.5 ns).

(Reprinted with permission from IEEE).
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2.6.2 Negative VCharge

With a negativeVCharge of�5V, themeasuredVDD and IDD transient waveforms on the

SCR structure are shown in Figure 2.18. Obviously, the forward IDD current appears

due to the forward-biased N-well/P-substrate junction when VDD initially decreases

below 0V. Afterwards, IDD will greatly increase while VDD returns to above 0V, and

therefore TLU does occur. As a result, both the VDD and IDD waveforms are slightly

oscillatory under a low-impedance (high-current) latchup state. Finally, VDD will

eventually be pulled down to about the DC latchup holding voltage (�1V)with a huge

IDD (�80mA) after this transition.

Through comparisons between the experimental and the device simulation results in

Figures 2.11 and 2.18, the experimental results are consistent with the device

simulation results in the time domain. For example, TLU will be triggered due to

a large enough ISb while VDD increases from�VPeak to its normal operating voltage of

þ 2.5V. This can once again verify that the large number of the total stored minority

carriers contributing toQStored can trigger on TLUwhile they are quickly swept back to

the regions where they originally come from.

2.6.3 Positive VCharge

With a positive VCharge of þ 20V, the measured VDD and IDD transient waveforms on

the SCR structure are shown in Figure 2.19. VDD begins to increase rapidly from the

normal operating voltage (þ 2.5V) to a positive peak voltage of þ 17V. Meanwhile,

the N-well/P-substrate junction is reversed biased, and thus only the transient

displacement current caused by the N-well/P-substrate junction can be found within

the SCR. Such a junction displacement current is too small to initiate TLUbecause IDD

Figure 2.17 Measured latchup DC I–V characteristic for an SCR structure. (Reprinted with permission

from IEEE).
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Figure 2.19 Measured VDD and IDD transient waveforms from the TLU test with a positive VCharge of

þ 20V. This is consistent with the device simulation results in Figure 2.14 that TLU will not be initially

(VDD > 0V) triggered on by theN-well/P-substrate junction displacement current until a large enough ISb
is produced when VDD increases from its negative peak voltage to the normal operating voltage, þ 2.5V.

(Reprinted with permission from IEEE).

Figure 2.18 Measured VDD and IDD transient waveforms from the TLU test with a negative VCharge of

�5V. This is consistent with the device simulation results in Figure 2.11 that TLU will be triggered on

(IDD significantly increases) when VDD increase from its negative peak voltage to the normal operating

voltage, þ 2.5V. (Reprinted with permission from IEEE).
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doesn�t significantly increase when VDD increases from the normal operating voltage

(þ 2.5V) to the positive peak voltage of þ 17V.Afterwards, once a large enough ISb is

produced when VDD increases from its negative peak voltage back to the normal

operating voltage (þ 2.5V), TLU will be initiated with the large increase in IDD.

Moreover, both VDD and IDD waveforms are slightly oscillatory under a low-imped-

ance (high-current) latchup state. Finally, VDD will eventually be pulled down to about

the DC latchup holding voltage (�1V) with a huge IDD (�80mA) after this transition.

The physical mechanism of TLU in the system-level ESD test can be well proved

once again by comparing the experimental results with the device simulation. As

shown in Figures 2.14 and 2.19, a large enough ISb caused by the instantaneously

forward-biased N-well/P-substrate junction can trigger on the TLU more easily than

the reverse junction displacement current does.

2.7 Discussion

It has been clarified that the sweep-back current, ISb, caused by the minority

carriers stored within the parasitic PNPN structure of CMOS ICs is the major cause

of TLU in the system-level ESD test. Based on a simple 1-D analytical model of

ISb [7, 8], the dominant parameter to initiate TLU can be identified. In addition, the

minimum magnitude of the applied voltage to initiate TLU under different damping

frequencies can be determined by the device simulations. By combining these 2-D

device simulation results and the 1-Dmodel of ISb, the minimum ISb or the minimum

number of the total stored minority carriers contributing to QStored to initiate TLU

can be also estimated. To further provide the evidence that ISb is the major cause of

TLU, the transient responses on the minority carriers stored within SCR can be

calculated.

2.7.1 Dominant Parameter to Induce TLU

As shown in the inset figure of Figure 2.20, with the assumption that the N-well/P-

substrate junction is treated as an ideal 1-D diode with a step junction profile, a simple

1-D analytical model of the averaged ISb (�IAve) [7, 8] can be expressed as follows:

IAve � QStored

tB� tA
ð2:2Þ

where tA (tB) is the initial (final) timing point of a specific duration when ISb exists, as

shown in Figure 2.20.QStored represents the total charge of the stored minority carriers

(holes) causing ISb (tA� t� tB) inside the N-well region, which is given by:

QStored ¼ q
ni

2

ND

LP 1� e
� X

n0 �Xn

LP

� ��
e
qVðtAÞ
kT � e

qVðtBÞ
kT

�
ð2:3Þ
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Figure 2.20 Total stored minority carriers, QStored, causing ISb (tA� t� tB) inside the N-well region.

The inset figure is an ideal 1-D diode used for deriving the 1-D analytical model of the averaged ISb
(�IAve) [7, 8]. (Reprinted with permission from IEEE).

From Equations (2.2) and (2.3), IAve can be further simplified as follows:

IAve � QStored

tB� tA
¼ QStored

ð1=DFreqÞ=4

¼ 4DFreqq
ni
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kT . .. e

qVðtBÞ
kT ¼ e

VðtBÞ
kT=q ¼ e

� 2:5
0:0259 ffi 0

� �
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where:

Z ¼ 4q
ni

2

ND

LP 1� e
� X

n0 �Xn

LP

� �
ð2:5Þ

is a constant and independent on the damping frequency (DFreq), applied voltage

amplitude (VP), and damping factor (DFactor). By substituting tA¼ tdþ (1/DFreq)/4 into

Eqaution (2.1), V(tA) can be expressed as follows:

VðtAÞ ¼ V0þVPexpð� ðtA� tdÞDFactorÞsinð2pDFreqðtA� tdÞÞ

¼ V0þVPexp � DFactor

4DFreq

� � ð2:6Þ
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FromEquations (2.4) and (2.6), it can be obviously identified thatDFreq is dominant on

IAve (that is, dominant to induce TLU), because there is not only a proportional

exponential relationship between DFreq and V(tA) in Equation (2.6), but also a

multiplication factor “DFreq” on IAve in Equation (2.4).

2.7.2 Transient Responses on the Minority Carriers
Stored within the SCR

To further provide the evidence that ISb is the major cause of TLU, the transient

responses on the minority carriers stored within the SCR, QStored(t), can be estimated

from Equation (2.3) by using t to substitute for tA. For the underdamped sinusoidal

voltage with the same parameters (DFactor, DFreq, and VP of 2� 107 s�1, 20 MHz,

�14.6V, respectively) as those in the case with the negative VCharge of Figures 2.11

and 2.12, the calculated transient responses of QStored (hole) in the N-well region are

shown in Figure 2.21. Compared with the simulated TLU transient responses in

Figures 2.11 and 2.12, the minority carriers (holes) stored in the N-well region

significantly increase with a forward well contact current (50 ns� t� 62.5 ns) when

VDD decreases from 2.5V to �Vpeak. Afterwards, QStored decreases because these

minority holes are swept back to their original P-substrate region (62.5 ns� t� 75 ns).

As a result, TLU will be triggered on by these swept-back QStored, and so the anode

current will significantly increase (75 ns� t� 87.5 ns). From Figures 2.11, 2.12,

and 2.21, the swept-back current ISb can be confirmed as the major cause of TLU

during the system-level ESD stress.

Figure 2.21 Calculated transient responses of QStored (hole) in the N-well region. The underdamped

sinusoidal voltage has the same parameters as those used in the negative VCharge case of Figures 2.11

and 2.12 (DFactor, DFreq, and VP of 2� 107 s�1, 20MHz, and �14.6V, respectively). (Reprinted with

permission from IEEE).
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2.8 Conclusion

The underdamped sinusoidal voltage stimulus has been clarified as the realistic TLU-

triggering stimulus in the system-level ESD test.With the aid of device simulation, the

specific “sweep-back” current caused by the minority carriers stored within the

parasitic PNPN structure of CMOS ICs has been qualitatively proved to be the major

cause of TLU. The behavior of the sweep-back current can be derived by a simple 1-D

analyticalmodel, which can qualitatively describe the sweep-back current dependency

on the TLU-triggering stimulus. Through comparisons between device simulations

and experimental measurements, the TLU reliability issue may still exist in a qualified

CMOS IC product through a quasi-static latchup test. Thus, an efficient TLU

measurement setup is needed to evaluate the TLU reliability of CMOS IC products.

Because a TLU reliability issue potentially exists within the whole circuitry of CMOS

ICs, latchup prevention skills such as layout optimization, specific advanced process

technologies, or circuit techniques may be necessary to improve TLU immunity for

core circuitry. Through both an understanding of the physical mechanism and the

proposed simulation/verificationmethodology on TLU, the safe design/layout rules or

circuit techniques in CMOS ICs can be developed against TLU events.
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3

Component-Level Measurement
for TLU under System-Level
ESD Considerations1

3.1 Background

During the system-level ESD test, the high-energy ESD-induced noises often cause

TLU on CMOS ICs inside the electrical/electronic products, leading to shutdown or

malfunction of the equipment under test (EUT). However, during the realistic system-

level ESD test, it could be rather complicated or difficult to directly evaluate the

TLU immunity of a “single” CMOS IC inside the EUT. To solve such a problem, a

component-level TLU measurement setup with a bipolar trigger waveform [1–3] is

utilized and introduced in this chapter. This measurement setup has the advantage of

easily evaluating the TLU immunity of a single IC by monitoring the voltage/current

waveforms through an oscilloscope.More importantly, with the ability of generating a

bipolar trigger voltage, it can accurately simulate how aCMOS ICwill be disturbed by

the ESD-generated noises under the system-level ESD test.

Current-blocking diode and current-limiting resistance, which are generally sug-

gested to be used in a TLU measurement setup with a bipolar trigger, are investigated

for their impact on both the bipolar triggerwaveforms andTLU immunity of the device

under test (DUT).With the experimental results and verifications of device simulation,

the TLUmeasurement setupwithout a current-blocking diode butwith a small current-

limiting resistance is suggested, which can accurately evaluate the TLU immunity of

CMOS ICs with neither overestimation nor electrical-over-stress (EOS) damage to a

1� 2006 IEEE. 3.1–3.7 reprinted, with permission, from Ming-Dou Ker and Sheng-Fu Hsu, Component-level

measurement for transient-induced latchup in CMOS ICs under system-level ESD considerations (sections II–VII,

figures 5–19, and Table I), in IEEE Transactions on Device and Materials Reliability, Vol. 6, no. 3, pp. 461–472,

Sep. 2006. IEEE, Piscataway, NJ.
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DUTduring the TLU test.With the suggested TLUmeasurement setup, different types

of board-level noise filter networks are evaluated to find their effectiveness for

improving the TLU immunity of CMOS ICs.

3.2 Component-Level TLU Measurement Setup

The SCR structure is used as the test structure for TLU measurements because the

occurrence of latchup results from the parasitic SCR in CMOS ICs. The device cross-

sectional viewand layout top viewof theSCRstructure are illustrated inFigure 2.5a and

b, respectively. The geometrical parameters such asD, S, andW represent the distances

between thewell-edge andwell (substrate) contact, anode and cathode, and the adjacent

contacts, respectively. In order to consider the layout dependences, the SCR structures

with two sets of layout parameters (D¼ 16.6mm, S¼ 1.2mm, andW¼ 22.5mm, aswell

as, D¼ 16.6mm, S¼ 20mm, and W¼ 22.5mm) are used in this chapter. All the SCR

structures have been fabricated in a 0.25-mm salicided CMOS technology.

Several component-level measurement setups to evaluate TLU immunity of CMOS

ICs have been developed [1–5]. In order to accurately simulate the ESD-induced

noises on the power lines of CMOS ICs in the system-level ESD test, a component-

level TLU measurement setup with a bipolar trigger voltage [1–3] is utilized in this

chapter. The typical TLU measurement setup with a bipolar trigger is illustrated

in Figure 3.1. The charging voltage, VCharge, has two different polarities: positive

(VCharge > 0) and negative (VCharge< 0). The positive (negative) VCharge can generate

the positive-going (negative-going) bipolar trigger noises on the power pins of the

DUT. A capacitor with a capacitance of 200 pF used in the machine model (MM) [6]

ESD test is employed as the charging capacitor. The SCR device shown in Figure 2.5

is used as the DUTwhere the Pþ anode (Nþ cathode) and the Nþ well (Pþ substrate)

Figure 3.1 Component-level TLUmeasurement setup with a bipolar trigger [1–3]. This can accurately

simulate how a CMOS IC will be disturbed by the ESD-generated noises in the system-level ESD test.

(Reprinted with permission from IEEE).
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contacts are connected together to VDD (ground). IDD is the total current flowing into

the Pþ anode and the Nþ well contact of the SCR. The IDD current magnitude and

waveform are measured by a separated current probe. The current-blocking diode,

which is used to prevent the capacitor-discharged current from flowing into the power

supply, is used to avoid the possible over-estimation for the TLU immunity of the

DUT [1, 2]. The current-limiting resistance is used to avoid the EOS damage to the

DUT under a high-current latchup state [3].

For a TLU measurement setup with a current-limiting resistance of 5W but

without the current-blocking diode, the measured VDD and IDD transient responses

with a VCharge of �3V, �6V, and þ 13V are shown in Figure 3.2a–c, respectively.

The DUT under an initial VDD bias of 2.5 V is the SCR with specified layout

parameters of D¼ 16.6 mm, S¼ 1.2 mm, and W¼ 22.5 mm. With a smaller VCharge

of �3V, VDD acts as the intended bipolar trigger just similar to that measured in

Figure 2.3 in the system-level ESD test. Meanwhile, TLU doesn�t occur due to a

rather small VCharge (only �3V), because IDD doesn�t increase after applying

the bipolar trigger voltage on VDD. However, with a larger negative (positive)

VCharge of�6V (þ 13V), TLU can be initiated, as shown in Figure 3.2b and c. Thus,

IDD significantly increases up to 120mA, and VDD is pulled down to the latchup

holding voltage of 1.6 V. By using this TLU measurement setup with a bipolar

trigger voltage, the measured VDD and IDD waveforms in Figure 3.2 can simulate the

ESD-disturbed VDD and IDD waveforms in Figures 2.3 (no TLU) and 2.4 (TLU

occurs) in the system-level ESD test.

3.3 Influence of the Current-Blocking Diode and Current-Limiting
Resistance on the Bipolar Trigger Waveforms

Although a TLUmeasurement setup with a bipolar trigger can accurately simulate the

practical system-level ESD event, both bipolar trigger waveforms and TLU immunity

of CMOS ICs are strongly dependent on the current-blocking diode and current-

limiting resistance. To clarify this issue, TLU measurement setups combining two

kinds of current-blocking diodes, a fast recovery diode (PR1507) and a general

purpose diode (1N4007), with various current-limiting resistances (0, 5, 10, 20, and

30W) are investigated to find their impacts on both the bipolar trigger waveforms and

TLU immunity of the DUT. Both the PR1507 and 1N4007 diodes have a very high

reverse breakdown voltage of 1000V. Thus, for a VCharge< 1000V, the PR1507 or

1N4007 diodes can certainly prevent the discharge current fromflowing into the power

supply without junction breakdown.

The SCR structure in Figure 2.5 drawn with layout parameters of D¼ 16.6mm,

S¼ 1.2mm, andW¼ 22.5mm is used to investigate the influences of current-blocking

diode and current-limiting resistance on the bipolar trigger waveform. Furthermore,

the charging voltage source (VCharge) is set as small as þ 8V for a positive VCharge and

�3V for a negativeVCharge to prevent the occurrence of TLU, and so the bipolar trigger

waveform on VDD can be clearly observed.
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Figure 3.2 For a TLU measurement setup with a current-limiting resistance of 5W but without the

current-blocking diode, the measured VDD and IDD transient responses with VCharge of (a)�3V, (b)�6V,

and (c) þ 13V. (Reprinted with permission from IEEE).
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3.3.1 Positive VCharge

With a positive VCharge of þ 8V, when there is neither a current-blocking diode nor a

current-limiting resistance in the TLU measurement setup, the measured VDD and

IDD transient waveforms are shown in Figure 3.3a. The VDD waveform reveals the

intended positive-going bipolar trigger with a damping frequency of �10MHz.

Afterwards, when a current-limiting resistance of 20W is added to the TLU

measurement setup but still without the current-blocking diode, the damping factor

of the VDD waveform obviously increases, as shown in Figure 3.3b. In Figure 3.3a,

the initial positive peak voltage of VDD takes about 2.5 ms to be fully attenuated, but
only 0.8 ms in Figure 3.3b. Furthermore, if a current-blocking diode (PR1507) is

added to the measurement setup but without the current-limiting resistance, the VDD

waveform no longer reveals an underdamped bipolar waveform, but an overdamped

unipolar waveform instead, as shown in Figure 3.3c. When the initially stored

positive charges in the charging capacitor (200 pF) are discharged through the relay

into the DUT and power supply, these positive charges are blocked by the current-

blocking diode fromflowing into the power supply, and so the current-blocking diode

acts as a large equivalent resistance (open circuit) to these positive charges. As shown

in Figure 3.3b, a current-limiting resistance of 20W increases the damping factor of

the VDD waveform, and so the equivalent large resistance of the current-blocking

diode tremendously increases the damping factor to result in the overdamped

unipolar VDD waveform in Figure 3.3c.

3.3.2 Negative VCharge

With a negative VCharge of �3V, the measured VDD transient waveforms are simi-

lar to the positive VCharge case. For example, the measured VDD waveform is a

negative-going bipolar trigger when there is neither a current-blocking diode nor

a current-limiting resistance in the measurement setup, as shown in Figure 3.4a.

Additionally, the damping factor of this measured VDD waveform will increase if an

additional current-limiting resistance of 20W is added to the measurement setup,

as shown in Figure 3.4b. However, unlike the positive VCharge case in Figure 3.3c

where the VDD waveform is an overdamped unipolar waveform, the VDD waveform

in Figure 3.4c is an underdamped bipolar waveform if there is a current-blocking

diode (PR1507) but without the current-limiting resistance. When the initially

stored negative charges in the charging capacitor (200 pF) are discharged into the

power supply, the current-blocking diode is seen as a forward-biased diode by these

negative charges, and so the current-blocking diode acts as a small equivalent

resistance (short circuit) to these negative charges. Thus, similar to the current-

limiting resistance of 20W in Figure 3.4b, the small equivalent resistance of the

current-blocking diode also leads to a larger damping factor of the VDD waveform

in Figure 3.4c.
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Figure 3.3 Measured VDD and IDD transient waveforms with a positive VCharge of þ 8V. (a) Neither a

current-blocking diode nor a current-limiting resistance, (b) a current-limiting resistance of 20W but

without a current-blocking diode, and (c) a current-blocking diode (PR1507) but without a current-

limiting resistance, are used in the TLU measurement setup. (Reprinted with permission from IEEE).
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Figure 3.4 Measured VDD and IDD transient waveforms with a negative VCharge of �3V. (a) Neither a

current-blocking diode nor a current-limiting resistance, (b) a current-limiting resistance of 20W but

without a current-blocking diode, and (c) a current-blocking diode (PR1507) but without a current-

limiting resistance, are used in the TLU measurement setup. (Reprinted with permission from IEEE).
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3.4 Influence of the Current-Blocking Diode and Current-Limiting
Resistance on the TLU Level

The TLU level is defined as the minimum VCharge which can trigger on TLU. Thus, a

higher TLU level is desired for theDUT, because itmeans that theDUTis less sensitive

to TLU. Furthermore, layout dependences on TLU level are also investigated by using

two SCR structures with the sameD (16.6mm) andW (22.5mm) but different S values

of 1.2mm and 20mm in a 0.25-mm salicided CMOS process.

3.4.1 Latchup DC I–V Characteristics

The experimentally measured latchup DC I–V characteristics of two SCR structures

with the sameD (16.6mm) andW (22.5mm) but different S values of 1.2mmand 20mm
are shown in Figure 3.5. These latchupDC I–V curves aremeasured by the continuous-

type curve tracer. The SCR structurewith S¼ 1.2mm (S¼ 20mm) has a trigger voltage

(VTrig) and a trigger current (ITrig) of 19.5V (21V) and 2mA (4mA), respectively.

Once latchup occurs, a low-impedance path will exist between VDD and ground to

conduct a huge current.

For the sameSCR, the latchupholdingvoltage shouldbe the same forboth quasi-static

latchup and TLU, because the holding voltage only depends on the DUT layout styles

and theprocess parameters.However, the pull-downVDD (�1.6V) of themeasuredTLU

voltage waveforms in Figure 3.2b and c is somewhat higher than the holding voltage

(�1V) in the measured latchup DC I–V curves in Figure 3.5. For the measured TLU

voltage waveforms, the pull-down VDD is equal to the VPower-supply-(DVResistor þ
DVDiode). Here,VPower-supply is the appliedDCvoltage of the power supply, andDVResistor

Figure 3.5 Measured latchup DC I–V characteristics of two SCR structures with the sameD (16.6mm)

and W (22.5mm) but different S values of 1.2 and 20mm. (Reprinted with permission from IEEE).
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(DVDiode) is thevoltage drop across the 5W current-limiting resistance (current-blocking

diode).Thispull-downVDDmustbehigher than theholdingvoltageof theDUTto sustain

the latchup state. For the measured latchup DC I–V curves, however, there is neither an

additional current-limiting resistance nor a current-blocking diode, and the latchup

holding voltage is theminimumvoltage that theDUT can pull down in the latchup state.

Thus, the pull-down VDD (�1.6V) of the measured TLU voltage waveforms is slightly

higher than the holding voltage (�1V) in the measured latchup DC I–V curves.

3.4.2 Positive TLU Level

For the SCR structure with layout parameters of D¼ 16.6mm, S¼ 1.2mm, and

W¼ 22.5mm, the relations between the positive TLU level and current-limiting

resistances under different current-blocking diodes are shown in Figure 3.6a. For a

Figure 3.6 Relations between the positive TLU level and current-limiting resistances under different

current-blocking diodes. The SCR structure has the layout parameters of (a)D¼ 16.6mm, S¼ 1.2mm, and

W¼ 22.5mm, and (b)D¼ 16.6mm, S¼ 20mm, andW¼ 22.5mm. (Reprintedwith permission from IEEE).
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measurement setup without a current-blocking diode, the TLU level is overall

smaller than that equipped with a current-blocking diode, no matter whether with

a general purpose (1N4007) or a fast recovery (PR1507) diode. For a measurement

setup with a current-blocking diode, the TLU-triggering voltage is the unipolar

trigger shown in Figure 3.3c. Such a unipolar trigger can generate IDs (the displace-

ment current, as defined in Chapter 2) to initiate TLU while VDD rapidly increases

from þ 2.5 V to its positive peak voltage (that is, a large dVDD/dt). However, for a

measurement setup without a current-blocking diode, the TLU-triggering voltage is

the bipolar trigger shown in Figure 3.3a. Such a bipolar trigger can generate ISb
instead of IDs to initiate TLU while VDD switches from the forward-biased state

(VDD < 0) to the normal reversed-biased blocking state (VDD > 0). Because ISb can

initiate TLU more easily than IDs [3, 7], the measurement setup without a current-

blocking diode (induced ISb) can evaluate a much lower TLU level than that

equipped with a current-blocking diode (induced IDs).

The influences of current-limiting resistance on the positive TLU level are also

shown in Figure 3.6a. For themeasurement setupwithout a current-blocking diode, the

TLU level linearly increases with the current-limiting resistance, because a larger

current-limiting resistance can cause a larger damping factor of bipolar voltage on

VDD, as shown in Figure 3.3b. A larger damping factor will lead to a smaller ISb due to a

smaller voltage magnitude of �VPeak [7]. Therefore, although current-limiting resis-

tance can avoid EOS damage to DUT, it overestimates the TLU level under a bipolar

trigger voltage. However, for a measurement setup equipped with a current-blocking

diode, the TLU level is almost independent of the current-limiting resistance, because

the current-limiting resistance does not obviously affect the IDs (that is, dVDD/dt in

Figure 3.3c). The equivalent large resistance of the current-blocking diode in series

with a small current-limiting resistance (<30W) makes the effect of current-limiting

resistance negligible.

In Figure 3.6a, the TLU levels are different from the latchup trigger voltage

(þ 19.5V) of the quasi-static latchup measurements shown in Figure 3.5. For the

quasi-static latchup measurements, the main latchup-triggering current is the reverse

junction breakdown current [8]. For the TLU measurements, if the unipolar trigger is

the TLU-triggering voltage, it can generate the additional IDs (due to large dVDD/dt

values) to initiate TLU in addition to the junction breakdown current. Thus, if there is a

current-blocking diode (inducing a unipolar trigger) but without the current-limiting

resistance in the TLU measurement setup, the TLU level (�þ 16V) is slightly lower

than the latchup trigger voltage (þ 19.5V) of the quasi-static latchup measurements.

However, if the bipolar trigger voltage is the TLU-triggering voltage, the major TLU-

triggering current is ISb (due to VDD switching from a negative voltage level to a

positive voltage level), but not IDs. It has been clarified that the bipolar trigger can

initiate TLU more easily than the unipolar trigger [3, 7]. Thus, there will be a much

lower TLU level (�þ 12V) if there is neither a current-blocking diode (induced

bipolar trigger) nor a current-limiting resistance in the TLU measurement setup.
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For the SCR structure with layout parameters of D¼ 16.6mm, S¼ 20mm, and

W¼ 22.5mm, the relations between the positive TLU level and current-limiting

resistances under different current-blocking diodes are shown in Figure 3.6b. For a

measurement setup equipped with a current-blocking diode, the TLU level greatly

increases to exceed þ 100V when the current-limiting resistance is larger than 20W.

In fact, TLUdoes not occur in these cases due to one of the following two reasons. First,

a larger current-limiting resistance leads to an IDD lower than the latchup holding

current. Second, a larger voltage drop across a larger current-limiting resistancemakes

VDD lower than the latchup holding voltage. No matter which one happens, TLU does

not occur. For example, with a positive VCharge of þ 35V, the measured VDD and IDD
transient waveforms in a measurement setup with a current-blocking diode (PR1507)

and a current-limiting resistance of 20W are shown in Figure 3.7. TLU initially occurs

but finally fails to be maintained, because VDD is pulled down to about 1V, which is

lower than its latchup holding voltage (�1.5V). Thus, an additional voltage drop

across the current-blocking diode or a larger current-limiting resistance can prohibit

the occurrence of TLU when the SCR has a larger latchup holding voltage or current

(D¼ 16.6mm, S¼ 20mm, and W¼ 22.5mm).

3.4.3 Negative TLU Level

For an SCR structure with layout parameters of D¼ 16.6mm, W¼ 22.5mm, and

S¼ 1.2mm (20mm), the relations between the negative TLU level and current-limiting

Figure 3.7 Measured VDD and IDD transient waveforms with a positive VCharge of þ 35V. A current-

blocking diode (PR1507) and a current-limiting resistance of 20W are used in the TLU measurement

setup. (Reprinted with permission from IEEE).
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resistances under different current-blocking diodes are shown in Figure 3.8a and b.

Comparedwith the positive TLU level tests in Figure 3.6a and b, themagnitudes of the

negativeTLU level are overall lower than those of the positiveTLU level. For example,

themagnitudes of the negativeTLU level are all lower than 6VinFigure 3.8a, but those

of the positive TLU level are all higher than 10V in Figure 3.6a. Compared with the

negative-going (VCharge< 0) bipolar trigger, the positive-going (VCharge > 0) bipolar

trigger needs to take an additional half duration for decaying before VDD reaches

�VPeak. Thus, under the same voltagemagnitude of both positive and negative VCharge,

Figure 3.8 Relations between thenegativeTLUlevel and current-limiting resistanceswhenusingdifferent

current-blocking diodes. The SCR structure has the layout parameters of (a)D¼ 16.6mm, S¼ 1.2mm, and

W¼ 22.5mm, and (b)D¼ 16.6mm, S¼ 20mm, andW¼ 22.5mm. (Reprinted with permission from IEEE).
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a negativeVCharge can provide a larger voltage magnitude of�VPeak (that is, larger ISb)

than the positiveVCharge [7]. As a result, SCR structures aremore sensitive to TLUwith

a negative VCharge, leading to a very low negative TLU level in comparison with the

positive TLU level.

3.5 Verifications of Device Simulation

A two-dimensional device simulation tool (MEDICI) is used to verify the dependences

of both the current-blocking diode and current-limiting resistance on the TLU level of

the SCR structure. A specified SCR structure with the same geometrical parameters

(D¼ 16.6mm and S¼ 1.2mm) in the silicon is used for all TLU device simulations,

as shown in Figure 3.9. With this device simulation, the 2-D boundary conditions of

this specified SCRcan bewell defined to analyze TLUelectrical characteristics such as

transient I–V characteristics, 2-D current flow lines, electric field, carrier concentra-

tion, and so on.

3.5.1 Dependences of the Current-Blocking Diode on TLU Level

From the measured TLU level dependences in Figures 3.6 and 3.8, a TLU measure-

ment setup equipped with the current-blocking diode (positive-going unipolar trigger)

will lead to a higher TLU level (over estimation) of the DUT than without the current-

blocking diode (bipolar trigger). To demonstrate this phenomenon by device simula-

tion, the simulatedVDD and IDD transient responses under a unipolar trigger and bipolar

trigger are shown in Figures 3.10 and 3.11, respectively. The related parameters of the

unipolar trigger (bipolar trigger) such as rise time and falling rate (damping frequency

and damping factor) are extracted from the corresponding measured waveforms in

Figure 3.3c and a.

With the unipolar trigger in Figure 3.10, TLU will not be initiated due to insufficient

IDs, because the increasing rate (� (þVPeak�2.5V)/rise time) of VDD isn�t large

Figure 3.9 The SCR structure used in a two-dimensional device simulation tool (MEDICI). This

specified SCR structure has the same geometrical parameters (D¼ 16.6mm and S¼ 1.2mm) of SCR

silicon test chips. (Reprinted with permission from IEEE).
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enough, even though the þVPeak is as high as þ 20V. Thus, IDD only comes from the

small IDs or leakage currentwhose positive peak current (IPeak) is only 0.18mA/mm, and

then IDD decreases to 0A when VDD finally returns to its normal operating voltage

(þ 2.5V).Thesimulated2-Dcurrentflowlineafterapplyingtheunipolar triggervoltage

on VDD (at 18ms) is also shown in the inset figure of Figure 3.10. Clearly, TLU doesn�t
occur because no current flow lines conduct through the low-impedance latchup path.

Figure 3.10 Simulated VDD and IDD transient responses for TLU with a unipolar trigger. This can

simulate the VDD voltage disturbance in Figure 3.3c for a TLU measurement setup equipped with the

current-blocking diode. TLU cannot be initiated even though VPeak is as high as þ 20V. (Reprinted with

permission from IEEE).

Figure 3.11 Simulated VDD and IDD transient responses for TLU with a bipolar trigger. This can

simulate the VDD voltage disturbance in Figure 3.3a for a TLU measurement setup without the current-

blocking diode. TLU can be initiated even though VPeak is as low as þ 13V. (Reprinted with permission

from IEEE).
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Under the bipolar trigger in Figure 3.11, TLU can be initiated (IDD significantly

increases) by a large enough ISb while VDD returns from�VPeak (�5V) to the normal

operating voltage of þ 2.5V, even though its þVPeak is only þ 13V, which is much

smaller than þ 20V in Figure 3.10 (unipolar trigger). Thus, IDD will be kept at a high

current latchup state (150mA/mm) after VDD finally returns to its normal operating

voltage (þ 2.5V). The simulated 2-D current flow line after applying the bipolar

trigger voltage on VDD (at 1200 ns) is also shown in the inset figure of Figure 3.11.

Clearly, TLUoccurs because all current flow lines conduct through the low-impedance

latchup path. The simulation results in Figure 3.11 are consistent with the measured

TLUwaveforms in Figure 3.2c that IDD simultaneously increases with VDD while VDD

increases from �VPeak to þ 2.5V (induced ISb), but not initially from þ 2.5V to

þVPeak (induced IDs). Thus, ISb is the major TLU-triggering current rather than IDs.

TLU can be also initiated by a unipolar trigger with a large enough IDs. For the

unipolar trigger with a higher þVPeak of þ 25V, the simulated VDD and IDD transient

responses for TLU are shown in Figure 3.12. Due to a larger increasing rate of VDD,

TLU can be initiated by a large enough IDs while VDD rapidly increases from the

normal operating voltage (þ 2.5V) to þVPeak (þ 25V). Thus, IDD will be kept at a

high current latchup state (150mA/mm) after VDD finally returns to its normal

operating voltage.

The comprehensive simulation results in Figures 3.10–3.12 are all consistent with

the experimental results to point out that TLU measurement setup equipped with the

current-blocking diode will lead to a higher TLU level (over estimation) of the DUT

than that without the current-blocking diode.

Figure 3.12 Simulated VDD and IDD transient responses for TLUwith a unipolar trigger. VDD has a VPeak

of þ 25V, which is larger than þ 20V in Figure 3.10, and so the increasing rate (� (þVPeak�2.5V)/rise

time) ofVDD is large enough to produce a large IDs to initiate TLU. (Reprintedwith permission from IEEE).
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3.5.2 Dependences of Current-Limiting Resistance on TLU Level

From the measured TLU level dependences shown in Figures 3.6 and 3.8, the

TLU level of a CMOS IC (SCR) increases with current-limiting resistance. To

demonstrate this phenomenon by device simulation, two different bipolar triggers

are used. As shown in Figures 3.11 and 3.13, these two different bipolar triggers have

the same damping frequency of�10MHz but different damping factors. Compared to

Figure 3.11, the bipolar trigger with a larger damping factor in Figure 3.13 is used to

simulate the TLU measurement setup equipped with a current-limiting resistance,

because the measured VDD waveforms in Figure 3.3a and b show that the current-

limiting resistancewill lead to a larger damping factor. Clearly, because themagnitude

of the �VPeak decreases from 5V (Figure 3.11) to 2.5V (Figure 3.13) due to a larger

damping factor, ISb isn�t large enough to initiate TLUwhileVDD returns from�VPeak to

its normal operating voltage. Thus, IDD doesn�t significantly increase (IPeak is only

75mA/mm) with VDD, and then IDD decreases to 0A when VDD finally returns to its

normal operating voltage. Thus, the simulation results in Figures 3.11 and 3.13 are all

consistent with the experimental results to verify that the TLU level is increased by the

current-limiting resistance, as shown in Figures 3.6 and 3.8.

3.6 Suggested Component-Level TLU Measurement Setup

From the comprehensive measured and simulated TLU level dependency on current-

limiting resistance and current-blocking diode in the component-level TLU measure-

ment setup, the TLU measurement setup without a current-blocking diode but with a

Figure 3.13 Simulated VDD and IDD transient responses for TLU with a bipolar trigger. Compared to

Figure 3.11, this can simulate the bipolar trigger with a larger damping factor in Figure 3.3b for a TLU

measurement setup equipped with a current-limiting resistance. TLU cannot be initiated due to an

insufficient ISb. (Reprinted with permission from IEEE).
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small current-limiting resistance (5W) is suggested. This suggested measurement

setup not only can accurately evaluate the TLU immunity of CMOS ICs without over-

estimation, but also can avoid the EOS damage to the DUT during the TLU test.

The current-blocking diode should be eliminated from the TLUmeasurement setup

to accurately evaluate the TLU immunity of CMOS ICs without over-estimation. The

bipolar transient noises on the power pins of the DUT are indeed representative of

the practical system-level ESD events, as shown in Figures 2.3 and 2.4. However,

because the current-blocking diode inherently alters the power supply network im-

pedance, the use of a current-blocking diode certainly prohibits such a bipolar trigger

voltage on the power pins of the DUT. Instead, an unipolar overdamped trigger voltage

will be formed if the diode was added to the TLU measurement setup. Thus, to

accurately simulate the practical system-level ESD event, the current-blocking diode

should be eliminated from the TLU measurement setup. Additionally, unipolar and

bipolar transient VDD noises can generate two different TLU-triggering currents – IDs
for a unipolar trigger, and ISb for a bipolar trigger. It has been clarified that the bipolar

trigger (ISb) can initiate TLU more easily than the unipolar trigger (IDs). Thus, to

accurately represent the actual TLU immunity of the DUT in the system-level

ESD test, the component-level TLU test should be performed without the current-

blocking diode.

Similar to the current-blocking diode, current-limiting resistance is also unsuitable

for being equipped in the component-level TLUmeasurement setup. Although using a

current-limiting resistancewill not lead to a unipolar trigger, it certainly attenuates the

voltage magnitude of the bipolar trigger (that is, larger damping factor), as shown in

Figures 3.3b and 3.4b. A larger damping factor will lead to a smaller TLU-triggering

current (ISb) due to the smaller voltage magnitude of the �VPeak [7]. Thus, the TLU

level of the DUTwill increase with the current-limiting resistance, leading to an over-

estimation of the TLU immunity. Even worse, a too large current-limiting resistance

( > 20W) has been proved to lead TLU not occurring in the SCR structurewith a higher

holding voltage (1.5V), that is, an SCRwith a larger S of 20mm shown in Figures 3.6b

and 3.8b. As a result, to accurately represent the actual TLU immunity of the DUT in

the system-level ESD test, a small current-limiting resistance (5W) is suggested to be

used. This small current-limiting resistance has the advantage of not leading to a

serious over-estimation of the TLU level, as shown in Figures 3.6 and 3.8. In addition,

it can prevent the DUT from EOS damage during the high-current latchup state.

3.7 TLU Verification on Real Circuits

A 100MHz ring oscillator consisting of a 101-stage inverter chain and a 7-stage taper

buffer, fabricated in a 0.25-mm CMOS technology, is used as a real circuit for TLU

verification. The schematic diagram and layout top view of the ring oscillator are

shown in Figure 3.14a and b, respectively. The geometrical parameters such as X, Y,

and Z represent the distances between the well-edge and well (substrate) contact,
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source (drain) regions of the PMOS and NMOS, and the adjacent well (substrate)

contacts, respectively. The ring oscillator is treated as the DUT, where the Nþ well

contact and the Pþ source of the PMOS are connected together to VDD1, whereas the

Pþ substrate contact and the Nþ source of the NMOS are connected to ground. To

evaluate the TLU level of the inverter chain but not the taper buffer, the power line of

the taper buffer (VDD2) is separated from the power line of the inverter chain (VDD1).

Once TLU is triggered on by a positive or negative VCharge within the ring oscillator,

a rapidly increasing current will conduct through a low-impedance path between

VDD1 and ground to probably burn out the chip. To verify the TLU issue on the ring

oscillator, a TLU measurement setup equipped with a current-limiting resistance of

5W but without the current-blocking diode is used. For the ring oscillator with layout

parameters of X¼ 16.6mm, Y¼ 1.2mm, and Z¼ 22.5mm, the measured VDD1, IDD1,

and VOUT transient responses for TLU with a VCharge of þ 7Vand�5Vare shown in

Figure 3.15a and b, respectively. In both cases, TLU is triggered on due to a large

enough ISbwhileVDD1 increases from its negative peak voltage to the normal operating

voltage (þ 2.5V). Meanwhile, a rapidly increasing IDD1 accompanies the pull-down

Figure 3.14 (a) Schematic diagram, and (b) layout top view, of the ring oscillator. The geometrical

parameters such as X, Y, and Z represent the distances between thewell-edge and well (substrate) contact,

source (drain) regions of the PMOS and NMOS, and the adjacent well (substrate) contacts, respectively.

(Reprinted with permission from IEEE).
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VDD1 due to the low-impedance path betweenVDD1 and ground. Thus, the ring oscillator

fails to function correctly, causing the output voltage of the ring oscillator, VRing, to be

pulled down to ground. Thus, VOUT is kept at þ 2.5V after the 7-stage taper buffer.

Four measurement setups with two different types of current-blocking diodes

(PR1507 and 1N4007) and current-limiting resistances (5 and 20W) are used to

verify whether the suggested measurement setup has the lowest TLU level (without

over-estimation). Moreover, ring oscillators with two sets of layout parameters

Figure 3.15 MeasuredVDD1, IDD1, andVOUT transient waveforms of the ring oscillator with aVCharge of

(a) þ 7V, and (b)�5V. A current-limiting resistance of 5W but without a current-blocking diode is used

in the TLU measurement setup. (Reprinted with permission from IEEE).
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(X¼ 16.6mm, Y¼ 1.2mm, and Z¼ 22.5mm, as well as, X¼ 16.6mm, Y¼ 10mm, and

Z¼ 0.3mm) are also used to investigate the layout dependences on the TLU level.

Table 3.1 lists the TLU levels of the ring oscillators with two sets of layout parameters

under four different TLU measurement setups.

For the ring oscillator with layout parameters of X¼ 16.6mm, Y¼ 1.2mm, and

Z¼ 22.5mm, both positive and negative TLU levels measured by the suggested TLU

measurement setup (Type A) are lower than those measured by the other three

measurement setups (types B, C, and D) where a current-blocking diode or a large

current-limiting resistance of 20W is used. For the ring oscillator with layout para-

meters of X¼ 16.6mm, Y¼ 10mm, and Z¼ 0.3mm, TLU occurs only for the suggested

measurement setup (type A). In types B, C, and D measurement setups, the additional

voltage drop across the current-blocking diode or large current-limiting resistance leads

theVDD (IDD) to be lower than the holding voltage (holding current) of the parasitic SCR

in the ring oscillator. Thus, it has been proved once again that the suggested measure-

ment setup (no current-blocking diode but a small current-limiting resistance) can

efficiently evaluate the TLU level of CMOS ICs without over-estimation.

3.8 Evaluation on Board-Level Noise Filters to Suppress TLU2

To improve the TLU immunity of CMOS ICs, an intuitional solution is to utilize

the board-level noise filters, because the board-level noise filter networks between

the noise sources and CMOS ICs can decouple, bypass, or absorb noise voltage

(energy) [9, 10] which may initiate TLU.

Table 3.1 TLU levels of the ring oscillators with two sets of layout parameters under four different TLU

measurement setups. (Reprinted with permission from IEEE).

Measurement setup Type A

(suggested)

Type B Type C Type D

Current-Blocking Diode None PR1507 None 1N4007

Current-Limiting Resistance 5W 5W 20W 20W

X¼16.6mm
Positive TLU Level þ7V þ15V þ10V þ15V

Y¼1.2mm
Negative TLU Level �5V �9V �7V �10V

Z¼ 22.5mm

X¼16.6mm
Positive TLU Level þ 26V

TLU Does Not OccurY¼10mm
Negative TLU Level �11V

Z¼ 0.3mm

2� 2006 IEEE. 3.8 reprinted,with permission, fromMing-DouKer andSheng-FuHsu, Evaluation on board-level noise

filter networks to suppress transient-induced latchup in CMOS ICs under system-level ESD test (sections II–V and

figures 6, 7, 9–13, 15, and 18), in IEEE Transactions on Electromagnetic Compatibility, Vol. 48, no. 1, pp. 161–171,

Feb. 2006. IEEE, Piscataway, NJ.
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To clarify such a TLU issue in the system-level ESD test, with an ESD voltage of

�3000V discharging on the horizontal coupling plane (HCP), the measured VDD and

IDD transient waveforms on CMOS IC#1 are shown in Figure 3.16. With a large

transient peak voltage of �60V, TLU is triggered on with a large transient current of

IDD. Thus, IDD is kept at a high current of 80mA, andVDD is pulled down to the latchup

holding voltage of 1.8V, after the ESD-induced disturbance on VDD. If an additional

decoupling capacitance of 0.1mF is added between VDD and VSS (ground) of such a

TLU-sensitive CMOS IC#1, the measured VDD and IDD transient waveforms with the

same (�3000V) ESD voltage discharging on the HCP are shown in Figure 3.17.

Compared with the measured waveforms in Figure 3.16 where there is no decoupling

capacitance for suppressing ESD-induced noise, the transient peak voltage (damping

factor) of the bipolar triggerwaveform is greatly reduced (increased) in Figure 3.17.As

a result, TLU does not occur, and IDD doesn�t increase after the ESD-induced

disturbance on VDD. Thus, the occurrence of TLU strongly depends on the board-

level noise filters, and they should be further investigated to find their improvements on

the TLU immunity of CMOS ICs.

The suggested component-level TLU measurement setup can used to evaluate the

effectiveness of board-level noise filter networks to improve the TLU immunity of

CMOS ICs in the system-level ESD test, as shown in Figure 3.18. The noise filter

network located between the TLU-triggering source and the DUT is used to decouple,

bypass, or absorb noise voltage (energy) produced by the TLU-triggering source. The

Figure 3.16 Measured VDD and IDD transient waveforms on CMOS IC#1 with an ESD voltage of

�3000Vdischarging on theHCP.With a large transient peak voltage of�60V,TLU is triggered on (IDD is

kept at a high current of 80mA) after the ESD-induced disturbance on VDD. (Reprinted with permission

from IEEE).
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DUT is the ring oscillator fabricated in a 0.25-mm CMOS process, as shown in

Figure 3.14. To consider the worst case of evaluating the TLU level, it has a minimum

allowable anode-to-cathode spacing (Y) of 1.2mm, and a large X (Z) of 16.6mm
(10.5mm), and so it is very sensitive to latchup. Three common noise-decoupling

components are evaluated to find their improvements on TLU immunity, including the

decoupling capacitor, ferrite bead, and transient voltage suppressor (TVS).

Figure 3.17 With the decoupling capacitance of 0.1mF between VDD and VSS of the CMOS IC#1, the

measured VDD and IDD transient waveforms with the same (�3000V) ESD voltage discharging on the

HCP. Compared with the measured waveforms in Figure 3.16, TLU does not occur, because the ESD-

induced disturbance on VDD is greatly reduced. (Reprinted with permission from IEEE).

Figure 3.18 Using the suggested component-level TLU measurement setup to evaluate the effective-

ness of board-level noise filters to improve the TLU immunity of CMOS ICs in the system-level ESD test.

The DUT is the ring oscillator with X¼ 16.6mm, Y¼ 1.2mm, and Z¼ 10.5mm. (Reprinted with

permission from IEEE).
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3.8.1 TLU Transient Waveforms of the Ring Oscillator

Figure 3.19a and b show themeasuredVDD1, IDD1, andVOUT transient responses for the

ring oscillator without and with the board-level noise filter network, respectively. For

the ring oscillatorwithout the board-level noise filter network, TLUcan be triggered on

even if the VCharge is as low as�5V, as shown in Figure 3.19a. Once TLU is initiated,

Figure 3.19 Measured VDD1, IDD1, and VOUT transient responses for the ring oscillator (a) without, and

(b) with, the board-level noise filter network. With the help of a decoupling capacitance of 0.1mF, TLU
doesn�t occur even though the VCharge is as high as �30V. (Reprinted with permission from IEEE).

Component-Level Measurement for TLU under System-Level ESD Considerations 69



IDD1 will significantly increase (0.14A) with the pull-down VDD1 (1.2V) due to a low-

impedance latching path between VDD1 and ground. Thus, the ring oscillator fails to

function correctly, causing the output voltage of the ring oscillator, VRing, to be pulled

down to ground. So, VOUT is kept at þ 2.5V after the 7-stage taper buffer.

For the ring oscillator with the board-level noise filter network (capacitor filter with

a decoupling capacitance of 0.1mF), TLU doesn�t occur even though the VCharge is as

high as �30V, as shown in Figure 3.19b. Clearly, with the aid of the decoupling

capacitor to decoupleTLU-triggering noises onVDD1, the ring oscillator stillmaintains

its normal function (VOUT with a100 MHz voltage clock) after the TLU-triggering

disturbance on VDD1. Thus, the measurement setup can be used to evaluate the effec-

tiveness of different types of board-level noise filter networks to improve the TLU

immunity of CMOS ICs in the system-level ESD test.

3.8.2 TLU Level of the Ring Oscillator with Noise Filters

Three common noise-decoupling components, i.e. decoupling capacitor, ferrite bead,

andTVS, are depicted in Figure 3.20a–c, respectively. Figures 3.21 and 3.22 show their

improvements on both the positive and negative TLU levels of the ring oscillator.

The ceramic disc capacitor with advantages such as a high rated working voltage

(1 kV), good thermal stability, and low loss over a wide range of frequencies is

employed as the decoupling capacitor in the noise filter of Figure 3.20a. Decoupling

capacitances widely ranging from 100 pF to 0.1mF are used to investigate their

improvements on the TLU level. With the aid of the capacitor filter to reduce the

noisevoltage onVDD, the positive TLU level can be significantly enhanced from þ 8V

(without a decoupling capacitor) to þ 70V (with a decoupling capacitance of 0.1mF),
as shown inFigure 3.21. Similarly, the negativeTLU level can be also greatly enhanced

Figure 3.20 Three types of noise filters investigated for their improvements on the TLU level of the ring

oscillator: (a) capacitor filter, (b) ferrite bead, and (c) TVS. (Reprinted with permission from IEEE).
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from�5V (without a decoupling capacitor) to�60V (with a decoupling capacitance

of 0.1mF). Thus, by choosing a decoupling capacitor with the proper capacitance

value, a simple first-order decoupling capacitor placed between VDD and VSS (ground)

of CMOS ICs can be used to appropriately improve the TLU immunity of the DUT in

the system-level ESD test, no matter whatever the positive or the negative TLU level.

The ferrite bead commonly used for absorbing radiofrequency (RF) energy is shown

in Figure 3.20b. Here, a resistor-type ferrite bead (part number: RH 3.5� 9� 0.8 with

aminimum impedance of 80W (120W) at 25MHz (100MHz)) is employed.Due to the

Figure 3.21 Relations between the decoupling capacitance and the TLU level of the ring oscillator.

Figure 3.22 Relations among the TLU level of the ring oscillator, minimum impedance of the ferrite

bead at 25 MHz, and the breakdown voltage of the TVS under two types of noise filters: ferrite bead and

TVS.
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lesser energy-absorbing ability of the ferrite bead at a frequency lower than

10 MHz [10], the TLU level will not be efficiently improved by the ferrite bead

alone (the magnitudes of both positive and negative TLU levels are all lower than

25V), even though the minimum impedance of the ferrite bead at 25 MHz is as high

as 80W.

The TVS,which is commonly used to bypass/decouple the high-frequency transient

noises, is also considered for its enhancement on the TLU immunity of the ring

oscillator. The bidirectional-type TVS (part number: P6KE series) with three dif-

ferent breakdown voltages, VBR, (�6.8,�16, and�27V) are employed. As shown in

Figure 3.22, the TVS with breakdown voltages of �16Vor �27V fail to efficiently

improve theTLU level (themagnitudes of both positive and negativeTLU levels are all

lower than 12V), because TLUoccurs prior to the breakdown of such a high-VBRTVS.

That is, the intrinsicTLU level of the ring oscillator (positive and negativeTLU level of

þ 8 and�5V) is smaller than theVBR of such a high-VBRTVS (�16 and�27V). Only

the TVSwith aVBR lower than (or at least comparable to) the intrinsic TLU level of the

DUT can effectively enhance the TLU level. For example, the positive (negative) TLU

level can be enhanced up to þ 30V (�33V) for a low-VBR (�6.8V) TVS. Thus, to

optimize the efficiency of theTVS forTLUprevention, it should be clarified in advance

for the correlations between theVBR of theTVSand the intrinsicTLU level of theDUT.

From Figures 3.21 and 3.22, it can be found that the TVS doesn�t improve the TLU

level as greatly as the decoupling capacitor. For example, the positive (negative) TLU

level can be greatly enhanced up to 70V (�60V) for a decoupling capacitor with a

capacitance of 0.1mF, but only up to 30V (�33V) for a TVSwith a lowVBR of�6.8V.

Thus, the decoupling capacitor is better than the TVS in acting as a noise-bypassing

component. To further improve the TLU immunity, higher-order noise filters have

proved to be good solutions, such as LC (second-order) or p-section (third-order)

filters [9–12]. They have the advantage of avoiding an excessively or unreasonably

large decoupling capacitance in a simple first-order capacitor filter. Therefore, the

decoupling capacitance can be optimized according to the intended TLU level, as well

as the category of the board-level noise filter.

3.9 Conclusion

An efficient component-level TLU measurement setup with a bipolar trigger is in-

troduced.With a bipolar trigger voltage source, this measurement setup can accurately

simulate how aCMOS ICwill be disturbed by the ESD-generated noises in the system-

level ESD test. Thus, it can be used to evaluate the TLU immunity of CMOS ICs for

system-level ESD considerations. Through investigating the influences of both the

current-blocking diode and the current-limiting resistance on the TLU-triggering

voltage waveform and TLU level, it has been demonstrated that a TLU measurement

setup equipped with either a current-blocking diode or a current-limiting resistance

will over-estimate the TLU level of CMOS ICs. However, a small current-limiting
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resistance has no significant impact on the TLU level, and therefore the TLU mea-

surement setup without a current-blocking diode but with a small current-limiting

resistance (5W) is suggested. This suggested TLU measurement setup has the advan-

tages of accurately evaluating the TLU immunity of CMOS ICs without over-

estimation, as well as avoiding the EOS damage to the DUT during the TLU test.

Such a TLUmeasurement setup can be widely utilized to evaluate the TLU immunity

of CMOS ICs in practical field applications. Also, different types of board-level noise

filter networks can be evaluated to find their effectiveness for improving the TLU

immunity.
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4

TLU Dependency on Power-Pin
Damping Frequency and Damping
Factor inCMOS IntegratedCircuits1

The sweep-back current, ISb [1, 2], has been proven to be themajor cause of TLU in the

system-level ESD test. Three dominant parameters to determine ISb are DFreq, DFactor,

and þVPeak (�VPeak). Thus, it�s important to investigate the TLU dependency on

DFreq, DFactor, and þVPeak (�VPeak). In real situations, these three parameters depend

on the charged voltage of the ESDgun, the adoptedTLU testmode, and the board-level

noise-decoupling filters, and so on. Furthermore, the board-level transient voltage

coupled into chips also strongly depends on the parasitic capacitance, inductance,

and resistance ofmetal traces in board-/chip-level layout. Thus, the occurrence of TLU

strongly depends on these three parameters. It is straightforward that a larger voltage

amplitude of þVPeak (�VPeak) (that is, larger transient noises) can initiate TLU more

easily. However, it is not so clear howDFreq andDFactor affect the TLU immunity of the

CMOS ICs in the system-level ESD test. In this chapter, the TLU dependency on both

DFreq andDFactor can bewell explained in the time domain by device simulation. Based

on the comprehensive simulation results, board-level noise filters can be properly

developed to efficiently eliminate the ESD-coupled noises for TLU prevention.

Nomenclature

DFreq Damping frequency of bipolar trigger voltage on the power pins of CMOS

ICs.

1� 2007 IEEE. 4.1–4.3 and part of 4.4 reprinted, with permission, from Sheng-Fu Hsu and Ming-Dou Ker, Transient-

induced latchup dependence on power-pin damping frequency and damping factor in CMOS integrated circuits

(abstract-section IV and figures 2, 3, 7–11, and 14–16), in IEEE Transactions on Electron Devices, Vol. 54, no. 8,

pp. 2002–2010, Aug. 2007. IEEE, Piscataway, NJ.
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DFactor Damping factor of bipolar trigger voltage on the power pins ofCMOS ICs.

þVPeak Transient positive peak voltage of bipolar trigger voltage on the power

pins of CMOS ICs.

þ IPeak Transient positive peak current of bipolar trigger voltage on the power

pins of CMOS ICs.

�VPeak Transient negative peak voltage of bipolar trigger voltage on the power

pins of CMOS ICs.

�IPeak Transient negative peak current of bipolar trigger voltage on the power

pins of CMOS ICs.

ISb Sweep-back current caused by the bipolar trigger voltage on the power

pins of CMOS ICs.

D Distance between well-edge and well (substrate) contact in the PNPN

latchup path.

S Distance between anode and cathode in the PNPN latchup path.

W Distance between the two adjacent well (substrate) contacts in the PNPN

latchup path.

VDD(t) Time-dependent voltage function used in device simulation to simulate

the bipolar trigger voltage on the power pins of CMOS ICs.

VDDðtÞ ¼ V0 þVP � exp ð� ðt� tdÞDFactorÞ � sinð2pDFreqðt� tdÞÞ ð4:1Þ
where V0 is the initial voltage, td is the time delay, and VP is the applied voltage

amplitude.

IDs Transient displacement current of P/N junction.

VPþ Magnitude of minimum positive VP to initiate TLU.

VP� Magnitude of minimum negative VP to initiate TLU.

tP Time period needed for VDD increasing from�VPeak to the normal circuit

operating voltage.

DFreq(min) Minimum DFreq to initiate TLU.

DFreq(max) Maximum DFreq to initiate TLU.

VCharge Applied voltage on charged capacitor (200 pF) in the component-level

TLU measurement setup.

fSR Self-resonant frequency.

4.1 Examples of DifferentDFreq andDFactor in the System-Level ESD Test

The measurement setup of the system-level ESD test with an indirect contact-

discharge test mode [3] is shown in Figure 2.2. Without board-level noise filters to

help suppress ESD-induced transient noises, themeasuredVDD transient waveform on

one (CMOS IC#1) of the CMOS ICs inside the EUTwith an ESD voltage of þ 1000V

discharging on the HCP is shown in Figure 4.1. During the system-level ESD test,

DFreq, DFactor, and þVPeak (�VPeak) depend on many factors. Specifically, the board-

level noise-decoupling filter is a dominant factor to determine these parameters.

To clarify this issue, a decoupling capacitance of 1 nF is added between VDD
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and VSS (ground) of the CMOS IC#1. With an ESD voltage of þ 1000V discharging

on the HCP, the measured VDD transient waveform is shown in Figure 4.2. Compared

with the original VDD transient waveform in Figure 4.1, DFreq, DFactor, and þVPeak

(�VPeak) are all different in Figure 4.2. Furthermore, with a resistor-type ferrite bead

(minimum impedance of 80W at 25 MHz) in series with the VDD pin of the CMOS

IC#1, the measured VDD transient waveform with an ESD voltage of þ 1000V

dicharging on the HCP is shown in Figure 4.3. Clearly, DFactor is larger than that

of the original VDD waveform in Figure 4.1, because the ferrite bead can absorb RF

energy while the ESD-induced transient current flows through it. Without any board-

level noise-decoupling filter on CMOS IC#1, the measured VDD transient waveform

with a higher ESDvoltage of þ 2000Vdischarging on theHCP is shown in Figure 4.4.

The þVPeak of þ 30V doubles that (þ 15V) in Figure 4.1 (ESD discharging voltage

of þ 1000V), and so the VDD peak voltage is proportional to the ESD discharging

voltage. As a result, DFreq, DFactor, and þVPeak (�VPeak) could be different in each

case, thus strongly dominating the occurrence of TLU in the system-level ESD test.

To clarify this issue, with an ESD voltage of þ 3000V discharging on the HCP, the

measured VDD and IDD transient waveforms on CMOS IC#1 are shown in Figure 4.5.

With a large transient peak voltage of�50V, TLU is triggered onwith instantaneously

increasing IDD.After theESD-induced disturbance onVDD, IDD is kept at a high current

of 80mA, while VDD is pulled down to the latchup holding voltage of 1.8V. If an

additional decoupling capacitance of 0.1mF is added between VDD and VSS (ground)

of this TLU-sensitive CMOS IC#1, the measured VDD and IDD transient waveforms

with an ESD voltage of þ 3000V discharging on the HCP are shown in Figure 4.6.

Figure 4.1 With an ESD voltage of þ 1000V discharging on the HCP, the measured VDD transient

waveform on one (CMOS IC#1) of the CMOS ICs inside the EUT. TheVDDwaveform is a bipolar voltage

due to the disturbance of high ESD-coupled energy. (Reprinted with permission from IEEE).
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Figure 4.3 With a resistor-type ferrite bead (minimum impedance of 80W at 25MHz) in series with the

VDD pin of the CMOS IC#1, the measured VDD transient waveform with an ESD voltage of þ 1000V

discharging on the HCP. The DFactor is larger than that of the original VDD waveform in Figure 4.1.

Figure 4.2 With an additional decoupling capacitance of 1 nF between VDD and VSS (ground) of the

CMOS IC#1, the measured VDD transient waveformwith an ESD voltage of þ 1000V discharging on the

HCP. Comparedwith the originalVDD transient waveform in Figure 4.1,DFreq,DFactor, and þVPeak are all

different.
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Figure 4.4 Without anyboard-level noise-decoupling filter onCMOS IC#1, themeasuredVDD transient

waveform with a higher ESD voltage of þ 2000V discharging on the HCP. The þVPeak of þ 30V

doubles that (þ 15V) in Figure 4.1 with a smaller ESD voltage of þ 1000V.

Figure 4.5 Measured VDD and IDD transient waveforms on CMOS IC#1 with an ESD voltage of

þ 3000V discharging on the HCP. With a large transient peak voltage of �50V, TLU is triggered on

(IDD is kept at a high current of 80mA) after the ESD-induced disturbance on VDD. (Reprinted with

permission from IEEE).
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Compared with the VDD waveforms in Figure 4.5 where no decoupling capacitance is

used for suppressing the ESD-induced noise, DFreq, DFactor, and þVPeak (�VPeak) are

all different in Figure 4.6. As a result, TLU does not occur, and IDD doesn�t increase
after the ESD-induced disturbance on VDD. Thus, the occurrence of TLU strongly

depends onDFreq,DFactor, and þVPeak (�VPeak) of the bipolar triggerwaveforms on the

power pins of CMOS ICs. The board-level noise filters dominate these parameters,

which have strong impacts on TLU immunity.

4.2 TLU Dependency on DFreq and DFactor

A two-dimensional device simulation tool (MEDICI) is used to characterize the TLU

dependency on both DFreq and DFactor. The SCR structure with the specified layout

parameters of D¼ 6.7mm and S¼ 1.2mm is used for all the TLU device simulations

in this chapter, as shown in Figure 2.5.

4.2.1 Relations between DFactor and Minimum Positive (Negative) VP to
Initiate TLU

With a fixedDFreq of 8MHz, the relations betweenDFactor andVPþ (VP�) are shown in
Figure 4.7a.VPþ (VP�) is defined as themagnitude of minimumpositive (negative)VP

to initiate TLU. The latter cannot be initiated if the magnitude of the applied positive

Figure 4.6 With the decoupling capacitance of 0.1mF between VDD and VSS of the CMOS IC#1, the

measured VDD and IDD transient waveforms with an ESD voltage of þ 3000V discharging on the HCP.

TLU does not occur due to different DFreq, DFactor, and þVPeak (�VPeak). (Reprinted with permission

from IEEE).
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(negative) VP is smaller than VPþ (VP�), because a too small VP cannot provide a

large enough �VPeak (that is, large enough ISb) to initiate TLU. In addition, because

the DFactor determines how fast the bipolar trigger voltage will be attenuated in the

time domain, so the magnitude of �VPeak strongly depends on DFactor. For example,

Figure 4.7 Relations between (a) DFactor and VPþ (VP�), and (b) DFreq and VPþ (VP�). VPþ (VP�) is
defined as the magnitude of minimum positive (negative) VP to initiate TLU. (Reprinted with permission

from IEEE).
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a larger DFactor causes larger voltage attenuation within the first cycle of the bipolar

trigger waveform (that is, smaller �VPeak or ISb). Thus, the relations between DFactor

and VPþ (VP�) are very important for TLU characterization.

For aDFactor < 104 s�1, bothVPþ andVP� are independent of theDFactor and equal to

6V. From Equation (4.1), for the given DFreq of 8 MHz, such a small DFactor will not

result in an obvious voltage attenuation within the first cycle of the bipolar trigger

waveform (that is, �VPeak isn�t obviously attenuated). Thus, for such a small DFactor,

if a known minimum�VPeak to initiate TLU is fixed, both VPþ and VP� are the same

and independent of the DFactor.

For aDFactor > 104 s�1, both VPþ and VP� increase with theDFactor. A largerDFactor

will result in a larger voltage attenuation (that is, smaller�VPeak) within the first cycle

of the bipolar trigger waveform, and so a larger VPþ (VP�) is necessary for a larger

DFactor to provide a known fixed �VPeak (that is, fixed ISb) which can initiate TLU.

Compared with the negative-going (VP< 0) bipolar voltage, the positive-going

(VP > 0) bipolar voltage needs to take an additional half duration for decaying before

reaching �VPeak. As a result, a VPþ larger than VP� is necessary to compensate

this additional voltage attenuation within the half duration.

4.2.2 Relations between DFreq and Minimum Positive (Negative) VP to
Initiate TLU

With a fixed DFactor of 1.5� 106 s�1, the relations between DFreq and VPþ (VP�)
are shown in Figure 4.7b. DFreq is inversely proportional to the duration of the bipolar

trigger waveform. Thus, DFreq determines how fast the bipolar trigger waveform will

be attenuated within its first duration (cycle). For example, for a fixed VP andDFactor, a

higherDFreq (shorter duration)means that the bipolar trigger voltage takes less time for

decaying before reaching �VPeak (that is, larger �VPeak). Thus, �VPeak (ISb) strongly

depends on DFreq, and the relations between DFreq and VPþ (VP�) are significant for
TLU characterization.

For 0.8MHz <DFreq < 100MHz, VPþ is larger than VP� because the positive-going

bipolar voltage must take an additional half duration for decaying before reaching

�VPeak. Thus, if theminimum�VPeak to initiate TLU is fixed, aVPþ larger thanVP� is

needed to compensate the additional voltage attenuation within the half duration.

For a DFreq < 0.8 MHz, however, VPþ is smaller than VP�. For the VP� case,

Figure 4.8 shows the simulated VDD and IDD transient responses for a bipolar trigger

with DFactor, DFreq, and VP of 1.5� 106 s�1, 0.1MHz, and �200V, respectively.

Clearly, the givenDFactor of 1.5� 106 s�1 is too large for such a low-frequency bipolar

trigger to perform a negative-going bipolar voltage, but a negative-going unipolar

overdamped voltage instead. TLU doesn�t occur because tP is too long (�3ms) to
generate sufficient ISb [1, 2], even though the magnitude of �VPeak is as high as 28V.

For the VPþ case, Figure 4.9 shows the simulated VDD and IDD transient responses

for a bipolar trigger with the same parameters as those in Figure 4.8 but with a VP of
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þ 150V. Similarly, a positive-going unipolar overdamped voltage is formed due to the

given large DFactor. However, TLU could be initiated by the IDs while VDD initially

increases from the normal operating voltage (þ 2.5V) to þVPeak, even though the

magnitudes of both VP and þVPeak (150Vand 25V) are smaller than those (200Vand

28V) in Figure 4.8. Two different TLU-triggering currents have been mentioned:

IDs [4] and ISb [1, 2]. IDs results from a rapid increase of VDD with time (for example,

power-on transition or VDD overshooting), and it�s proportional to the junction

Figure 4.9 Simulated VDD and IDD transient responses for a bipolar trigger voltage with the same para-

meters as those in Figure 4.8 but with a VP of þ 150V. TLU can be triggered on by IDs while VDD initially

increases from the normal operating voltage (þ 2.5V) to þVPeak. (Reprintedwith permission from IEEE).

Figure 4.8 Simulated VDD and IDD transient responses for a bipolar trigger voltage with DFactor, DFreq,

and VP of 1.5� 106 s�1, 0.1MHz, and �200V, respectively. TLU doesn�t occur because tP is too long

(�3ms) to generate sufficient ISb. (Reprinted with permission from IEEE).
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capacitance. ISb results from VDD switching from a negative voltage level to a positive

voltage level (for example, bipolar transient noises on VDD), and it correlates closely

with DFreq, DFactor, and �VPeak. It has been clarified that ISb can initiate TLU more

easily than IDs [5]. From the simulation results in Figures 4.8 and 4.9, however, IDs
(Figure 4.9) can initiate TLUmore easily than ISb (Figure 4.8) due to a very lowDFreq.

A too low DFreq will significantly reduce ISb because of a too long a tP (for example,

3ms in Figure 4.8).

For a DFreq > 1000 MHz, both VPþ and VP� significantly increase, as shown in

Figure 4.7(b). Figure 4.10 shows the simulated VDD and IDD transient responses for a

bipolar trigger with DFactor, DFreq, and VP of 1.5� 106 s�1, 2 GHz, and �60V,

respectively. Clearly, the þ IPeak doesn�t simultaneously appear with the þVPeak but

at the endof thefirst duration (�50.5 ns), because IDDcannot follow theVDDvariation in

time for such a high-DFreq (> 1GHz) bipolar trigger. Thus, the þ IPeak of 0.3A is smaller

than that (0.75 A) under the low-DFreq (20MHz) case in Figure 2.14, even though the

þVPeak of þ 60V is much larger than that (þ 7.5V) in Figure 2.14. This means that a

larger VPþ or VP� is necessary for such a high-DFreq (> 1GHz) bipolar trigger to
provide a fixed ISb which can initiate TLU. If DFreq further increases to above 3GHz,

TLU doesn�t occur (both VPþ and VP� larger than 1000V), because the duration of the

bipolar trigger isn�t long enough to sustain a positive-feedback latchup event [6].

4.2.3 Relations betweenDFactorandMinimum(Maximum)DFreq to InitiateTLU

With a fixed VP of both þ 15Vand�15V, the relations betweenDFactor andDFreq(min)

(DFreq(max)) are shown in Figure 4.11a and b. DFreq(min) (DFreq(max)) is defined as the

Figure 4.10 Simulated VDD and IDD transient responses for a bipolar trigger voltagewithDFactor,DFreq,

and VP of 1.5� 106 s�1, 2 GHz, and �60V, respectively. IDD cannot follow the VDD variation in time

for such a high DFreq ( > 1GHz) bipolar trigger, because the þ IPeak doesn�t simultaneously appear with

the þVPeak but at the end of the first duration (�50.5 ns). (Reprinted with permission from IEEE).
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minimum (maximum) DFreq to initiate TLU under a fixed VP of þ 15Vor �15V. A

bipolar trigger with DFreq <DFreq(min) (DFreq > DFreq(max)) cannot trigger TLU due to

insufficient ISb. For DFreq lower than DFreq(min), there is a too serious voltage

attenuation on �VPeak (or a too long tP) to produce sufficient ISb for initiating TLU.

Figure 4.11 Relations between (a) DFactor and DFreq(min), and (b) DFactor and DFreq(max). DFreq(min)

(DFreq(max)) is defined as the minimum (maximum) DFreq to initiate TLU under a fixed VP of þ 15Vor

�15V. (Reprinted with permission from IEEE).
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For DFreq higher than DFreq(max), IDD cannot follow the VDD variation in time to

generate enough ISb for initiating TLU.

For a DFactor < 2� 103 s�1 (1� 105 s�1), DFreq(min) (DFreq(max)) is independent to

DFactor and equal to 500 kHz (1.45GHz). For such a small DFactor, there is only little

voltage attenuation within the first cycle of the bipolar trigger (that is, almost no

voltage attenuation on �VPeak). Thus, if a known minimum �VPeak to initiate TLU

under a low- or high-DFreq situation is fixed, both VPþ and VP� are the same and

independent of the DFactor.

For a DFactor > 2� 103 s�1 (1� 105 s�1), however, DFreq(min) (DFreq(max)) increases

with the DFactor. A larger DFactor will result in a larger voltage attenuation (that is, a

smaller �VPeak) within the first cycle of the bipolar trigger. Thus, to provide a known

fixed�VPeak to initiate TLU, a higherDFreq(min) orDFreq(max) (that is, shorter duration)

is necessary for a larger DFactor bipolar trigger to compensate a larger voltage

attenuation. In addition, there are higher DFreq(min) and DFreq(max) values under a VP

of þ 15V. Compared with the negative-going bipolar trigger (VP of �15V), the

positive-going bipolar trigger (VP of þ 15V) has a smaller �VPeak (smaller ISb)

because it must take an additional half duration for decaying before reaching�VPeak.

Thus, a higherDFreq(min) orDFreq(max) is necessary for a positive-going bipolar voltage

to initiate TLU.

From the above comprehensive simulation results, a bipolar trigger with a DFreq

of several tens of megahertz can initiate TLU most easily due to the smallest VPþ
(VP�) under 10 MHz <DFreq < 100 MHz, as shown in Figure 4.7b. Otherwise,

TLU is less sensitive to a bipolar trigger with an excessively large DFactor

(Figure 4.7a), an excessively high DFreq (Figure 4.7b), or an excessively low DFreq

(Figure 4.7b).

4.3 Experimental Verification on TLU

The component-level TLU measurement setup shown in Figure 2.7 is used

for TLU measurements. As shown by the measurement results in Chapter 3, this

proposed TLUmeasurement setup has a small current-limiting resistance (5W) but no

current-blocking diode between theVDD node and the power supply. The device cross-

sectional view and layout top view of the SCR test structure are illustrated in

Figure 2.5a and b, respectively. The measured VDD and IDD transient responses with

a VCharge of þ 10Vand þ 14Vare shown in Figure 4.12a and b, respectively. With a

smaller VCharge of þ 10V, VDD is the intended bipolar trigger just similar to that in

the system-level ESD test. In addition, TLUdoesn�t occur because IDD doesn�t increase
after applying the bipolar trigger on VDD, as shown in Figure 4.12a. TLU still doesn�t
occur until the VCharge increases up to þ 14V. Once TLU is initiated, IDD significantly

increases up to 120mA, andVDD is pulled down to the latchup holding voltage of 1.5V,

as shown in Figure 4.12b. The measured waveforms in Figure 4.12 can simulate

the occurrence of TLU (the voltage disturbance on VDD) in Figure 4.5 (Figure 4.1) in
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the system-level ESD test. Thus, this measurement setup can be used to evaluate the

TLU dependency on DFactor and DFreq in the system-level ESD test.

The TLU levels of the fabricated SCR test devices with various geometrical

parameters are shown in Figure 4.13. The TLU level is defined as the minimum

positive (negative) VCharge which can initiate TLU. The magnitudes of the negative

TLU level (<9V) of all the SCR structures are smaller than those of the positive TLU

Figure 4.12 Measured VDD and IDD transient responses of the SCR with a VCharge of (a) þ 10V, and

(b) þ 14V. (Reprinted with permission from IEEE).
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Figure 4.13 Measured TLU level of the SCR structures with (a) various D and W values but a fixed S

value of 1.2mm, and (b) various S and W values but a fixed D value of 16.6mm. The SCR structures are

rather susceptible to TLU for all different geometrical parameters (the magnitudes of both positive and

negative TLU levels are all smaller than 18V) unless the SCR is latchup-free. (Reprinted with permission

from IEEE).
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level ( > 13V), unless the SCR is initially latchup-free (that is, latchup holding

voltage > þ 2.5V). With the measured bipolar trigger waveform in Figure 4.12a,

it can be extracted from Equation (4.1) that DFreq is about 8MHz (duration is about

125 ns), and DFactor is about 1.5� 106 s�1. From the simulation results in Figure 4.7a

and b,VP� is smaller thanVPþ for a bipolar triggerwith aDFreq of 8MHz andDFactor of

1.5� 106 s�1. Thus, the experimental verifications in Figure 4.13 are consistent with

the device simulation results in Figure 4.7.

The simulated TLU characteristics in Figures 4.7 and 4.11 are explained with

the assumption that the minimum �VPeak to initiate TLU is fixed for the same

SCR structure. To experimentally verify this, a discharge resistor with resistance of

1.5 kW is placed between the relay and the VDD node in the TLU measurement setup.

Thus, another bipolar trigger with a higherDFreq and a largerDFactor can be generated.

Figure 4.14a shows the measured VDD and IDD transient responses with a VCharge of

þ 120V. Compared with the measured VDD waveform in Figure 4.12a, a higherDFreq

of 12.5MHz (larger DFactor of 1.5� 107 s�1) can be extracted from Equation (4.1).

In addition, TLUdoesn�t occur due to a largerDFactor, even though theVCharge is as high

as þ 120V. If the VCharge further increases, TLU still doesn�t occur until the VCharge

increases up to þ 200V. Figure 4.14b shows the measured VDD and IDD transient

responses with a VCharge of þ 200V. In Figures 4.12b and 4.14b, the minimum�VPeak

to initiate TLU is fixed (�2.5V) for the same SCR structure (D¼ 6.7mm, S¼ 1.2mm,

andW¼ 22.5mm), even though there are differentDFreq andDFactor parameters. Based

on this result, the simulated TLU characteristics in this chapter are indeed explained

well with a reasonable assumption.

The simulated TLU characteristics in Figure 4.7a that VPþ increases with DFactor,

can be also experimentally verified by Figures 4.12b and 4.14b. For the bipolar trigger

with a largerDFactor in Figure 4.14b, in order to compensate larger voltage attenuation

within the first cycle, a larger VCharge (þ 200V) is necessary to produce the same

minimum �VPeak (�2.5V) to initiate TLU. As a result, the positive TLU level of

þ 200V in Figure 4.14b is much larger than that of þ 14V in Figure 4.12b, which is

consistent with the simulation result in Figure 4.7a.

4.4 Suggested Guidelines for TLU Prevention2

To prevent the occurrence of TLU in CMOS ICs in the system-level ESD test, themost

intuitional solution is to eliminate the ESD-coupled noises on the power lines of

CMOS ICs. Usually, board-level noise filter is a common and efficient solution to

decouple or bypass ESD-induced noises. Based on the comprehensive simulation

results in this chapter, board-level noise filters can be properly developed to efficiently

eliminate the ESD-coupled noises for TLU prevention.

2� 2006 IEEE. Part of 4.4 reprinted, with permission, from Ming-Dou Ker and Sheng-Fu Hsu, Evaluation on board-

level noise filter networks to suppress transient-induced latchup in CMOS ICs under system-level ESD test, in IEEE

Transactions on Electromagnetic Compatibility, Vol. 48, no. 1, pp. 161–171, Feb. 2006. IEEE, Piscataway, NJ.
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Figure 4.7a shows that increasing the DFactor can enhance the TLU immunity of

CMOS ICs. To achieve a largerDFactor, a board-level noise filter with a higher insertion

loss is necessary. Without any board-level noise filter (with a decoupling capacitance

of 0.1mF between VDD and the ground lines) on the SCR, the measured VDD and IDD
transient responses with a VCharge of �7V (�15V) are shown in Figure 4.15a and b.

Without any board-level noise filter, TLU occurs even if theVCharge is as small as�7V.

With a decoupling capacitance, TLU doesn�t occur due to a largerDFactor, even though

the VCharge is as high as �15V. However, an actual decoupling capacitor remains

capacitive only up to its self-resonant frequency (fSR) [7]. Above fSR, the impedance of

Figure 4.14 With a discharge resistor with a resistance of 1.5 kW between the relay and the VDD node

in the TLU measurement setup (Figure 2.7), the measured VDD and IDD transient responses with VCharge

of (a) þ 120V, and (b) þ 200V. In Figures 4.12b and 4.14b, the minimum�VPeak to initiate TLU is fixed

(�2.5V) for the same SCR structure (D¼ 6.7mm, S¼ 1.2mm, and W¼ 22.5mm). (Reprinted with

permission from IEEE).
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the decoupling capacitance will increase with frequency (that is, inductive impedance

characteristic). Thus, continually increasing the decoupling capacitance cannot

efficiently enhance the TLU level of CMOS ICs, because fSR is inversely proportional

to the decoupling capacitance [7]. From Figure 4.7b, CMOS ICs are most sensitive to

TLU over the frequency range of 10MHz <DFreq < 100MHz. Thus, a trade-off

between a high insertion loss and a self-resonant frequency > 100MHz is necessary

to achieve the optimal decoupling capacitance for TLU prevention. For example,

Figure 4.15 Measured VDD and IDD transient responses. (a) Without any board-level noise filters and

a VCharge of�7V. (b)With an additional decoupling capacitance of 0.1mF between VDD andVSS (ground)

of the SCR, and a VCharge of �15V. (Reprinted with permission from IEEE).
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the relations between the decoupling capacitance and the TLU level of the SCR are

shown in Figure 4.16 [8]. When the decoupling capacitance increases from 100 pF

(fSR of �150MHz) to 4.7 nF (fSR of �32MHz), the TLU level will significantly

increase with decoupling capacitance (insertion loss dominant). However, if the

decoupling capacitance further increases from 4.7 nF (fSR of �32MHz) to 0.1mF
(fSR of �5MHz), the TLU level doesn�t increase as significantly as that equipped

with a decoupling capacitance < 4.7 nF (fSR dominant). A too large decoupling

capacitance cannot efficiently eliminate the TLU-sensitive harmonics (10MHz<
DFreq < 100MHz) due to a very low fSR. Although the largest decoupling capacitance

(0.1mF) provides the highest TLU level (þ 200V, �160V), the optimal decoupling

capacitance to enhance the TLU level is a smaller value of �4.7 nF. Thus, instead of

continuously increasing the decoupling capacitance of the first-order capacitor filter,

it�s suggested to use higher-order noise filters (for example, a third-order p-section
filter [8]) based on the optimal decoupling capacitance (�4.7 nF) to further enhance

the TLU level ( > þ 200V).

4.5 Conclusion

To clarify the correlations between TLU and the bipolar trigger noises, two dominant

parameters of the bipolar trigger – DFreq and DFactor – have been characterized to find

their impacts on TLU. With the simulated TLU dependency on DFreq and DFactor, the

bipolar trigger waveform with a DFreq of several tens of megahertz can initiate TLU

most easily. However, TLU is less sensitive to bipolar trigger waveforms with an

excessively large DFactor, an excessively high DFreq, or an excessively low DFreq.

The simulated TLU characteristics are useful for optimizing a bipolar trigger to

evaluate the TLU immunity of CMOS ICs without over-estimation. Furthermore,

Figure 4.16 Relations between the decoupling capacitance and the TLU level of the SCR.
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the board-/chip-level noise filters can be properly designed to efficiently eliminate the

ESD-coupled noises for TLU prevention.
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5

TLU in CMOS ICs in the Electrical
Fast Transient Test

In the same way as the system-level ESD test, the electrical fast transient (EFT) test

is also an important test standard to ensure that electrical products meet EMC

regulations. TLU, however, is found to be easily initiated in CMOS ICs in the EFT

test [1], even though the DUT has already passed component-level ESD specifications

such as the human-body-model (HBM) of �2 kV, machine-model (MM) of �200V,

and charged-device-model (CDM) of�1 kV. This chapter focuses on TLU in the EFT

test, including the introduction of the EFT test standard, the physical mechanism of

TLU in the EFT test, and the effectiveness of the board-level noise filter for TLU

prevention in the EFT tests.

5.1 Electrical Fast Transient Test

The IEC 61000-4-4 standard [2] defines immunity requirements and test methods for

electronic equipment against repetitive fast transients. The repetitive EFT test is a test

with bursts consisting of a number of fast pulses, coupled into the power supply,

control, signal, and ground ports of electronic equipment. The characteristics of EFT

tests are a high amplitude, short rise time, high repetition rate, and low energy of

the transients. The EFT test is intended to demonstrate the immunity of electronic

equipment to transient disturbances such as those originating from switching

transients (interruption of inductive loads, relay contact bounce, etc.).

According to the IEC 61000-4-4 standard, the simplified circuit diagram of the EFT

generator is shown inFigure5.1. Inparticular, only the impedancematching resistorRm

(50W) and the dc blocking capacitorCd (10 nF) are fixed. The charging capacitorCc is

used to store thechargingenergyandRc is the charging resistor.The resistorRs is used to

shape the pulse duration. The effective output impedance of the EFT generator is 50W.
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The IEC 61000-4-4 standard defines the test voltage waveforms of these fast

transients with repetition frequencies of 5 kHz and 100 kHz. A 5kHz repetition rate

is used in the traditional EFT test although 100 kHz is closer to reality. For an EFT

pulse with a repetition frequency of 5 kHz, there are 75 pulses in each burst and the

burst duration time is 15ms. For an EFT pulse with a repetition frequency of 100 kHz,

there are 75 pulses in each burst and the burst duration time is 0.75ms. For both

repetition rates, the burst repeats every 300ms.

For EFT pulses with a repetition frequency of 5 kHz, the measured �200 V and

þ200 V voltage waveforms on the 50W load are shown in Figure 5.2a and b. Due to

the impedance matching, the measured pulse peak is half of the input EFT pulse

voltage. As shown in Figure 5.2a and b, the measured output pulse peaks on the 50W
load are�100Vand þ100V, respectively. For an EFT repetition frequency of 5 kHz,

the time interval between each pulse is 0.2ms. Under the EFT tests, the application

time should not be less than 1 min and both polarities have to be tested. The minimum

start values of the pulse peak are �200V from the EFT tester. With a 50W load,

the voltage waveforms of a single pulse with an EFT voltage of �200Vand þ 200V

are shown in Figure 5.3a and b, respectively. In Figure 5.3a and b, the waveform of a

single pulse has a rise time of about 5 ns and the pulse duration (time interval at half of

the peak EFT voltage) of 50 ns.

The EFT test levels for the power supply ports and for I/O, data, and control ports of

the equipment are listed in Table 5.1. The voltage peak for testing I/O, data, and the

control ports is half of the voltage peak for testing the power supply ports.

The repetition rate is determined by specific products or product types. Level “X”

is an open levelwhich can be defined by the user. Level “X” is specified in the dedicated

equipment specification. The output EFT voltage peak values are listed in Table 5.2.

With an output load of 1000W, the measured output voltage peak is equal to the

open-circuit voltage peak multiplied by times 1000/1050 (the ratio of the 1000W test

load to the total circuit impedance of 1000W plus 50W). With an output load of 50W,

the measured output voltage is half of the value with an open-circuit load due to

impedance matching.

Figure 5.1 Simplified circuit diagram of an EFT generator [2].
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Because of the high-amplitude and fast-rise-time EFT pulses, TLU could be easily

initiated in CMOS ICs. Emission microscope (EMMI) photographs of EFT-induced

TLU in 0.5-mm CMOS ICs (VDD¼ 5V) are shown in Figure 5.4. The photographs

show the hot spot induced by a large leakage current is located between the PMOS and

NMOS across the N-well/P-substrate boundary. This clearly indicates the occurrence

of EFT-inducedTLU, and the resulting latchup current flows through the parasitic SCR

Figure 5.2 Measured voltage waveforms under a 50W load in EFT tests with a repetition rate of 5 kHz

and an EFT voltage of (a) �200V and (b) þ 200V.
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path from the Pþ source tied to VDD in the PMOS, to the Nþ source tied to the GND

in the NMOS.

5.2 Test Structure

The SCR structure is used as the test structure for TLU measurements in EFT tests

because the occurrence of latchup results from the inherent SCR in CMOS ICs. The

device cross-sectional view and layout top view of the SCR structure are illustrated in

Figure 5.3 Measured voltage waveforms of a single pulse under a 50W load in EFT tests with an EFT

voltage of (a) �200V and (b) þ 200V.
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Figure 5.5a and b, respectively. The anode of the SCR is connected to the Nþ and Pþ
diffusions in the N-well, whereas the cathode of the SCR is connected to the Nþ and

Pþ diffusions in the P-well. The geometrical parameters such as SA, SC, and SAC
represent the distances between the Pþ diffusions in the N-well, the Pþ and Nþ
diffusions in the P-well, and the Pþ diffusion in the N-well and the Nþ diffusion in

the P-well, respectively. The SCR structure with SA¼ 29.12mm, SC¼ 14.25mm, and

SAC¼ 4mm in a 0.18-mm 3.3V CMOS process is used for the TLU measurements.

Once latchup occurs through the SCR structure, a huge current will be generated by the

mechanism of positive-feedback regeneration. As a result, a huge current will conduct

through the low-impedance path fromVDD to ground, and further probably burn out the

chip due to excess heat.

The equivalent circuit schematic of the SCR structure is shown in Figure 5.6a. The

SCR structure consists of a lateral NPN BJT (QNPN) and a vertical PNP BJT (QPNP) to

form a 2-terminal/4-layer PNPN (Pþ /N-well/P-well/Nþ ) structure. The switching

voltage of the SCR device is dominated by the avalanche breakdown voltage of the

N-well/P-well junction, which could be as high as�19Vin a 0.18-mmCMOSprocess.

When the positive voltage applied to the anode of the SCR is greater than the

breakdownvoltage of the N-well/P-well junctionwith its cathode relatively grounded,

the hole and electron currents will be generated through the avalanche breakdown

mechanism. The hole current will flow through the P-well to the grounded Pþ
diffusion, whereas the electron current will flow through the N-well to Nþ diffusion

connected to the anode of SCR. As long as the voltage drop across the P-well resistor

Table 5.1 EFT test levels.

Level On power and PE (protective earth) ports On I/O (input/output) signal, data and

control ports

Voltage peak (kV) Repetition rate (kHz) Voltage peak (kV) Repetition rate (kHz)

1 0.5 5 or 100 0.25 5 or 100

2 1 5 or 100 0.5 5 or 100

3 2 5 or 100 1 5 or 100

4 4 5 or 100 2 5 or 100

X Special Special Special Special

Table 5.2 Output voltage peak (VP) values and repetition rates.

Set voltage (kV) VP (open circuit) (kV) VP (1000W) (kV) VP (50W) (kV) Repetition rate (kHz)

0.25 0.25 0.24 0.125 5 or 100

0.5 0.5 0.48 0.25 5 or 100

1 1 0.95 0.5 5 or 100

2 2 1.9 1 5 or 100

4 4 3.8 2 5 or 100
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Figure 5.4 Emission microscope (EMMI) photographs of EFT-induced TLU in 0.5-mm CMOS ICs

(VDD¼ 5V). (a) Hot spot (magnification, 100�), and (b) the corresponding zoom-in picture (magnifi-

cation, 200�).
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(RPwell) (N-well resistor (RNwell)) is greater than the cut-in voltage of the PN junction,

the QNPN (QPNP) transistor will be turned on to inject the electron (hole) current to

further bias the QPNP (QNPN) transistor, which initiates the SCR latching action.

Finally, the SCRwill be fully triggered into its latching statewith the positive-feedback

regenerative mechanism.

TheDC I–V characteristic of the SCR test structure is shown inFigure 5.6b.Once the

SCR is triggered on, the required holding current to keep turning on the NPN and PNP

transistors can be generated through the positive-feedback latchupmechanismwithout

involving the avalanche breakdown again. Therefore, the SCR has a lower holding

voltage (Vhold) of typically �1.5V in this 0.18-mm CMOS process. If a negative

voltage is applied to the anode terminal of the SCR, the parasitic diode (N-well/P-well

junction) inherent in the SCR structure will be forward-biased to clamp the negative

voltage at the cut-in voltage of the diode.

Figure 5.5 (a) Device cross-sectional view, and (b) layout top view, of the SCR test structure for TLU

measurements.
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5.3 Experimental Measurements

The TLU measurement setup in EFT tests is illustrated in Figure 5.7. The EFT

generator can generate positive and negative transient EFT pulses on the power pins of

the DUT. The SCR device shown in Figure 5.5a and b is used as the DUTwhere the

anode (cathode) of the SCR is connected to VDD (ground). IDD is the total current

flowing into the anode of the SCR and can be monitored by a separated current probe.

The current-limiting resistor (5W) is used to protect the DUT from electrical-over-

stress (EOS) damage during a high-current (low-impedance) latchup state. With both

positive and negative EFT voltages, the measured VDD (IDD) transient response is

recorded through thevoltage (current) probe on the oscilloscope. This clearly indicates

Figure 5.6 (a) Equivalent circuit schematic of an SCR device. (b) I–V characteristics of this SCR device

under positive and negative biases.
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whether TLU occurs (IDD significantly increases) during the TLU tests with applying

EFT pulses.

5.3.1 Negative EFT Voltage

With a negative EFT voltage of�200V, themeasuredVDD and IDD transient responses

on the SCR structure are shown in Figure 5.8a. Before the EFT test (VDD¼ 3.3V), the

SCR operates in the off-state and VDD is kept at the normal operating voltage of 3.3V.

Within this duration, theN-well/P-well junction is in a normal reverse-biased state, and

IDD only comes from the negligible leakage current in the reverse-biased junction.

When the EFT pulse is applied with a negative EFT voltage, VDD begins to decrease

rapidly from þ 3.3Vand will eventually reach the negative peak voltage. Within this

duration, the N-well/P-well junction becomes forward-biased when VDD drops below

0V. Thus, the forward-biasedN-well/P-well junction can generate the forward current.

When VDD afterwards increases from the negative peak voltage back to its normal

operating voltage of 3.3V, the N-well/P-well junction will rapidly change from the

forward-biased state to the reverse-biased state.Meanwhile, inside theN-well (P-well)

region, a large number of storedminority holes (electrons) offered by the forward peak

current will be instantaneously “swept-back” to the P-well (N-well) region where they

originally come from. Therefore, such a “sweep-back” current, ISb, will produce a

localized voltage drop and flow through the parasitic P-well orN-well resistance. Once

this localized voltage drop approaches the cut-in voltage of the PN junction, the

emitter-base junction of either the vertical PNP or the lateral NPN BJT in the SCR

structure will be forward biased to further trigger on latchup. Thus, IDD will greatly

increase while VDD returns to above 0V, which indicates the occurrence of latchup.

After EFT tests, VDD will eventually be pulled down to the latchup holding voltage

(þ 1.5V), as shown in Figure 5.8a. Finally, the VDD (IDD) waveform is locked at a low

voltage (high current) latchup state after this transition induced by the EFT pulse.

Figure 5.7 Measurement setup for TLU in EFT tests [3].

TLU in CMOS ICs in the Electrical Fast Transient Test 103



5.3.2 Positive EFT Voltage

With a positiveEFT voltage of þ 200V, themeasuredVDD and IDD transient responses

on the SCR structure are shown in Figure 5.8b. Unlike the VDD waveform with a

negative EFT voltage shown in Figure 5.8a, whereVDD begins decreasing rapidly,VDD

starts to increase and reaches a positive peak voltage.Within this duration, the N-well/

P-well junction is always reverse biased within the SCR. Afterwards, VDD decreases

from the positive peak voltage to the negative peak voltage. Within this duration,

the N-well/P-well junction gradually changes from the reverse-biased state to the

forward-biased state,whilemoreminority electrons (holes) are injected into the P-well

Figure 5.8 Measured VDD and IDD transient waveforms on the SCR test structure in EFT tests with EFT

voltages of (a) �200V and (b) þ 200V.
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Figure 5.9 The total stored minority carriers,QStored, causing ISb (tA� t� tB) inside the N-well region,

where QStored indicates the total charges due to the stored minority carriers in the 00shadowed area00. The
inset figure is an ideal 1-D diode used for deriving the 1-D analyticalmodel of the averaged ISb (�IAve) [8].

(N-well) region. When VDD returns from the negative peak voltage to the positive

voltage, these minority electrons (holes) are subsequently swept back to the N-well

(P-well) regions where they originally come from and finally TLU is triggered on. As a

result, IDDwill considerably increasewhenVDD returns from the negative peak voltage

to the positivevoltage. After the EFT test, TLUoccurs because a huge IDD of�160mA

can be found and VDD eventually pulls down to its latchup holding voltage of þ 1.5V,

as shown in Figure 5.8b.

5.3.3 Physical Mechanism of TLU in the EFT Test

In the EFT test with a negative voltage pulse, it has been proved that the swept-back

current, ISb, caused by the minority carriers stored within the parasitic PNPN structure

of CMOS ICs is the major cause of the TLU. For simplicity, two reasonable

assumptions are made. First, the N-well/P-well junction is treated as an ideal 1-D

diodewith a step junction profile, as shown in the inset figure in Figure 5.9. Second, the

storage time of minority carriers is assumed to be negligible because IDD can rapidly

follow the polarity variation ofVDD.Therefore, from these assumptions, the charge due

to the stored minority holes (QStored) inside the N-well region can be expressed as

follows:

QStored ¼
ðXn0

Xn

½Pnðx; tÞjt¼tB
�Pnðx; tÞjt¼tA

�dx; ð5:1Þ

TLU in CMOS ICs in the Electrical Fast Transient Test 105



where PN(x, t) is the hole concentration in the N-well region and tA (tB) is the initial

(final) timing point of a specific duration when ISb exists.QStored represents the charge

due to the total stored minority carriers (holes) causing ISb (tA� t� tB) inside the

N-well region. Compared with the quasi-static latchup test [4], the specific duration

(tA� t� tB) in the EFT test is much shorter than that in the quasi-static latchup test

because the EFT pulse duration is only several tens of nanoseconds [2]. The rise time

(fall) time for the quasi-static latchup test is much longer (�ms) than that for the EFT
test. Thus, once theseQStored carriers (holes) are swept back to the regions where they

come from, the averaged ISb can be expressed as follows:

IAve � QStored

tB� tA
: ð5:2Þ

In both the TLU and quasi-static latchup conditions, if the initial (t¼ tA) and the

final (t¼ tB) voltages during tA� t� tB are equal (that is, with the same amount of

QStored), the averaged ISb in the TLU casewill be about 103� 106 times larger than that

in the quasi-static latchup case. The averaged ISb is rather small and hard to trigger on

latchup in the quasi-static latchup test. Therefore, the averaged ISb is large enough to

easily trigger on latchup in the SCR structure under the EFT test.

5.4 Evaluation on Board-Level Noise Filters to Suppress
TLU in the EFT Test

It has beenverified thatCMOSICs could be susceptible toTLU in theEFT test, because

TLUcanbeeasily initiated in theSCRtest structure, even though theEFTpulse is as low

as �200V. Due to such weak immunity against TLU in EFT tests, different types

of noise filter networks are investigated to find their effectiveness for improving the

TLU immunity against EFT tests, including: (1) capacitor filters, (2) LC-like filters,

(3) p-section filters, (4) ferrite bead, (5) transient voltage suppressors (TVS), and

(6) hybrid type filters based on the combinations with TVSs and ferrite beads.

The modified TLU measurement setup in EFT tests with a noise filter network is

illustrated in Figure 5.10. Noise filter networks between the EFT generator and the

DUT are used to decouple, bypass, or absorb electrical transient voltage (energy)

produced by the EFT generator. The DUT is the SCR structure shown in Figure 5.5a

and b. The anodes of the SCR are connected together to VDD, whereas the cathodes of

the SCR are connected together to ground. IDD is the total current flowing into the

anode of the SCR.

5.4.1 Capacitor Filter, LC-Like Filter, and p-Section Filter

Three types of noise filter networks: capacitor filter, LC-like filter, and p-section filter
are depicted in Figure 5.11a–c, respectively. Figure 5.12 shows their improvements on

both the positive and negative TLU levels of the SCR structure.
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The ceramic disc capacitor with advantages such as a high rated working voltage

(1 kV), good thermal stability, and low loss over a wide range of frequencies is

employed as the decoupling capacitor in the noise filter of Figure 5.11a. Decoupling

capacitances ranging from 1 nF to 0.1mF are used to investigate their improvements on

the TLU level of the SCR structure. With the aid of the capacitor filter to reduce the

electrical transient voltage on VDD, the positive TLU level can be significantly

enhanced from þ 200V (without a decoupling capacitor) to over þ 1000V (with

a decoupling capacitance of 0.1mF), as shown in Figure 5.12. Similarly, the negative

TLU level can be also greatly enhanced from�200V (without a decoupling capacitor)

to�800V (with a decoupling capacitance of 0.1mF). Thus, by choosing a decoupling
capacitor with the proper capacitance value, a simple first-order decoupling capacitor

placed between VDD and VSS (ground) of CMOS ICs can be used to appropriately

improve the TLU immunity of the DUT in the EFT tests.

The ferrite bead, which is commonly used for absorbing RF energy, substitutes for

an inductor as a second-order LC-like filter component, as shown in Figure 5.11b.

A resistor-type ferrite bead (part number: RH 3.5� 9� 0.8 with a minimum imped-

ance of 80W (120W) at 25MHz (100MHz)) is employed. Due to a higher insertion

loss (second-order filter), such an LC-like filter has more TLU level enhancements

than the capacitor filter (first-order filter) in Figure 5.11a. For example, the negative

TLU level can also be greatly enhanced from�200V (without a decoupling capacitor)

to over�1000V (with a decoupling capacitance of 0.1mF). Thus, the LC-like filter can
be used to achieve a higher negative TLU level.

A third-order p-section filter is used to further enhance the TLU level of the SCR, as

shown in Figure 5.11c. This p-section filter consists of a ferrite bead (the same one in

Figure 5.11b) and two decoupling capacitors with equal decoupling capacitance. The

p-section filter has the highest insertion loss among the noise filter networks in

Figure 5.11a–c, and gives the greatest improvement in the TLU level of the SCR. For

Figure 5.10 Measurement setup for TLU combined with a noise filter network in EFT tests.
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Figure 5.11 Three types of noise filter networks investigated for their improvements on theTLU level of

the SCR. (a) Capacitor filter, (b) LC-like filter, and (c) p-section filter.
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example, the positive TLU level can be significantly enhanced to over þ 1000V (with

a decoupling capacitance of 47 nF), as shown in Figure 5.12. Similarly, the negative

TLU level can also be significantly enhanced to over �1000V (with a decoupling

capacitance of 47 nF). From the comprehensive measured results in Figure 5.12, the

decoupling capacitance can be optimized according to the desired TLU level and the

type of board-level noise filter chosen.

5.4.2 Ferrite Bead, TVS, and Hybrid Type Filters

Four other types of noise filter networks, ferrite bead, TVS, hybrid type I, and hybrid

type II are depicted in Figure 5.13a–d, respectively. Figure 5.14 shows their improve-

ments on both the positive and negative TLU levels of the SCR test structure.

The ferrite bead can absorb RF energy while the noise-induced transient current

flows through it. The resistor-type ferrite beads with three different minimum

impedances at 25MHz are employed in this work: 35W, 50W, and 80W. However,

a noise filter network with only a ferrite bead does not have an improvement on the

TLU level due to a lesser energy-absorbing ability at frequencies lower than 10MHz.

As shown in Figure 5.14, the TLU level of the SCR structure will not be efficiently

improved (the magnitudes of both positive and negative TLU levels are all equal

to 200V), even though the minimum impedance of the ferrite bead at 25MHz is as

high as 80W.

A TVS, which is commonly used to bypass/decouple high-frequency transient

noises, is also considered for its improvement on the TLU immunity of the SCR. The

bidirectional-type TVS components (part number: P6KE series) with three different

Figure 5.12 Relations between the decoupling capacitance and the TLU level of the SCR with three

types of noise filter networks: capacitor filter, LC-like filter, and p-section filter.
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breakdown voltages, VBR, (�13V, �82V, and �200V) are employed. As shown in

Figure 5.14, the TVS components with a breakdownvoltage of�82Vand�200V fail

to efficiently improve the TLU level of the SCR (the magnitudes of both positive and

negative TLU levels are all equal to 200V), because TLU occurs prior to the

breakdown of the high-VBR TVS. Only the TVS with a low VBR can effectively

enhance the TLU level. For example, the positive TLU level can be enhanced to

þ520V for a TVS with a breakdown voltage of �13V. Thus, to optimize the

efficiency of the TVS for TLU prevention, the correlations between VBR of the TVS

and the intrinsic TLU level of the DUT should be clarified in advance.

Hybrid type filters consisting of both a ferrite bead (minimum impedance of 80W at

25MHz) and a TVS (with different VBR) are also evaluated for their improvements on

the TLU level of the SCR, as shown in Figure 5.13c and d. Hybrid types I and II are the

counterparts of the LC-like and p-section filters where the TVS substitutes for

the decoupling capacitor as a low-pass component. Because such higher-order hybrid

type filters provide higher insertion loss, they enhance the TLU level of the SCRmore

Figure 5.13 Four types of noise filter networks investigated for their improvement on the TLU level of

the SCR. (a) Ferrite bead, (b) TVS, (c) hybrid type I, and (d) hybrid type II.
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significantly than the ferrite bead or TVS alone, as shown in Figure 5.14. For example,

hybrid type I with a low-VBR (�13V) TVS can enhance the positive TLU level up to

þ550V. For hybrid type II with a low-VBR (�13V) TVS, the positive (negative) TLU

level can be enhanced to over þ 1000V (�780V).

5.4.3 Discussion

Through investigating different types of noise filter networks to find their improve-

ments on TLU levels in Figures 5.12 and 5.14, it is found that the TVS (hybrid type II)

does not improve the negative TLU level as greatly as the first-order capacitor filter

(LC-like filter) does. For example, the negative TLU level can be significantly

enhanced to over�1000Vwhen using an LC-like filter with a decoupling capacitance

of 0.1mF, while the TLU level is �780V when using the hybrid type II filter with a

low VBR (�13V) TVS. To further improve the TLU immunity of electronic products,

chip-level solutions should be adopted to meet the applications with high EFT

specification and reduce the cost of electronic products. For example, an on-chip

power-rail ESD clamp circuit between the VDD and VSS power lines can provide a

low impedance path to efficiently discharge the ESD current during ESD stress

conditions [5]. For CMOS ICs in EFT tests, it may be a solution to apply an on-chip

power-rail ESD clamp circuit to suppress electrical transients and avoid unexpected

current into the internal circuits. In the on-chip circuit design techniques, some circuits

have been also proposed to avoid latchup or to detect electrical fast transients under

Figure 5.14 Relations between the TLU level of the SCR, theminimum impedance of the ferrite bead at

25MHz, and the breakdownvoltage of the TVSwith four types of noise filter networks: ferrite bead, TVS,

hybrid type I, and hybrid type II.
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ESD stress conditions [6, 7]. The chip-level solutions have the advantages of single

chip integration in nanoscale CMOS technology and substantially reduce the total cost

of microelectronic products. Therefore, the chip-level solutions to meet high EFT

specification for microelectronic products are highly requested in the IC industry.

5.5 Conclusion

The positive and negative EFT voltage pulses have been identified as the realistic

TLU-triggering source in EFT tests. From experimental measurements, the specific

“swept-back” current caused by theminority carriers storedwithin the parasitic PNPN

structure of CMOS ICs has been proven to be the cause of TLU. Thus, TLU reliability

issue may still exist in qualified CMOS IC products through the quasi-static latchup

test. With an understanding of the physical mechanism and experimental verification

of TLU, circuit design and layout techniques in CMOS ICs can be developed against

TLU events in EFT tests.

By choosing proper components in each noise filter network, the TLU immunity of

CMOS ICs in EFT tests can be greatly improved. From the experimental results, the

decoupling capacitor is better than the TVS as a noise-bypassing component in noise

filter networks. The optimal design for enhancement of TLU immunity can be

achieved through a clear characterization of TLU prevention from different kinds of

board-level noise filters. In addition, chip-level solutions should be further developed

to meet high EFT immunity requirements for microelectronic products.
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6

Methodology on Extracting
Compact Layout Rules for
Latchup Prevention1

To efficiently avoid the latchup issue in CMOS ICs, proper layout guidelines for

latchup prevention are necessary for circuit design considerations. This chapter

introduces experimental methodologies to extract area-efficient compact layout rules

for latchup prevention, including layout rules for I/O cells, for internal circuits, and for

between I/O and internal circuits. Through detailed investigations of latchup immunity

dependencies on variations of geometrical layout parameters and temperatures,

compact and safe layout rules can be established for latchup prevention in a given

CMOS process.

6.1 Introduction

In CMOS ICs, the latchup PNPN path exists from the source (Pþ diffusion connected

to the VDD) of a PMOS, through the N-well and P-substrate/P-well, to the source (Nþ
diffusion connected to the VSS) of an NMOS. Many parasitic PNPN paths inevitably

exist in CMOS ICs, because CMOS ICs have many PMOS devices connected to the

VDD and NMOS devices connected to the VSS. If one of such parasitic PNPN paths

between the VDD and VSS is firing, latchup can occur to burn out CMOS ICs [1–5].

Because of the parasitic latchup PNPN paths existing in both the I/O cells and internal

circuits of a CMOS IC, latchup can occur at I/O cells or at internal circuits. Several

advanced CMOS processes have been proposed to improve the latchup immunity,

1© 2003 IEEE. Reprinted, with permission, from Ming-Dou Ker and W.-Y. Lo, Methodology on extracting compact
layout rules for latchup prevention in deep-submicron bulk CMOS technology (sections II–IV and figures 2–5, 7–10,
12-14, 20–25, and 27–32), in IEEE Transactions on Semiconductor Manufacturing, Vol. 16, no. 2, pp. 319–334,
May 2003. IEEE, Piscataway, NJ.
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such as the epitaxial wafer [6], retrograde well [7], trench isolation [8], and silicon

on insulator (SOI) devices [9]. However, with considerations of the unavoidable

additional fabrication cost of these process solutions, latchup prevention in most

commercial IC products is mainly achieved by adding the guard rings in the I/O cells

and placing the substrate/well pickups as many as possible in the internal circuits.

Thus, to certainly avoid the latchup failure in a given CMOS process, layout design

guidelines must be specified for the I/O cells, for internal circuits, and for between the

I/O cells and internal circuits.

Nowadays, due to the necessary integration of more complex functions and more

circuit blocks into a single chip, a high-integrationCMOS ICoften has a pin count up to

several hundreds. Especially, in communication ICs or chip set ICs, more I/O pins are

designed to satisfy the desired system connections for function applications. In such

high-pin-count CMOS ICs, the whole chip size is often dominated by the pad-limited

effect but no longer the core-limited effect [10]. Therefore, the pad pitch of I/O cells is

critically limited to reduce the total chip size of a high-pin-count CMOS IC. To further

reduce the pad pitch for high-pin-count CMOS ICs, the staggered bond pad has been

widely used in CMOS ICs to reduce the whole chip size [10]. With the staggered bond

pad design, the layout pitch for a corresponding I/O cell has been scaled down to only

�50mm. With such a narrow layout pitch, the cell height of an I/O cell (including

output buffer circuits and ESD protection circuits) and the widths of the latchup guard

rings become much wider. The much longer cell height of the I/O cells causes a

significant increase on the whole chip size. Therefore, compact and safe layout rules

for latchup prevention are specifically demanded in high-pin-count CMOS ICs.

6.2 Latchup Test

The detailed test procedures and specifications to verify the latchup immunity in

CMOS ICs have been clearly specified in the EIA/JEDEC Standard No. 78A [11]. The

latchup testing classifications, as well as two different latchup test modes – trigger

current and over-voltage tests, are briefly introduced in the following sections.

6.2.1 Latchup Testing Classification

The latchup testing classification is defined with respect to different test temperatures.

Latchup testing classification is defined as below:

Class I – Latchup testing is performed at room temperature.

Class II – Latchup testing is performed at the maximum ambient rated temperature.

The elevated temperature will reduce the latchup hardness of the device under test

(DUT), and the class II testing is recommended by the EIA/JEDEC standard for

devices that are required to operate at an elevated temperature.
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6.2.2 Trigger Current Test

The trigger current test should be performed on each input, output, and I/O pins as

indicated below:

1. Bias the DUTas indicated in Figure 6.1 (Figure 6.2) for a positive (negative) trigger

current test. All untested input and I/O pins should be tied to the maximum logic-

Figure 6.1 Equivalent circuit for the latchup test – positive trigger current test.

Figure 6.2 Equivalent circuit for the latchup test – negative trigger current test.
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high level as specified in the device specification. Output pins should be open-

circuit exceptwhen latchup tested.When theDUT stabilizes at the test temperature,

the normal Isupply (Inom, where this represents the Isupply at the IC normal operating

condition) for each Vsupply pin is measured.

2. Apply the positive (or negative) current pulse to the pin under test. The waveforms

of the positive (negative) trigger currents are defined in Table 6.1 and Figure 6.3

(Figure 6.4).

3. After the trigger source has been removed, return the pin under test to the state it was

in before the application of the trigger pulse, andmeasure the Isupply for eachVsupply

pin. If any Isupply is greater than or equal to the failure criteria specified as 1.4� Inom
or Inom þ 10mA, latchup has occurred and power must be removed from the DUT.

If latchup has occurred, stop the test.

4. If latchup has not occurred, after the necessary cool-down time (see Table 6.1),

repeat steps 2 and 3 for all pins to be tested.

5. Repeat steps 1 through 4, except in step 1 that all untested input and I/O pins should

be tied to a minimum logic-low level as specified in the device specification.

For CMOS ICs to meet the requirements of the JEDEC latchup specification, the

DUT should not be triggered into latchup by a trigger current of �100mA.

The device cross-sectional view of CMOS ICs under a latchup trigger current test

is illustrated in Figure 6.5. The positive/negative trigger current applied on the pad is

conducted into the drain regions of the output devices. When the positive (negative)

current is applied into the I/O pin, the Pþ drain/N-well (Nþ drain/P-substrate)

junction in the output PMOS (NMOS) is forward biased to form the trigger current

injecting into the substrate. This substrate current, indicated by the gray dashed line

in Figure 6.5, can initiate latchup in the I/O cell or in the internal circuits. If the DUT

is fired into latchup by applying the trigger current on the I/O pin, the current

flowing from the VDD power supply will obviously increase. Such a significant

Table 6.1 Timing specifications for the trigger current test and Vsupply over-voltage test.

Symbol Time interval Parameter Limit

Minimum Maximum

tr — Trigger rise time 5ms 5ms

tf — Trigger fall time 5ms 5ms

Twidth T3 ! T4 Trigger duration (width) 2� tr 1 s

TOS — Trigger over-shoot 5% of pulse

voltage

Tcool T4 ! T7 Cool down time >¼Twidth
Twait T4 ! T5 Waiting time before measuring Isupply 3ms 5 s
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increase on the VDD current can be detected by a latchup tester to judge the

occurrence of latchup.

6.2.3 Vsupply Over-Voltage Test

The Vsupply over-voltage test should be performed on each Vsupply pin as indicated

below:

1. Bias the DUTas indicated in Figure 6.6. All untested input and I/O pins should be

tied to the maximum logic-high level as specified in the device specification.

Figure 6.3 Test waveform for the positive trigger current.
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Output pins should be open-circuit. When the DUT stabilizes at the test

temperature, measure the normal operating current Isupply (Inom) for each Vsupply

pin at this time.

2. Apply the voltage trigger pulse to the Vsupply pin under test. The waveform of the

voltage trigger pulse is defined in Figure 6.7 and Table 6.1.

3. After the trigger source has been removed, return the Vsupply pin under test to the

state it was in before the application of the trigger pulse and measure the Isupply for

each Vsupply pin. If any Isupply is greater than or equal to the failure criteria specified

Figure 6.4 Test waveform for the negative trigger current.
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as 1.4�Inom or Inomþ 10mA, latchup has occurred and power must be removed

from the DUT. If latchup has occurred, stop the test.

4. If latchup has not occurred, after the necessary cool-down time (see Table 6.1),

repeat steps 2 and 3 for all Vsupply pins to be tested.

5. Repeat steps 1 through 4, except in step 1 that all untested input and I/O pins should

be tied to a minimum logic-low level as specified in the device specification.

For CMOS ICs to meet the requirements of the JEDEC latchup specification, the

DUT should not be triggered into latchup by a trigger voltage level of 1.5�VDD on the

VDD pins.

Figure 6.6 Equivalent circuit for the latchup test – Vsupply over-voltage test.

Figure 6.5 Device cross-sectional view of CMOS ICs under the latchup trigger current test. (Reprinted

with permission from IEEE).
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CMOS ICs could be very sensitive to latchup under the over-voltage transition on

theVDD pin (Vsupply pin) [12, 13]. The device cross-sectional view of CMOS ICs in the

latchup Vsupply over-voltage test is illustrated in Figure 6.8, where the trigger voltage

is applied on the VDD pin (Vsupply pin) of the DUT. The power-transition trigger

voltage often generates the displacement current or junction breakdown current into

the N-well or P-substrate to fire latchup paths in the I/O cells or the internal circuits

of theCMOS ICs. If theDUTis fired into latchup by the trigger voltage on theVDD pin,

the current flowing into theVDD pin has an obvious increase. Such an obvious increase

on the VDD current can be detected by the latchup tester to judge the occurrence of

latchup.

Figure 6.7 Test waveform for the Vsupply over-voltage.
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6.3 Extraction of Layout Rules for I/O Cells

6.3.1 Latchup in I/O Cells

Because of the direct connection with the bond pads in CMOS ICs, the I/O cells can

be easily initiated to a latchup state by the external overshooting or undershooting

voltage/current glitches. In general, the layout design rules for latchup prevention

often mainly focus on the I/O cells. A typical layout example of an inverter output

buffer in an I/O cell is shown in Figure 6.9. To certainly prevent the occurrence of

latchup in the I/O cells, guard rings are always used to surround both the PMOS and

NMOS. In addition, the NMOS must be separated by a proper anode-to-cathode

spacing away from the PMOS. As a result, several layout guidelines need to be

identified, such as the guard ring designs (double guard rings, single guard ring, or

no guard ring), the minimum guard ring width, the maximum distance between the

first and second guard rings, and the minimum anode-to-cathode spacing. These

design guidelines, without doubt, are also always specified in the foundry�s
design rules.

The device cross-sectional view and layout top view of the I/O cell are shown in

Figures 6.10a and b, respectively. The latchup path is also indicated. Both the NMOS

and PMOS in the I/O cell are surrounded by double guard rings to efficiently avoid

latchup in the I/O cells. For NMOS devices, the first guard ring (also called the base

guard ring) is the Pþ diffusion region that surrounds the source of the NMOS (Nþ
diffusion connected to the VSS), and the second guard ring (also called the collector

guard ring) is the Nþ diffusion that often surrounds the first guard ring. For anNMOS,

Figure 6.8 Device cross-sectional view of CMOS ICs under the latchup Vsupply over-voltage test.

(Reprinted with permission from IEEE).
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the first Pþ guard ring is biased at the VSS and the second Nþ guard ring is biased at

theVDD to prevent latchup. To improve guard ring efficiency, theN-well region is often

added under the second Nþ guard ring of the NMOS. The N-well has a deeper

junction depth (�2mm) than that (�0.2mm) of an Nþ diffusion, and so the Nþ guard

ring efficiency can be enhanced. For PMOS devices, the first guard ring is the Nþ
diffusion located in the N-well region, surrounding the source of the PMOS (Pþ
diffusion connected to the VDD). The second guard ring is the Pþ diffusion located in

the P-substrate region, surrounding the first guard ring. For a PMOS, the first Nþ
guard ring is biased at the VDD and the second Pþ guard ring is biased at the VSS to

prevent latchup.

With double guard rings surrounding theNMOSand PMOS in the I/O cell layout, the

current gain of the parasitic BJTs in I/O cells can be greatly reduced. Thus, the latchup

robustness of an I/Ocell can be significantly improved, leading to anobvious increase of

the latchup holding voltage of the parasitic PNPN in an I/O cell. If the latchup holding

voltage can be increased up to greater than the normalVDDoperating voltage level of the

CMOS IC, the parasitic PNPN path in the I/O cell can be free to latchup. Thus, it is

critical to specify the layout guidelines of the guard rings in the I/O cell for latchup

prevention, such as the guard ring designs (double guard rings, single guard ring, or no

guard ring), the minimum width of the first and second guard rings to surround the

NMOS or PMOS, and the maximum distance between the first and second guard rings.

In addition to the guard ring, one critical layout parameter to dominate the latchup

immunity of the I/O cell is the “anode-to-cathode spacing” between the sources of the

PMOS and NMOS, as shown in Figures 6.9 and 6.10. Enlarging the anode-to-cathode

Figure 6.9 Layout example of an inverter output buffer in the I/O cell. (Reprinted with permission from

IEEE).
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spacing reduces the current gain of the parasitic BJTs, improving the latchup immunity

in I/O cells. However, a very large anode-to-cathode spacing also leads to the burden of

increasing layout area. Thus, it is necessary to specify a minimum anode-to-cathode

spacing to save the layout area of the I/O cell for high-pin-count CMOS ICs, but still

able to maintain good latchup immunity in CMOS ICs.

Figure 6.10 (a) Device cross-sectional view, and (b) layout top view, of the I/O cell. The latchup path, as

well as the double guard rings to prevent latchup are also indicated. (6.10(a) reprinted with permission

from IEEE).
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6.3.2 Design of Test Structure for I/O Cells

To extract the layout rules for latchup prevention in I/O cells, the I/O cells with

different geometrical parameters are used as the test structures. A layout example of

the I/O cell is shown in Figure 6.9. The PMOS and NMOS devices in I/O cells are

drawn in the multiple-finger style with a fixed finger length, and the total channel

widths are the same for both the NMOS and PMOS. To simplify the measurements of

latchup DC I–V characteristics and the JEDEC latchup test, the gate of the PMOS is

connected to VDD and the gate of the NMOS is connected to VSS, turning off both the

PMOS and NMOS.

To verify the efficiency of different guard ring designs for latchup prevention, the

layouts of I/O cells can be prepared with double guard rings, a single guard ring, or no

guard ring, as shown in Figure 6.11a–c, respectively. Using a guard ring can greatly

Figure 6.11 The I/O cell layouts with (a) double guard rings, (b) a single guard ring, and (c) no guard

ring, to verify the efficiency of different guard ring designs. (Reprinted with permission from IEEE).
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enhance the latchup robustness of the I/O cells, but also inevitably result in additional

layout areas, that is, production cost, especially for high-pin-count CMOS ICs. Thus, it

is critical to determinewhether the guard rings are necessary for I/O cells to be latchup-

free (holding voltage higher than the VDD normal operating voltage of the I/O cells).

Instead of using double guard rings, if simply the single guard ring, or even no guard

ring, is enough to help the I/O cells be latchup-free, the layout areas of the I/O cells can

be greatly reduced for cost-down purposes.

Anode-to-cathode spacing and guard ring width are also two dominant factors to

affect the latchup robustness and the layout areas of the I/O cells, and therefore the test

structures with different anode-to-cathode spacings and guard ring widths also need to

be carefully considered for their influences on latchup immunity. For a given anode-to-

cathode spacing, it is noteworthy that the guard rings located between the PMOS and

NMOS should be drawn as compact as possible to achieve the best latchup robustness.

As a result, through the optimizations between the anode-to-cathode spacing and guard

ring width, compact and safe design rules in I/O cells for latchup prevention can be

accurately extracted.

6.3.3 Latchup Immunity Dependency of I/O Cells

The latchup robusness dependency of I/O cells on two dominant factors, i.e. anode-to-

cathode spacing and the guard ring designs (double guard rings, single guard ring, or no

guard ring), are presented in this section.With the help of the relatedmeasured results,

safe and compact layout rules can be determined for latchup prevention in the I/O cells.

The impacts of some other layout parameters on latchup immunity of the I/O cells,

such as the guard ring width and the distance between the first and second guard rings,

are referred to in detail in Appendix A. Additionally, the degradations of the latchup

robustness due to the high test temperature are also considered for different anode-to-

cathode spacings and the guard ring designs, and so it is helpful to determine the proper

layout rules under their corresponding demanded operating temperatures in a given

CMOS process.

To evaluate the latchup robustness of the DUT, it is important to characterize the

latchup holding voltage from the latchup DC I–V characteristics of the DUT. If the

holding voltage of I/O cells is greater thanVDD, the I/O cell is latchup-free. As a result,

latchup never occurs under the JEDEC latchup test, regardless of the trigger current

test or the over-voltage test. Choosing any specified layout rule as a suggested rule

needs to make sure that the holding voltage is higher than the VDD normal operating

voltage (that is, latchup-free) under this specified layout rule.

The latchup DC I–V characteristics can be measured by the continuous-type curve

tracer (e.g. Tek370A). Both the NMOS and PMOS in the I/O cell are in their turn-off

states by connecting the gate of the PMOS to VDD, while connecting the gate of the

NMOS to VSS. The finger width and total channel width have fixed values of 50 and

500mm, respectively, for both the NMOS and PMOS. Each latchup guard ring
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(including base or collector guard rings) has a diffusion width of 3mm. Moreover, a

ThermoChuck system with a temperature range up to 200 �C and a temperature

accuracy of �0.5 �C, is used to investigate latchup behavior under different test

temperatures. All the latchup test structures are fabricated in a 0.5-mm silicided bulk

CMOS process.

The typical latchup DC I–V characteristics of I/O cells with different guard ring

designs, anode-to-cathode spacings, and test temperatures are shown in Figure 6.12.

Figure 6.12a shows the latchup I–V characteristics of an I/O cell with double

guard rings and an anode-to-cathode spacing of 22mm at a temperature of 75 �C.
Figure 6.12b shows the latchup I–V characteristics of an I/O cell with a single guard

ring and an anode-to-cathode spacing of 15mm at a temperature of 100 �C.
Figure 6.12c shows the latchup I–V characteristics of an I/O cell without a guard

Figure 6.12 Measured latchup DC I–V characteristics of I/O cells with (a) double guard rings at a

temperature of 75 �C, (b) a single guard ring at a temperature of 100 �C, and (c) no guard ring at a

temperature of 25 �C. (Reprinted with permission from IEEE).
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ring and with an anode-to-cathode spacing of 20mm at a temperature of 25 �C. The
latchup holding voltage can be extracted from the latchup I–V curves to evaluate the

latchup immunity. The holding voltage is defined as the minimum voltage in the I–V

curve of the latchup holding region [14]. As shown in Figure 6.12, the holding voltages

are 7, 5.5, and 2.5V, in Figure 6.12a–c, respectively. Thus, only the specified layout

parameters in Figure 6.12a and b can make sure that the I/O cells are latchup-free,

because their holding voltages of 7 or 5.5Vare higher than the VDD normal operating

voltage of 5V. Such holding-voltage-based criteria can be used to determine the safe

and compact latchup-preventing layout rules in I/O cells, such as the minimum anode-

to-cathode spacing, the minimum guard ring width, and the maximum distance

between the first and second guard rings, and the required guard ring designs (double

guard rings, single guard ring, or no guard ring).

The relations between the holding voltage and the anode-to-cathode spacing in

different guard ring designs are shown in Figure 6.13. The test temperature is 25 �C.
Obviously, the holding voltage increases with the anode-to-cathode spacing.

Because of the much higher holding voltages, the I/O cells with double guard

rings or a single guard ring can perform much better in latchup immunity than that

without the guard ring, even if there is a much longer anode-to-cathode spacing for

an I/O cell without the guard ring. For example, the holding voltage of an I/O cell

without the guard ring is only a small value of 3.6 V, even though the anode-to-

cathode spacing is as large as 40 mm. However, the I/O cell with a single guard ring

Figure 6.13 Relations between the holding voltage and the anode-to-cathode spacing with different

guard ring designs. (Reprinted with permission from IEEE).
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can achieve a very high holding voltage of 5.5 V (latchup-free), even if there is a

much smaller anode-to-cathode spacing of 15 mm. From Figure 6.13, single guard

rings are necessarily suggested (double guard rings could be optional) in layout

design guidelines for latchup prevention, because the I/O cells can be latchup-free

even though the anode-to-cathode spacing is as small as 15 mm. Otherwise, at least a

large anode-to-cathode spacing of 60 mm is necessary for the I/O cells without guard

rings to be latchup-free.

The degradations of latchup robustness due to a high test temperature are also

considered for different guard ring designs, as shown in Figure 6.14. The holding

voltage decreases with the temperature, whether we are considering I/O cells with

double guard rings, a single guard ring, or no guard ring. Thus, the suggested layout

rules must be tighter for high-temperature applications. For example, Figure 6.14

shows that the I/O cell with a single guard ring can be latchup-free (holding voltage of

5.5V) under an anode-to-cathode spacing of 15mm at room temperature, but it may

suffer the latchup reliability issue at a high temperature of 100 �C because of its

declined holding voltage (4.5V). Thus, enlarging the anode-to-cathode spacing or

using double guard rings is necessary to further improve the latchup immunity. For

example, with double guard rings and an anode-to-cathode spacing of 25mm, the I/O

cell still performs very good latchup robustness at a high temperature of 125 �C
because of its high holding voltages of 6.5V (latchup-free).

Figure 6.14 Relations between the holding voltage and the temperature with different guard ring

designs. (Reprinted with permission from IEEE).
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FromFigures 6.13 and6.14, the suggested layout rules for latchup prevention should

include a single guard ring in the I/O cells. Comparedwith the I/O cellswithout a guard

ring, although the I/O cells with a single guard ring need the additional layout area of

the guard ring, it can significantly reduce the anode-to-cathode spacing. More

importantly, it can perform much better in latchup robustness under a much smaller

anode-to-cathode spacing, that is, a much smaller total chip layout area, no matter

whether at room temperature or an elevated temperature.

6.4 Extraction of Layout Rules for Internal Circuits

6.4.1 Latchup in Internal Circuits

As I/O cells, the internal circuits could be also very sensitive to latchup. Compared

with I/O cells, the internal circuits do not directly suffer, but only a portion of, the noise

current injection into the bond pads.However, due to the lack of protection of the guard

rings as well as the demand for high integration of circuitry, the internal circuits are

often driven to be very susceptible to latchup. To efficiently suppress the latchup-

susceptibility of the internal circuits, several layout guidelines need to be identified,

such as the maximum distance from substrate/well pickup to the well edge (or the

maximum distance from any point inside the source/drain region to the nearest well or

substrate pickup), and the maximum distance between two adjacent substrate/well

pickups.

Latchup can be easily initiated though any parasitic PNPN path in internal circuits.

For example, a typical layout example of an inverter circuit is shown in Figure 6.15,

where the latchup path goes through from the source (Pþ diffusion) of the PMOS to

Figure 6.15 Layout example of an inverter circuit. (Reprinted with permission from IEEE).

Methodology on Extracting Compact Layout Rules for Latchup Prevention 129



the source (Nþ diffusion) of the NMOS, as indicated by an arrow. TheN-well pickups

are formed by the Nþ diffusions drawn in the N-well and directly connected to VDD.

The P-substrate pickups are formed by the Pþ diffusions drawn in the P-substrate and

directly connected to VSS. Such an inverter circuit is the basic logic component in

CMOS ICs. Once latchup is triggered on by a large enough substrate or well current, a

positive feedback mechanismwill lead to a large current conducting through this low-

impedance PNPN path from VDD (source of the PMOS) to VSS (source of the NMOS).

As a result, CMOS ICs will malfunction or even be burned out due to the latchup-

generated high power.

N-well (P-substrate) pickups are often placed under the VDD (VSS) power rail of a

core cell to save the layout area. However, if such well/substrate pickups under the

power rail are located too far away from the well edge, the parasitic well (substrate)

resistance of the parasitic vertical PNP (lateral NPN) BJTs will greatly increase,

leading the parasitic SCR to be muchmore susceptible to latchup. Thus, it is critical to

specify the maximum distance from the substrate/well pickup to the well edge (or the

maximum distance from any point inside the source/drain region to the nearest well or

substrate pickup).

In addition to the distance from the substrate/well pickup to the well edge, the

distance between two adjacent well (substrate) pickups can also dominate the parasitic

well (substrate) resistance of the parasitic vertical PNP (lateral NPN) BJTs, and of

course, the latchup robustness of the internal circuits. The distance between two

adjacent well (substrate) pickups represents the pickup density. More well (substrate)

pickups, that is, a higher pickup density, can more efficiently shunt the well current

(substrate current), thus further reducing the parasitic well (substrate) resistance of the

parasitic SCR to improve the latchup immunity of the internal circuits. As a result, the

maximum distance between two adjacent well (substrate) pickups should be specified

in internal circuits for latchup prevention. Under this specified rule, the well/substrate

pickups should be placed as compact as possible. However, it should be noted that too

high a pickup density may raise the difficulties of metal routing among the devices.

6.4.2 Design of Test Structure for Internal Circuits

SCR structures are used as test structures to extract the latchup-prevention rules

for internal circuits. The layout top view of the SCR test structure is shown in

Figure 6.16 [15–20]. Such a test structure is used to simulate the parasitic SCR in the

internal circuits. The Pþ anode is used to simulate the Pþ source of the PMOS,

whereas the Nþ cathode is used to simulate the Nþ source of the NMOS. To simulate

the real bias condition in CMOS ICs, the Nþ well pickup connected together with

the Pþ anode is biased at VDD, while the Pþ substrate pickup connected together

with the Nþ cathode is biased at VSS.

In order to extract the maximum distance from the substrate/well pickup to the well

edge, the test structures are drawn with different distances (hP, hN) from the pickups to
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the N-well edge, as shown in Figure 6.16. In addition, test structures with different

distances (XP,XN) between two adjacent pickups are also used to extract themaximum

distance between two adjacent well (substrate) pickups. The Pþ (Nþ ) trigger node

located in the P-substrate (N-well) region is used to investigate the latchup robustness

dependency on the positive (negative) trigger current injecting into the P-substrate (N-

well). By applying different trigger currents into the trigger nodes of the test structures,

the threshold trigger current to initiate latchup in the test structure can be identified.

The related information is useful to characterize the order of trigger current magnitude

under which the test structures are most susceptible to latchup. Typically in a bulk

CMOS process, a trigger current of only hundreds of microamperes can easily initiate

latchup in such SCR test structures. Once latchup is triggered by the injection of the

trigger current, theVDD voltage level will be pulled down to around the holding voltage

of the PNPN path. To avoid possible electrical-over-stress (EOS) damage of the test

structure due to the huge latchup current, a current-limiting resistor of �100W is

suggested to be added between VDD and the Pþ anode of the PNPN path.

6.4.3 Latchup Immunity Dependency of the Internal Circuits

The latchup immunity dependency of internal circuits (SCR test structures) on two

dominant layout parameters, i.e. distance from the substrate/well pickup to the well

Figure 6.16 Layout top view of the SCR test structure. (Reprinted with permission from IEEE).
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edge (hP, hN), as well as the distance between two adjacent well or substrate pickups

(XP, XN), are presented in this section. To identify the degradation of the latchup

immunity due to the high temperature, the latchup robustness dependency on test

temperature is also evaluated for different XP and XN. The safe and compact layout

rules for latchup prevention in internal circuits can be determined upon the related

experimental results, regardless of room or a high temperature. Additionally, in order

to see how the trigger current waveforms influence the latchup susceptibility of the

internal circuits, the relations between the threshold magnitude and the pulse width of

the trigger current to initiate latchup are also investigated.

As the characterizationmethodologies of latchup robustness in I/O cells, the holding

voltage is also extracted from the latchup DC I–V characteristics in internal circuits to

judge if the DUT could be latchup-free. The Tek370A curve tracer is used to measure

the latchup DC I–V characteristics, and the corresponding measurement setups with

positive and negative trigger currents are shown in Figure 6.17a and b, respectively.

The positive trigger current is applied into the Pþ trigger node in the P-substrate,

whereas the negative trigger current is applied into the Nþ trigger node in the N-well.

By applying different trigger currents into the trigger nodes, the latchup trigger voltage

dependency on trigger current can be characterized. Furthermore, for the DUT biased

at its DC VDD operating voltage, the threshold trigger current to initiate latchup can be

also identified.

The typical latchup DC I–V characteristics with different positive (negative) trigger

currents (100mA per step) injecting into the P-substrate (N-well) are shown in

Figure 6.18a and b. The DUT is fabricated in a 0.5-mm CMOS process and has

hN/hP of40mmandXN/XPof20mm.Comparedwithno trigger current injecting into the

P-substrate/N-well, the injection of the trigger current leads to a decrease of the latchup

trigger voltage, and the reduction in its magnitude is also proportional to the trigger

current. In Figure 6.18, the DUT cannot be latchup-free, because the holding voltage is

as small as 0.85V, which is much smaller than the normal circuit operating voltage

of 5V, even though there is no trigger current injecting into the P-substrate/N-well.

The relations between the holding voltage and hN /hP (XN /XP) under different test

temperatures are shown in Figure 6.19 (Figure 6.20). The latchup holding voltage will

decrease with both hN/hP and XN/XP, because an increase of hN/hP or XN/XP can raise

the parasiticwell (substrate) resistance of the parasitic vertical PNP (lateralNPN)BJTs

in the DUT, and of course, can degrade the latchup robustness. In addition, the

experimental results also reveal that the holding voltage will decrease with the

temperature, meaning that the latchup immunity will be degraded under a high test

temperature. With wide ranges of hN/hP and XN /XP in Figures 6.19 and 6.20, all the

holding voltages are smaller than 1Vand failed to be latchup-free, and so the internal

circuits with suchXN/XP and hN/hP pickup rules are still sensitive to latchup. The same

tendency can be also observed in a 0.35-mm CMOS technology node, as shown in

Figure 6.21. Compared with a much better latchup robustness in the I/O cells, such a

weak latchup immunity in the internal circuits ismainly due to the lack of protection of
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Figure 6.17 Measurement setups to measure the latchup DC I–V characteristics of SCR test structures

with (a) a positive bias current in the P-substrate, and (b) a negative bias current in the N-well.
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the guard rings, as well as the aggressive scaling of the minimum allowable distance

between thePMOSandNMOS.Thus, it canbepredicted that the internal circuitswould

be always very sensitive to latchup, unless the technology node is evolved down to

90 nm, 65 nm, or even below,where the circuit operatingvoltages are all lower than1V.

Figure 6.18 Typical latchup DC I–V characteristics with different (a) positive trigger currents (100mA
per step) injecting into the P-substrate, and (b) negative trigger currents (100mA per step) injecting into

the N-well. (Reprinted with permission from IEEE).
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Figure 6.20 Relations between the holding voltage and XN/XP at different temperatures. (Reprinted

with permission from IEEE).

Figure 6.19 Relations between the holding voltage and hN/hP at different temperatures. (Reprinted with

permission from IEEE).
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The relations between the threshold magnitude and the pulse width of the positive

(negative) trigger current to initiate latchup are shown in Figure 6.22a and b. The

threshold magnitude of the latchup trigger current will decrease with the pulse width,

regardless of the positive or the negative trigger current. It is noteworthy that the

thresholdmagnitude of the trigger current obviously increases under a very short pulse

width of <10ms, which is in agreement with the experimental results in transient-

induced latchup (TLU) [21]. Thus, the pulse width could be a dominant factor to

evaluate how the trigger current waveforms influence the latchup susceptibility of the

internal circuits.

6.5 Extraction of Layout Rules between I/O Cells
and Internal Circuits

6.5.1 Layout Considerations between I/O Cells and Internal Circuits

The internal circuits can be triggered onto a latchup state under the noise current

injecting into the I/O pins (Figure 6.5), or under the transient overshoots occurring on

theVDD pin (Figure 6.6). Because of the demand of high circuitry integration in CMOS

ICs, the guard rings, which are usually placed in the I/O cells for latchup immunity

enhancement, are unallowable in the internal circuits. However, due to the lack of

protection of guard rings, the internal circuits could be very susceptible to latchup even

though there is a high pickup density (that is, small hN /hP or XN/XP). For example, the

EMMIphotographs of I/O-triggering latchup in the internal circuits of aCMOS ICs are

shown in Figure 6.23 [22].When the positive trigger current is applied to some I/O pin,
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the hot spot emerges due to the latchup-induced leakage current. The zoom-in picture

of the hot spot clearly indicates that the internal circuits could be very susceptible to

noise current injecting into the I/O pins. As a result, it is important to find some other

layout rules for greatly improving the latchup immunity in the internal circuits.
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(b) negative, trigger currents to initiate latchup. (Reprinted with permission from IEEE).
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To certainly avoid the substrate current (generated from the I/O cells) firing latchup

in the internal circuits, the internal circuits, in general, are kept at a large enough

distance away from the I/O cells. In addition, placing additional guard rings between

the I/O cells and the internal circuits can also enhance the latchup immunity in the

internal circuits against the trigger currents at the I/O pins. Thus, some important

layout design guidelines are often specified for between the I/O cells and internal

circuits, such as the minimum spacing between the I/O and internal circuits, the guard

ring designs (with or without the inserted guard rings) between the I/O and internal

circuits, and the minimum width of the inserted guard rings between the I/O and

internal circuits. The device cross-sectional view to show such layout requirements is

shown in Figure 6.24. Before the injecting noise current can disturb the internal

circuits, it needs to go through a distance along the P-substrate from the I/O cells to the

internal circuits. Due to the recombination mechanism between electrons and holes in

the P-substrate, the noise current, which could probably disturb the internal circuits,

will decay with the spacing between the I/O cells and the internal circuits. As a result,

the latchup robustness in internal circuits can be improved by enlarging the spacing

between the I/O cells and the internal circuits, and thus the minimum spacing between

the I/O and internal circuits needs to be determined.

Although enlarging the spacing between the I/O and internal circuits can enhance

the latchup immunity of the internal circuits, a too large spacing, however, will suffer

Figure 6.23 EMMI photographs of I/O-triggering latchup in the internal circuits of CMOS ICs. The hot

spot indicates the location of the latchup-induced leakage current [22].
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the drawback of a large layout area. To solve this issue, double guard rings can be

inserted between the I/O and internal circuits, as shown in Figure 6.24. The Pþ guard

ring is biased at VSS, whereas the Nþ ring located in the N-well region is biased at

VDD. The inserted guard rings can help collect electrons or holes (coming from the

injecting noise current at the I/O pins) in the substrate before they can reach the internal

circuits to fire latchup. The wider the inserted guard ring is, the better the collection

efficiency the inserted guard ring has. Thus, the latchup robustness can be enhanced by

placing the inserted double guard rings as compact as possible between the I/O and

internal circuits. These additional guard rings also allow the possible reduction of the

distance between the I/O cells and internal circuits to save layout area. Tomake sure of

a safe and compact design rule for latchup prevention in the internal circuits, it is

necessary to specify the inserted guard ring designs (with or without the inserted guard

rings) and the minimum inserted guard ring width.

6.5.2 Design of Test Structure between I/O Cells and Internal Circuits

The latchup test structure shown in Figure 6.25 can be used to investigate the proper

distance from the I/O cells to the internal circuits [23–25]. The latchup sensor cells

(zoomed in the box) are the sameSCR test structures as those shown inFigure 6.16, and

they are used to simulate the parasitic SCR in internal circuits. In addition, the latchup

sensors are intended to be placed in parallel to the I/O cells. Both Pþ anode and Nþ
well pickups (Nþ cathode and Pþ substrate pickups) of all the latchup sensors are

connected together to the same VDD (VSS) power rail. When the trigger current is

applied at the I/O pins, the VDD power rail connected to the latchup sensor cells is

monitored to judge whether latchup is triggered on, or not. If the trigger current

Figure 6.24 Device cross-sectional view to show the additional guard rings placed between the I/O cells

and the internal circuits. (Reprinted with permission from IEEE).
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injecting into the I/O pins is large enough to initiate latchup in any one of the latchup

sensors, theVDDwill be pulled down to about the holding voltage of the latchup sensor.

Therefore, the threshold trigger current to fire latchup in internal circuits (simulated by

the latchup sensor cells) can be determined by this test structure.

To extract theminimum spacing between the I/O and internal circuits, test structures

need to be preparedwith different spacing.Additionally, the latchup sensor cells can be

drawnwith different pickup distances (XN, hN,XP, hP) to investigate how a large trigger

current at the I/O pin can fire latchup in the internal circuits under a specified distance

from the I/O cells to the internal circuits. In general, the latchup sensor cells, drawn

with a smaller XN, hN, XP, and hP, need a higher trigger current at the I/O cells to cause

latchup in the internal circuits. By using this method, the design rules about the pickup

distances (XN, hN,XP, hP) of the internal circuits can be extractedmoremeaningfully to

meet the real circuit operating condition in CMOS ICs.

To extract theminimumwidth of the inserted guard ring between the I/O and internal

circuits, the same test structures as shown in Figure 6.25 but with different inserted

guard ring widths also need to be prepared, as shown in Figure 6.26. The Pþ guard

Figure 6.25 Latchup test structure to evaluate the proper layout spacing from the I/O cell to the internal

circuits. (Reprinted with permission from IEEE).
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ring is biased at VSS, whereas the Nþ guard ring located in the N-well region is biased

atVDD, as those shown in Figures 6.24 and 6.26. It is noteworthy that the inserted guard

ring should be placed as compact as possible to gain the best latchup robustness under a

specified spacing between the I/O and internal circuits. As a result, the most compact

but still safe design rules for latchup prevention can be determined. In addition, the I/O

cells in these test structures need to be confirmed latchup-free in advance, or otherwise

the I/O cells could suffer the latchup issue during the measurements.

6.5.3 Threshold Latchup Trigger Current Dependency

The latchup immunity dependency of internal circuits on three major layout para-

meters for latchup robustness enhancement, i.e. the spacing between the I/O and

internal circuits, the guard ring designs (with or without the inserted guard rings)
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between the I/O and internal circuits, and the minimum width of the inserted guard

rings between the I/O and internal circuits, are presented in this section. Additionally,

the relations between the thresholdmagnitude and the pulsewidth of the trigger current

to initiate latchup under different guard ring designs are also investigated. As a result,

how the trigger current waveforms (injecting into the I/O pins) influence the latchup

susceptibility of internal circuits can be well characterized.

From the above measured results in Section 6.3, the I/O cells with single or double

guard rings can easily gain a holding voltage greater than VDD (that is, latchup-free).

Therefore, the I/O cells with guard rings never suffer the latchup problem. However,

the internal circuits with high pickup density are still sensitive to latchup, because their

holding voltages are all very small, about �1V only, as described in Section 6.4.

Therefore, an interesting question is how a large trigger current injecting at the I/O pins

will initiate latchup in the internal circuits, and howwell the latchup immunity will be

improved by adding the guard rings or enlarging the spacing between the I/O and

internal circuits. Thus, several testchips are drawn with different layout spacings from

the I/O cells to the internal latchup sensors, ranging from 15 to 60mm. The latchup

sensors are specifically drawn with a large hN/hP(XN/XP) of 42.2mm (20mm) to make

sureof ahigh latchup susceptibility for the sensors.The I/Ocells areonly surroundedby

a single guard ring with an anode-to-cathode spacing of 14.4mm. The width of the

additional Pþ (Nþ ) inserted guard ring is kept at 3mm (3.4mm). All the test chips are

fabricated in a 0.35-mm CMOS process, and the test temperature is 30 �C. These I/O
cells are already confirmed in advance that their holding voltages are higher than VDD

(3.5V), that is, latchup-free. Thus, it is sure that the noise current injecting into the I/O

pinsnever triggerson latchup in the I/Ocells, but couldonlydoso in the internal circuits.

The measurement setup to extract the latchup-prevention rules between the I/O and

internal circuits is shown in Figure 6.27. The test procedures are in compliancewith the

JEDEC latchup trigger current test [11], as introduced in Section 6.2. The Keithley

2410 current source with a maximum power delivery of 21W and a current source

range from�50 pA to�1.05A is used to provide the required trigger current pulses at

the I/O cells. Three independent DC power supplies are used to separately bias the I/O

cells, the inserted guard rings, and the latchup sensors. A current-limiting resistor of

100W is connected between the VDD power supply and the internal latchup sensors to

limit a huge latchup current, avoiding possible EOS damage of the latchup sensors.

The HP54602A oscilloscope with a bandwidth of 150MHz is used to monitor the

voltage waveform of the input current pulse at the I/O pin (CH1), and to monitor

the voltage waveform of the VDD power rail of the latchup sensors (CH2). When a

positive (negative) trigger current injects into the I/O pins, the typical transient curves

monitored by the oscilloscope are shown in Figure 6.28a and b. If latchup is fired in the

internal latchup sensors by the trigger current applied at the I/O pins, the voltage level

of CH2 will drop from VDD to the voltage level around the holding voltage (�1V) of

the latchup sensors. Otherwise, if latchup is not triggered on in the internal latchup

sensors, the voltage level of CH2 remains at the original VDD voltage level (5V for the
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0.5-mm technology node). By adjusting the current magnitude of the trigger current

applied at the I/O pins, the critical (threshold) trigger current at the I/O pins to fire

latchup in internal latchup sensors can be found.

The relations between the threshold positive (negative) trigger current and the

spacing from the I/O cells to the latchup sensors with different guard ring designs are

shown in Figure 6.29a and b. The pulse width of the trigger current is 50ms in

compliancewith the JEDEC standard [11]. Compared to the test structures without the

inserted guard rings, the test structureswith the additional inserted guard rings can gain

a much higher threshold trigger current to fire latchup in the internal circuits (latchup

sensors). Such an increase of threshold trigger current by adding additional inserted

guard rings ismuch higher than that obtained by simply enlarging the distance between

the I/O and internal circuits, regardless of a positive or negative trigger current test. For

example, evenwith a small distance of 30mm from the I/O cells to the internal circuits,

the test structures with the additional inserted guard rings can still meet the require-

ments of the JEDEC specification (threshold trigger current > �100mA). Without

such additional inserted guard rings, however, the test structures failed to pass the

JEDEC positive trigger current test, even though the distance between the I/O and

internal circuits is as high as 60mmwhere the threshold trigger current is only 38mA.

Therefore, it is strongly recommended that the additional inserted double guard rings

Figure 6.27 Measurement setup to extract the latchup-prevention rules for between the I/O and internal

circuits. (Reprinted with permission from IEEE).
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should be placed between the I/O cells and internal circuits to maintain high latchup

immunity.Not only can they significantly improve the latchup immunity of the internal

circuits, but also can savemore layout area by reducing the spacing from the I/O cells to

the internal circuits.

Figure 6.28 Typical transient curvesmonitored by the oscilloscopewith a (a) positive, and (b) negative,

trigger currents injecting into the I/O pins. CH1 is the voltage waveform of the input current pulse at the

I/O pins, and CH2 is the voltage waveform of the VDD power rail of the latchup sensors.
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The relations between the threshold positive/negative trigger current and its pulse

width under different spacings from the I/O cells to the internal circuits are shown in

Figures 6.30 and 6.31. The test patterns in Figure 6.30 have the inserted double guard

rings, but is opposite (no inserted guard rings) in Figure 6.31. In most cases there is a

fairly obvious increase of threshold positive/negative trigger current for pulse widths

shorter than 10ms. This tendency is consistent with the characteristic in TLU [21] that
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a “transient” (short pulse width) trigger voltage/current needs a large voltage/current

magnitude to initiate TLU in comparison with the quasi-static latchup. In addition, as

shown by the abovemeasured results in Figure 6.29, it is proven once again that the use

of additional inserted guard rings can gain high threshold positive/negative trigger

currents, thus improving the latchup immunity of the internal circuits.
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Figure 6.30 For the test patterns with additional inserted double guard rings, the relations between the

(a) threshold positive trigger current and its pulse width, and (b) threshold negative trigger current and its

pulse width, with different spacings from the I/O cells to the internal circuits. (Reprinted with permission

from IEEE).
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To investigate how an inserted guard ring width impacts the latchup robustness of

the internal circuits, the relations between the threshold positive trigger current and the

inserted Pþ guard ring width are shown in Figure 6.32. The spacing from the I/O cells

to the internal circuits is at a fixed distance of 30mm. The width of the inserted Pþ
guard ring is drawnwith 3, 6, and 9mm to investigate the guard ring efficiency, whereas

thewidth of the other insertedNþ (with anN-well) guard ring is kept at 3.4mm.Due to
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Figure 6.31 For the test patterns without inserted double guard rings, the relations between the

(a) threshold positive trigger current and its pulse width, and (b) threshold negative trigger current and its

pulse width, with different spacings from the I/O cells to the internal circuits. (Reprinted with permission

from IEEE).
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the better guard ring efficiency for a wider guard ring width, the threshold trigger

current increases with the inserted guard ring width. For example, when the Pþ guard

ring width increases from 3 to 9mm, the threshold positive trigger current can be

enhanced from 275 to 325mA. Thus, the additional inserted double guard rings should

be drawn as wide as possible in the real chip layout under a specified spacing from the

I/O cells to the internal circuits. Based on this layout methodology, one set of compact

(area-efficient) but still safe latchup-prevention layout rules can be established

between the I/O and the internal circuits.

6.6 Conclusion

Methodologies to extract compact and safe layout guidelines for latchup prevention

are introduced for I/O cells, for internal circuits, and for between I/O cells and internal

circuits. For the I/O cells, the extractionmethodologies can be performed to determine

the required guard ring designs (double guard rings, single guard ring, or no guard

ring), the minimum guard ring width, the maximum distance between the base and

collector guard rings, and the minimum anode-to-cathode spacing. For the internal

circuits cells, the methodologies can help extract the maximum distance from

substrate/well pickup to the well edge (or the maximum distance from any point

inside the source/drain region to the nearest well or substrate pickup), and the

maximum distance between two adjacent substrate/well pickups. For between the

I/O cells and internal circuits, themethodologies can also help determine theminimum

spacing between the I/O and internal circuits, the guard ring designs (with or without
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the inserted guard rings) between the I/O and internal circuits, and theminimumwidth

of the inserted guard rings between the I/O and internal circuits.

From all the experimental results presented in this chapter (0.35 or 0.5-mm CMOS

processes), the I/O cells possess a good latchup robustness by simply using a single

guard ring to surround the NMOS and PMOS in I/O cells, even though there is only a

small anode-to-cathode spacing under a very high temperature of 125 �C. Therefore,
the I/O cells can be drawnwith only a single guard ring to save layout area but still have

prominent latchup robustness. The internal circuits, however, are always sensitive to

latchup evenwith a high pickup density. As a result, the additional inserted guard rings

should be added between the I/O cells and internal circuits to further improve the

latchup immunity of the internal circuits. The introduced methodologies can be easily

implemented in all different CMOS technology nodes, and the safe/compact design

rules for latchup prevention can be specified upon the requirements of miscellaneous

specifications.
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7

Special Layout Issues for Latchup
Prevention

Asmentioned in Chapter 6, the design guidelines for latchup prevention usually focus

on I/O cells, internal circuits, and between I/O and internal circuits. However,

unexpected latchup issues still potentially exist, even though the ICs layout designs

are fully in compliance with the aforementioned latchup design guidelines. This

chapter specifically introduces such special layout issues which need to be noted.

Neglecting these layout issues could draw an unanticipated latchup problem. In

addition, the corresponding solutions to these unexpected latchups are also given.

By using these, IC designers could prevent possible design mistakes, eliminate the

waste of masks and wafers, and decrease the time to market for products.

7.1 Latchup between Two Different Power Domains

Conventional latchup is usually referred to the so-called “VDD-to-GND” latchup,

meaning that the PNPN latchup path goes through from the VDD (Pþ source of the

PMOS) to the GND (the Nþ source of the NMOS). Although usually unexpected,

however, latchup could also happen between two different power domains, leading to

the so-called “VDD,H-to-VDD,L” latchup, as shown in Figure 7.1. VDD,H (VDD,L)

represents the higher (lower) power supply voltage in multiple-power CMOS ICs.

Two different power supply voltages are commonly seen in the mixed-signal design

requirements [1], where the I/O buffer is usually designed with thick-oxide devices

powered by VDD,H, whereas the internal circuitry is designed with thin-oxide devices

powered by VDD,L. Unlike the conventional latchup path going through from VDD to

GND, such a specific latchup path goes through fromVDD,H (Pþ source of the PMOS)

to VDD,L (Nþ well contact). Once VDD,H-to-VDD,L latchup occurs, a huge latchup
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currentwill conduct through fromVDD,H toVDD,L, leading to temporarymalfunction or

permanent damage in the CMOS ICs.

7.1.1 Practical Examples

Practical failure returns have proven such VDD,H-to-VDD,L latchup issues [2–3] in

mixed-voltage I/O circuitry. For example, the schematic diagram of an I/O buffer with

a 3.3V driving capability and 5V tolerance is shown in Figure 7.2 [2]. This I/O buffer

Figure 7.2 Schematic diagram of an I/O buffer with a 3.3V driving capability and 5V tolerance.

(Reprinted with permission from C.-N. Wu, H.-M. Chou, and M.-C. Chang, “Latch-up failure path

between power pins in the mixed-voltage process,” Proceedings of the IEEE International Reliability

Workshops, IEEE, Piscataway, NJ. � 2003 IEEE).

Figure 7.1 Device cross-sectional view to show the latchup path between two different power domains,

VDD,H and VDD,L.
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consists of two cascade NMOS transistors (MN1 and MN2) and a PMOS transistor

(MP1) with a floating N-well [4]. By connecting the gate of MN1 to VDD_IO (that is,

VDD,H) of 3.3V, and the gate of MN2 to the pre-driver output, the gate oxide and hot

carrier overstress can be avoided onMN1 orMN2 under a 5Vapplication for the input

mode. The floating N-well of MP1 is connected to VDD_IO through a control circuit

(MP2). MP2 can bias the floating N-well to 3.3V when the voltage on the I/O pad is

smaller than 3.3V.However, if thevoltage on the I/O pad is higher than 3.3V,MP2will

bias the floating N-well as the input voltage. As a result, there is no gate oxide

overstress on MP1 when this I/O buffer receives a 5V signal.

With the JEDEC latchup trigger current test [5], latchup failure is found between this

I/O buffer and the internal circuits. The corresponding hot spot picture and device

cross-sectional view are shown in Figure 7.3. The hot spot picture is monitored by the

emission microscope (EMMI), indicating that the latchup current path goes through

from VDD_IO (3.3V) in the I/O buffer, to VDD_core (that is, VDD,L) in the internal

circuitry. In the parasitic SCR between VDD_IO and VDD_core, the parasitic vertical

PNPBJT (VPNP) is formedwith the source ofMP1connected toVDD_IO (emitter), the

N-well (NW2) connected to VDD_IO viaMP2 (base), and the P-substrate connected to

VSS (collector). The parasitic horizontal NPN BJT (LNPN) is formed with the NW1

connected to the VDD_core (emitter), the P-substrate connected to the VSS (base),

and the NW2 connected to VDD_IO via MP2 (collector). The resistor, R1, represents

the local substrate contact rings with a higher resistance due to the narrow silicided

diffusions. The diode, DW, represents the parasitic diode formed with NW1 and the

Figure 7.3 Hot spot picture and device cross-sectional view to show the latchup failure between the I/O

buffer and the internal circuits. (Reprinted with permission from C.-N. Wu, H.-M. Chou, and M.-C.

Chang, “Latch-up failure path between power pins in the mixed-voltage process,” Proceedings of the

IEEE International Reliability Workshops, IEEE, Piscataway, NJ. � 2003 IEEE).
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Figure 7.4 Equivalent schematic diagram to show the latchup failure between the I/O buffer and the

internal circuits. (Reprinted with permission from C.-N. Wu, H.-M. Chou, and M.-C. Chang, “Latch-up

failure path between power pins in the mixed-voltage process,” Proceedings of the IEEE International

Reliability Workshops, IEEE, Piscataway, NJ. � 2003 IEEE).

P-substrate. The corresponding equivalent schematic diagram is illustrated in

Figure 7.4.

For the positive trigger current test, the injecting holes will inject to NW2 from the

Pþ drain of MP1, and subsequently be collected by VSS through R1. As a result, the

resulting hole current flow can induce voltage across R1. If the hole current is large

enough to cause a voltage drop higher than the VDD_coreþVf (the forward-biased

voltage of DW), the emitter/base junction (DW) of LNPN will be forward-biased to

turn on the LNPN. Afterwards, the turn-on LNPN also injects large number of

electrons into NW2, turning on the VPNP. Thus, a positive-feedback regeneration

mechanism leads the latchup to be triggered on between VDD_IO (3.3V) in the I/O

buffer, andVDD_core in internal circuitry. For the negative trigger current test, a similar

triggering mechanism can be found. For instance, the electrons will first inject into

the P-substrate, and subsequently be collected by VDD_IO through NW2. Thus, the

resulting electron current will first lead the emitter/base junction of VPNP to be

forward-biased, turning on the VPNP. The turn-on VPNP subsequently provides a

large numbers of holes injecting into the NW to trigger on LNPN, further driving the

parasitic SCR into the latchup state between VDD_IO and VDD_core.

The “VDD,H-to-VDD,L” latchup issues have been verified in this 5V-tolerance I/O

librarywith three technology nodes: 0.13, 0.18, and 0.25mmCMOS technologies. The

latchup test results are summarized in Table 7.1. VDmax is defined as the voltage

difference of VDD_IO and VDD_core plus 10% tolerance. Furthermore, the measured
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DC latchup I–V characteristics between VDD_IO and VDD_core with these three

technology nodes are also shown in Figure 7.5, from which the holding voltage can

be extracted, as listed in Table 7.1. The test results show that only the DUT

implemented with the 0.25mm process can pass the test, but fails to pass for 0.13

and 0.18mm processes. To make sure the occurrence of latchup between VDD_IO and

VDD_core, the VDmax (VDD_IO–VDD_coreþ 10%) should be higher than the holding

voltage, which is the required minimum voltage to sustain latchup occurrence [6–8].

For the 0.25mm process, because the VDmax (0.9V) is smaller than its corresponding

holding voltage (1.06V), the DUT can pass the latchup test due to no potential risk of

latchup (that is, latchup-free) between VDD_IO and VDD_core. For 0.13 and 0.18mm
processes, on the contrary, because VDmax isgreater than its corresponding holding

voltage, the DUT fails to pass the latchup test due to the existence of potential latchup

risks between VDD_IO and VDD_core. It was found that VDD_IO-to-VDD_core latchup

occurs in the 0.25mm process if VDmax is increased up to greater than the holding

voltage, whereas there is no latchup in the 0.13 and 0.18mm processes if VDmax is

Figure 7.5 Measured DC latchup I–V characteristics between VDD_IO and VDD_core with three

technology nodes: 0.13, 0.18, and 0.25mm CMOS technologies. (Reprinted with permission from

C.-N. Wu, H.-M. Chou, and M.-C. Chang, “Latch-up failure path between power pins in the mixed-

voltage process,”Proceedings of the IEEE International ReliabilityWorkshops, IEEE, Piscataway,NJ.�
2003 IEEE).

Table 7.1 Summary of latchup test results in a 5V-tolerance I/O library with three technology nodes:

0.13, 0.18, and 0.25mm CMOS technologies. (Reprinted with permission from C.-N. Wu, H.-M. Chou,

andM.-C. Chang, “Latch-up failure path between power pins in themixed-voltage process,”Proceedings

of the IEEE International Reliability Workshops, IEEE, Piscataway, NJ. � 2003 IEEE).

Process 0.25mm 0.18mm 0.13mm

Latchup test result Pass Fail Fail

System voltage (VDD_IO, VDD_core) 3.3V, 2.5V 3.3V, 1.8V 3.3V, 1.2V

VDmax¼ (VDD_IO–VDD_core)þ 10% 0.9V 1.7V 2.3V

Holding voltage 1.06V 0.71V 0.92V

Special Layout Issues for Latchup Prevention 155



decreased down to lower than the corresponding holding voltages. This evidence

proves once again that latchup indeed occurs between VDD_IO and VDD_core.

7.1.2 Suggested Solutions

To suppress the latchup susceptibility between two different power domains, addi-

tional double guard rings can be inserted between two different N-wells (NW1 and

NW2). The device cross-sectional view when inserting double guard rings to achieve

the latchup-free layout plan is shown in Figure 7.6. The Pþ guard ring is connected to

GND, and the Nþ /N-well guard ring is connected to VDD_IO. The inserted guard ring

can help decouple theVPNP fromLNPN, raising the holding voltage up to greater than

VDmax for latchup prevention. With the inserted guard rings, the latchup test results

show that the aforementioned latchup-sensitive 0.13 and 0.18mm processes can pass

the requirements of the standard specification. Most foundry design rules only focus

on the latchup design guidelines for I/O cells, internal circuits, and between the I/O and

internal circuits. The latchup design guidelines between two different power domains

(VDD,H-to-VDD,L latchup), however, are rarely specified in foundry design rules. Thus,

both foundry and IC designers should be aware of the design solution by inserting

guard rings between the two different power domains.

7.2 Latchup in Internal Circuits Adjacent to Power-Rail
ESD Clamp Circuits

With the highly strong ESD robustness against pin-to-pin and VDD-to-VSS ESD stress,

the power-rail ESD clamp circuit is a popular on-chip solution for component-level

Figure 7.6 Device cross-sectional view of inserting double guard rings to prevent the occurrence of

latchup betweenVDD_IO andVDD_core. (Reprintedwith permission fromC.-N.Wu,H.-M.Chou, andM.-C.

Chang, “Latch-up failure path between power pins in the mixed-voltage process,” Proceedings of the

IEEE International Reliability Workshops, IEEE, Piscataway, NJ. � 2003 IEEE).
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ESDprotection [9–14].A generic power-rail ESD clamp circuit is shown in Figure 7.7.

With proper design of the RC time constant to be �ms, the ESD-clamping NMOS

(Mn2) can be turned on to discharge ESD current for ESD protection, and turned off

under normal circuit operations without any adverse impact. In general, the power-rail

ESD clamp circuit is not a latchup-triggering source because there is no Nþ /Pþ
diffusions directly connected to the I/O pads (only VDD/VSS pads). However, if the

power-rail ESD clamp circuit is very close to both the I/O pads and internal circuits,

it could be a latchup-triggering source to unexpectedly initiate latchup in the nearby

internal circuits.

7.2.1 Practical Examples

Practical failure returns show the latchup issue in internal circuits adjacent to the

power-rail ESD clamp circuit [14]. In this case, the die photograph is shown in

Figure 7.8. Under the latchup trigger current test, specifically latchup immunity is

degraded when negative current injects into pad numbers 14 and 23, which are located

close to the power-rail ESD clamp circuit. The device cross-section of the power-rail

ESD clamp circuit is shown in Figure 7.9, and its circuit schematic is shown in

Figure 7.7.

During negative current injection, some of the electrons can be collected by VDD

through the N-well resistor, thus generating a voltage drop along this N-well resistor.

Once the voltage drop is higher than the threshold voltage of MP1, the latter will be

turned on and raise the potential at node A. Consequently, the ESD-clamping NMOS

(MN2) will be turned on and induce a large substrate current to initiate latchup in the

nearby internal circuits. This latchup mechanism is confirmed by directly connecting

Figure 7.7 Circuit schematic of the generic power-rail ESD clamp circuit. The ESD-clamping NMOS

(MN2) can be turned on to discharge the ESD current for ESD protection, and turned off under normal

circuit operation without any adverse impact.
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the node B to VDD.With a VDD potential for node B, node Awill be pulled down to the

GND and MN2 will be turned off. As a result, latchup disappears under the same

negative trigger current levels.

During the positive current injection, however, the injecting carriers are the holes.

They could only be collected by the GND, and have no chance to turn on MN2. Even

though some injected holes can directly reach the nearby internal circuits through the

P-substrate, the amount should be negligible because of recombination and are unable

to induce latchup. Thus, latchup immunity remains normal under the positive trigger

current test.

Figure 7.9 Device cross-section of the power-rail ESD clamp circuit. (Reprinted with permission from

P. Tong, W. Chen, R. Jiang et al., “Active ESD shunt with transistor feedback to reduce latchup

susceptibility or false triggering,” Proceedings of the IEEE International Symposium. on the Physical

and Failure Analysis of Integrated Circuits (IPFA), IEEE, Piscataway, NJ. � 2004 IEEE).

Figure 7.8 Die photograph of the CMOS chip [14]. Latchup issue exists in the internal circuits adjacent

to the power-rail ESD clamp circuit. (Reprinted with permission from P. Tong, W. Chen, R. Jiang et al.,

“Active ESD shunt with transistor feedback to reduce latchup susceptibility or false triggering,”

Proceedings of the IEEE International Symposium. on the Physical and Failure Analysis of Integrated

Circuits (IPFA), IEEE, Piscataway, NJ. � 2004 IEEE).
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7.2.2 Suggested Solutions

To avoid potential latchup risks in internal circuits which are close to the power-rail

ESD clamp circuit, a straightforward solution is to take the internal circuits away from

the ESD clamp circuit as far as possible. However, it is not an economical solution

because of a larger layout area. To achieve good latchup immunity and a compact

layout in CMOS ICs, a new power-rail ESD clamp circuit with transistor feedbackwas

proposed [14]. The circuit schematic is shown in Figure 7.10.With a feedback PMOS,

MP2, node B remains at a high voltage level of VDD because node A is at the low-state

(GND) during normal circuit operation. During the latchup negative trigger current

test, nodeBwill not be lowered even though the injected electrons are collected byVDD

through the N-well resistor. Thus, MN2 always stays turn-off, and potential latchup

danger can be avoided in internal circuits which are very close to this new power-rail

ESD clamp circuit with a transistor feedback. For the design of this new ESD clamp

circuit, the only concern is the premature turn-off of MN2 during the ESD events,

because MP2 always helps MN2 to be turned off via feedback. This design criterion

can be well clarified with device simulation by choosing proper R and C values [14].

7.3 Unexpected Trigger Point to Initiate Latchup in Internal Circuits

In internal circuits, latchup can be easily triggered on by the trigger current injecting

into the I/O pads. To prevent the occurrence of latchup in internal circuits, adding

substrate/well pickups, inserting guard rings between the I/O and the internal circuits,

and enlarging the spacing between the I/O and the internal circuits are the common

solutions. However, even though these latchup design guidelines are certainly

implemented, unexpected latchup in internal circuits could still happen when there

are diffusion regions, which are directly connected to the I/O pads, in the internal

circuits. The device cross-sectional view and layout top view to show such specific

Figure 7.10 Circuit schematic of the power-rail ESD clamp circuit with a transistor feedback [14].
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latchup issue in the internal circuits are illustrated in Figure 7.11a and b, respectively.

With the directly connected metal line between the I/O pad and the diffusion region in

the internal circuits, the diffusion region can be treated as a latchup trigger point. The

trigger current injecting into the I/O pads can reach this trigger point, generating the

substrate current to initiate latchup in the neighboring internal circuits. As a result,

Figure 7.11 (a) Device cross-sectional view, and (b) layout top view, to show latchup occurrence in the

internal circuits.With the directly connectedmetal line between the I/O pad and the diffusion region in the

internal circuits, the trigger current injecting into the I/O pads can reach the internal circuits, generating

the substrate current to initiate latchup in the internal circuits.
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inserting additional guard rings or enlarging the spacing between the I/O and the

internal circuits has no effectiveness in improving the latchup immunity in the internal

circuits, because the trigger current no longer travels along the substrate, but along the

metal instead to the internal circuits. In general, due to the lack of protection of the

guard rings as well as the demand for high integration of the circuitry, the internal

circuits are always very susceptible to such latchup issues. To ensure reliable CMOS

ICs, designers should particularly beware of such latchup issues and their related

solutions.

7.3.1 Practical Examples

Practical failure returns [15–16] have proven that the diffusion regions directly

connected to the I/O pads can induce latchup in the internal circuits. A CDM [17–

18] ESD clamp device is one practical example. A typical schematic diagram of the

ESD protection designs for CDM ESD events is shown in Figure 7.12. During the

CDMevents, the CDMESD clamp device (gate-groundedNMOS,GGNMOS), which

is placed between VSS and the gate of MN/MP, can shunt most CDM ESD current

(IESD) to protect MN from CDM ESD damage. However, the drain diffusion region

of the CDM ESD clamp device, which is directly connected to the I/O pad via the

metal connection, could be a latchup trigger point to induce latchup occurrence in

the internal circuits. Once there is a negative trigger current injecting into the I/O pad,

the electron current can reach the Nþ drain diffusion of the CDM ESD clamp device

via themetal connection. Subsequently, the injecting electron current can flow into the

P-substrate (or P-well), inducing latchup in the neighboring internal circuits.

Another failure return [16] also shows that the diffusion regions directly connected

to the I/O pads can induce latchup in the internal circuits of a power controller IC.

In this IC, all I/O pins have the same I/O cell including an ESD protection devices.

Figure 7.12 Typical schematic diagram of the ESD protection designs for CDM ESD events.
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However, the latchup test results reveal that a specific “pin A” is very susceptible to

the negative trigger current test in comparison with the other pins. The schematic

diagram and the EMMI photograph of the latchup path under the latchup negative

trigger current test are shown in Figure 7.13a and b, respectively. The EMMI

photograph shows that latchup does not occur in the I/O cell of pin A, but in its

adjacent internal circuits. The equivalent circuit and the device cross-sectional view

of the internal circuit (PMOS) which is directly connected to such a specific pin A

are shown in Figure 7.14a and b, respectively. With the design considerations of

reducing the threshold voltage in the PMOS, pin A is directly connected to the Nþ
well contact and Pþ source of the PMOS. However, because of the direct metal

Figure 7.13 (a) Schematic diagram, and (b) EMMI photograph, of the latchup path in the latchup

negative trigger current test. (Reprinted with permission from S.-H. Chen and Ming-Dou Ker, “Failure

analysis and solutions to overcome latchup failure event of a power controller IC in bulk CMOS

technology.” Microelectronics Reliability, Elsevier, Oxford, UK. � 2006 Elsevier).
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connection between pin A and the Nþ well contact, the injecting negative trigger

current (from pin A) can flow into the P-substrate via the parasitic N-well/

P-substrate diode, initiating latchup in the neighboring internal circuits. The device

cross-sectional view to illustrate such a latchup-firing mechanism is shown in

Figure 7.15, and the corresponding layout patterns are also shown in Figure 7.16.

As a result, the neighboring internal circuits are very sensitive to the negative

trigger current (with a latchup immunity level of only �50mA), even though there

are good latchup-preventing layout designs in the I/O cells (with double guard

rings) and in between the I/O and internal circuits (with inserted guard rings

between them).

Figure 7.14 (a) Equivalent circuit, and (b) device cross-sectional view, of the internal circuit (PMOS)

which is directly connected to pin A. (Reprinted with permission from S.-H. Chen and Ming-Dou Ker,

“Failure analysis and solutions to overcome latchup failure event of a power controller IC in bulk CMOS

technology.” Microelectronics Reliability, Elsevier, Oxford, UK. � 2006 Elsevier).
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Figure 7.16 (a) Relationship between the PMOS and latchup path in the layout pattern. (b) Zoomed-in

layout pattern to show the latchup location at the neighboring circuits. (Reprinted with permission from

S.-H. Chen and Ming-Dou Ker, “Failure analysis and solutions to overcome latchup failure event of a

power controller IC in bulk CMOS technology.” Microelectronics Reliability, Elsevier, Oxford, UK. �
2006 Elsevier).

Figure 7.15 Device cross-sectional view to illustrate the latchup path triggered by the substrate current

that is induced from the forward N-well/P-substrate diode. (Reprinted with permission from S.-H. Chen

andMing-DouKer, “Failure analysis and solutions to overcome latchup failure event of a power controller

IC in bulk CMOS technology.” Microelectronics Reliability, Elsevier, Oxford, UK. � 2006 Elsevier).
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7.3.2 Suggested Solutions

The aforementioned practical failure returns show that any diffusion region, which is

directly connected to the I/O pad, in the internal circuits could be the unexpected

latchup trigger point to induce latchup in the internal circuits. To certainly prevent such

a latchup issue, it is an efficient solution by using the guard rings to surround the

diffusion trigger point, or by inserting the guard rings between the diffusion trigger

point and its adjacent latchup-sensitive internal circuits. The guard ring can collect the

injecting carriers coming from the I/O pad, further preventing these carriers from

escaping to induce latchup in the neighboring internal circuits. In addition, a small

current-limiting resistor can be also added between the diffusion trigger point and its

directly-connected I/O pad [16]. Such a current-limiting resistor can improve the

latchup immunity of the internal circuits by reducing the trigger current which flows

into the diffusion trigger point. However, it will induce the additional voltage drop

across itself, consequently degrading the circuit performance. Therefore, the resis-

tance of the current-limiting resistor should be optimized for efficiently improving the

latchup immunity level but without serious degradation on circuit performance.

7.4 Other Unexpected Latchup Paths in CMOS ICs

Another unexpected latchup path can go through from the power pins to the adjacent

grounded Nþ diffusions or N-well. The typical schematic diagram to show such a

latchup issue is illustrated in Figure 7.17. Due to the ESD protection diode (diode_1)

Figure 7.17 Schematic diagram to show the unexpected latchup issue between the power pins and the

adjacent grounded Nþ diffusions or N-well.
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between the terminal rails VDD and VCC (VCC > VDD, where VCC and VDD are actual

voltage values), the latchup path can go through from the Pþ diffusion (anode of

diode_1) connected to the VDD pin, the N-well (cathode of diode_1) connected to VCC,

and the P-substrate connected to GND, to the grounded Nþ source of the NMOS

output driver (MN) in the neighboring I/O buffer, as shown in the left-hand figure.

Also, the latchup path can go through from the Pþ diffusion (anode of diode_2)

connected to the VDD pin, the N-well (cathode of diode_2) connected to VCC, and the

P-substrate connected to GND, to the Nþ diffusion (cathode of diode_3) of the

neighboring ESD protection diode connected to the GND pin, as shown in the right-

hand figure.

Additionally, unexpected latchup can occur due to the existence of the ESD-

connection diodes between the separated power lines. The typical configuration

of such ESD-connection diodes between the separated power lines is shown in

Figure 7.18. Because of the existence of the ESD-connection diodes, the latchup

path can go through from the Pþ diffusion (anode of diode_A) connected to VDD_1,

the floatingN-well (cathode of diode_A), and the P-substrate connected toGND, to the

N-well (cathode of diode_B or diode_C) connected to GND_1/GND_2. Also, the

latchup path can go through from the Pþ diffusion (anode of diode_D) connected to

VDD_2, the floating N-well (cathode of diode_D), and the P-substrate connected to

GND, to the N-well (cathode of diode_B or diode_C) connected to GND_1/GND_2.

Another unexpected case is the I/O-to-I/O cell interaction-induced latchup [3].

The schematic diagram of such a latchup issue is shown in Figure 7.19. The latchup

Figure 7.18 Schematic diagram of ESD-connection diodes between the separated power lines.
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path can go through from the Pþ source of the PMOS output driver connected to VDD,

the N-well connected to VDD, and the P-substrate connected to GND, to the Nþ source

of the neighboring power-rail ESD clamped cell (GGNMOS). Such an I/O-to-I/O cell

interaction-induced latchup is difficult to detect, because the latchup rules in I/Ocells are

usually checked in unit I/O cells, but not checked in between two adjacent I/O cells.

To prevent the aforementioned unexpected latchup issues, one common solution is

to enlarge the anode-to-cathode spacing of these unexpected latchup paths. Together

with the insertions of additional guard rings to decouple these latchup paths, safe and

compact layout schemes for latchup prevention can be achieved.

7.5 Conclusion

In general, foundry latchup design guidelines do not cover the unexpected latchup

paths introduced in this chapter. These latchup paths can exist between two different

power domains (VDD,H-to-VDD,L latchup), between the power-pins and grounded

Nþ /N-well, and between two adjacent I/O cells. The ESD-coupled diodes between

separated power lines can also lead to the unexpected VDD-to-VSS latchup. In addition,

unexpected latchup can occur in internal circuits due to the direct connection between

the I/O pads and the Nþ /Pþ diffusions in the internal circuits. If the power-rail ESD

clamp circuit is very close to the I/O pads, ESD-clamping NMOS could be unexpect-

edly turned on during the negative trigger current test, probably initiating latchup in the

nearby internal circuits.

IC designers usually neglect these unexpected latchup issues, leading to potential

latchup risks in most CMOS ICs. Many practical failure returns have proven to show

such unexpected latchup paths in CMOS ICs, and related latchup-preventing solutions

should be implemented. Enlarging the anode-to-cathode spacing together with the

Figure 7.19 Schematic diagram to show the unexpected I/O-to-I/O cell interaction-induced latchup.
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insertions of additional guard rings in these unexpected latchup-sensitive paths are

common solutions to prevent these potential latchup risks. A power-rail ESD clamp

circuit with a transistor feedback can be used to efficiently eliminate the potential

latchup danger in its nearby internal circuits. By combining these solutions with the

general foundry�s latchup design guidelines, IC designers can design latchup-robust IC

products and decrease the time to market for IC products.
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8

TLU Prevention in Power-Rail
ESD Clamp Circuits

Effective power-rail ESD clamp circuits have been playing an important role for whole-

chip ESD protection in the state-of-the-art CMOS ICs. These power-rail ESD clamp

circuits, however, havebeen found tobeparticularly sensitive toTLUin the system-level

ESD test. This chapter introduces several TLU issues in power-rail ESD clamp circuits

fabricated in both low-voltage (LV) and high-voltage (HV) 40-V CMOS processes. In

LVCMOS processes, although the TLU-free ESD-clamp circuit can be easily designed

by placing double guard rings to surround each MOS devices, a specific “TLU-like”

failure would still occur due to the latch-on state of the ESD-clamping NMOS in the

system-level ESD test. In HV CMOS processes, the bottleneck is that the latchup

holding voltage is generally much smaller than the HV nominal operating voltage, thus

inevitably leading to TLU risks in HV power-rail ESD clamp circuits. In addition to the

clarification of TLU-related issues in the power-rail ESD clamp circuits, the investiga-

tion and design of TLU-free power-rail ESD clamp circuits are also introduced. These

TLU-free power-rail ESD clamp circuits can guarantee robust ESD immunity without

suffering TLU or any TLU-like danger in both LV and HV CMOS ICs.

8.1 In LV CMOS ICs1

ESD protection has been one of the most important reliability issues in CMOS ICs.

ESD failures caused by thermal breakdown due to high current transient, or dielectric

breakdown in a gate oxide due to high voltage overstress, often result in immediate

malfunction of the IC chips. In order to obtain high ESD robustness, CMOS ICs must

1� 2008 IEEE. Reprinted, with permission, from Ming-Dou Ker and C.-C. Yen, Investigation and design of on-chip

power-rail ESD clamp circuits without suffering latchup-like failure during system-level ESD test (sections I–V,

figures 1, 2, 6–15, 17–19, and tables V, VI. VII, and VIII), in IEEE Journal of Solid-State Circuits, Vol. 43, no. 11,

pp. 2533–2545, Nov. 2008. IEEE, Piscataway, NJ.
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be designed with on-chip ESD protection circuits at the I/O pins and across the

power lines [1]. With the reduced breakdown voltage of the thinner gate oxide in

advanced deep-submicronCMOSprocesses, turn-on-efficient ESD protection circuit is

required to clamp the overstress across the gate oxide of the internal circuits. Since the

stored electrostatic charges could be either positive or negative, there are four different

ESD-testingmodes at the input–output I/O pinswith respect to the groundedVDDorVSS

pins [2]. Moreover, for comprehensive ESD verification, two additional pin combina-

tions in the ESD test, which are the pin-to-pin ESD stress and the VDD-to-VSS ESD

stress, are performed to verify the ESD reliability of IC chips [2]. These two additional

ESD testingmodes often lead to some unexpectedESDcurrent through the I/Opins and

power lines into the internal circuits and result inESDdamage in the internal circuits [3].

Therefore, an effective power-rail ESD clamp circuit between the VDD and VSS power

lines is necessary for whole-chip ESD protection. The typical on-chip ESD protection

design with an active power-rail ESD clamp circuit in CMOS ICs is shown in

Figure 8.1 [4]. When the input (or output) pin is discharged under the positive-to-

VSS (PS-mode) or negative-to-VDD (ND-mode)ESDstresses, the power-rail ESDclamp

circuit can provide a low impedance path between the VDD and VSS power lines to

efficiently discharge the ESD current. Thus, to avoid unexpected ESD damage in the

internal circuits under pin-to-pin and VDD-to-VSS ESD stresses, the power-rail ESD

clamp circuit must be designed with a high turn-on efficiency and a fast turn-on speed.

In the active power-rail ESD clamp circuit, the ESD-transient detection circuit

is designed to detect the ESD event and sends a control voltage to the gate of the

ESD-clamping NMOS. Since the ESD-clamping NMOS is turned on by a positive

gate voltage rather than by snapback breakdown, the ESD-clamping NMOS can

be turned on quickly to discharge the ESD current before the internal circuits

Figure 8.1 Typical on-chip ESD protection design with an active power-rail ESD clamp circuit.

(Reprinted with permission from IEEE).
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are damaged. Thus, the effective power-rail ESD clamp circuit is necessary for

protecting the internal circuits against ESD damage, and several modified designs

of the ESD-transient detection circuits have been reported to enhance the performance

of power-rail ESD clamp circuits [5–9].

8.1.1 Power-Rail ESD Clamp Circuits

Four different power-rail ESD clamp circuits are depicted in Figure 8.2a–d [5–9]:

(a) a power-rail ESD clamp circuit with typical RC-based detection, (b) a power-rail

ESD clamp circuit with PMOS feedback, (c) a power-rail ESD clamp circuit with

NMOSþ PMOS feedback, and (d) a power-rail ESD clamp circuit with cascaded

PMOS feedback.

Figure 8.2 Four different power-rail ESD clamp circuits designed with (a) typical RC-based detection,

(b) PMOS feedback, (c) NMOS þ PMOS feedback, and (d) cascaded PMOS feedback. (Reprinted with

permission from IEEE).
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8.1.1.1 Power-Rail ESD Clamp Circuit with Typical RC-Based Detection

A typical RC-based power-rail ESD clamp circuit is illustrated in Figure 8.2a with a

three-stage buffer between theRCcircuit and theESD-clampingNMOS [5]. TheESD-

clamping NMOS provides a low impedance path between VDD and VSS to discharge

the ESD current. The ESD-transient detection circuit can detect ESD pulses with a rise

time of �10 ns and send a control voltage to the gate of the ESD-clamping NMOS.

Under the ESD stress condition, the voltage level at the VFilter node is increased much

slower than that on the VDD power line, because the RC circuit has a time constant of

the order of microseconds (ms). Due to the delay of the voltage increase at the VFilter

node, the three-stage buffer is powered by theESDenergy and conducts a voltage to the

VG node to turn on the ESD-clamping NMOS. The turned-on ESD-clamping NMOS,

which provides a low-impedance path between the VDD and VSS power lines, clamps

Figure 8.2 (Continued ).
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the overstress ESD voltage to effectively protect the internal circuits against ESD

damage.

The turn-on time of the ESD-clamping NMOS during ESD transition can be

adjusted by designing the RC time constant in the ESD transient detection circuit.

The turn-on time is usually designed to be around �100 ns to meet the half-energy

discharging time of the HBMESD current. Under normal circuit operating conditions,

the power-rail ESD clamp circuitmust be kept off to avoid power loss fromVDD toVSS.

The rise time of VDD powered up is around �1ms or even longer in most microelec-

tronics systems. To meet such a timing requirement, the RC time constant in the

RC-based ESD-transient detection circuit is typically designed with 0.1� 1ms to

achieve the design constrains.

8.1.1.2 Power-Rail ESD Clamp Circuit with PMOS Feedback

Another design consideration for the power-rail ESD clamp circuit is the circuit

immunity to false triggering during the power-up condition. The power-rail ESD

clamp circuit should be turned on when the ESD voltage appears across the VDD and

VSS power lines, but is kept off when the IC operates under the normal power-on

condition. Tomeet these requirements, theRC time constant has been usually designed

with 0.1� 1ms to achieve the design constraints. However, the large RC time constant

used in the power-rail ESD clamp circuit may cause false triggering during a fast

power-up condition with a rise time of less than 10ms. The modified power-rail ESD

clamp circuit incorporated with a PMOS feedback, as shown in Figure 8.2b, was used

to mitigate such a mis-trigger problem [6]. The transistor MPFB can help to keep the

gate voltage of the ESD-clamping NMOS below its threshold voltage and further

reduce the current drawn during the power-up condition.

8.1.1.3 Power-Rail ESD Clamp Circuit with NMOSþPMOS Feedback

In advanced CMOS technology with a thinner gate oxide, the power-rail ESD clamp

circuit with a largeMOS capacitance in the RC timer was reported to cause significant

stand-by power consumption due to gate oxide leakage current [7]. Thus, modified

power-rail ESD clamp circuits with a small MOS capacitance are desired for

combating the gate leakage. It was reported that a power-rail ESD clamp circuit

incorporated with a regenerative feedback network can be used to significantly reduce

the RC time constant, as illustrated in Figure 8.2c [8].

The transistors MPFB and MNFB provide a feedback loop, which can latch the

ESD-clamping NMOS in the conductive state during the ESD-stress condition. When

a fast positive-going ESD transient appears across the power rails, the MNFB can

further pull the potential of the INV2OUT node towards ground to latch the ESD-

clamping NMOS in the conductive state until the voltage on VDD drops below

the threshold voltage of the ESD-clamping NMOS. With this feedback loop in the
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power-rail ESD clamp circuit, the dynamic currents ofMP2,MN2, MPFB, and MNFB

determine the critical voltage to trigger on the ESD-clampingNMOS. After the timing

out of the RC time constant in the ESD transient detection circuit, the transistor MP2

begins to conduct and increase the potential of the INVOUT2 node. The settling

potential of the INVOUT2 node is set by the current balance betweenMP2 andMNFB.

Thus, the device ratios ofMP2 and MNFB in the power-rail ESD clamp circuit with a

NMOS þ PMOS feedback should be appropriately selected.

8.1.1.4 Power-Rail ESD Clamp Circuit with Cascaded PMOS Feedback

Another RC-based power-rail ESD clamp circuit with cascaded PMOS feedback has

been proposed to reduce theRC time constant and to solve the false trigger issue during

fast power-up constrains, as shown in Figure 8.2d [9]. The PMOS transistor MPFB is

connected to form the cascaded feedback loop, which is a dynamic feedback design.

During theESD-stress condition, the transistorMPFBwas turned off and thevoltage

on the INV2OUT node can remain in a low state. Thus, the turn-on time of the ESD-

clamping NMOS can be longer than that of the typical RC-based power-rail ESD

clamp circuit. If the ESD-clamping NMOS is mis-triggered during the fast power-up

condition or by an overvoltage under normal operating conditions, the voltage on the

INV2OUT node can be charged up toward VDD by the subthreshold current of MPFB.

Therefore, the ESD-clamping NMOS will not stay in the latch-on state and turn itself

off after the fast power-up condition.Comparedwith the feedback designswith a direct

PMOS feedback in Figure 8.2b, the power-rail ESD clamp circuit with a cascaded

PMOS feedback has the advantage of capacitance reduction.

8.1.2 TLU-Like Issues in LV Power-Rail ESD Clamp Circuits

IC malfunction or wrong triggering behavior due to a TLU-like issue can be

investigated among the aforementioned four different power-rail ESD clamp cir-

cuits [10]. The so-called “TLU-like” issue means that the ESD-transient detection

circuits would continually keep the ESD-clamping NMOS in a latch-on state when

suffering ESD stresses. Thus, the latch-onESD-clampingNMOSbetween theVDD and

VSS power lines in the powered-up microelectronic system causes a serious latchup-

like failure in CMOS ICs. Both the component-level TLU measurement [11] and the

system-level ESD test [12] are used to evaluate the IC susceptibility to TLU-like

issues. All of the DUTs are realized in a 0.18-mm CMOS process.

8.1.2.1 Component-Level TLU Test

With the TLU measurement setup shown in Figure 2.7, the VDD and IDD transient

responses can be recordedby the oscilloscope,which can clearly indicatewhetherTLU

occurs (IDD significantly increases) or not. The power-rail ESDclampcircuits shown in
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Figure 8.2a–d are the DUTs. The VDD supply voltage is 1.8V and the noise trigger

source is directly connected to the DUTs through the relay in the measurement setup.

Figure 8.3a and b show the measured VDD and IDD transient waveforms on the

power-rail ESD clamp circuit with NMOS þ PMOS feedback under stresses with

VCharge of�4Vand þ 12V, respectively. After the TLU test with an initial VCharge of

�4V, the latchup-like failure occurs in this power-rail ESD clamp circuit, because IDD
significantly increases and VDD is pulled down, as shown in Figure 8.3a. Similarly,

after the TLU test with an initialVCharge of þ 12V, latchup-like failure is also observed

Figure 8.3 MeasuredVDD and IDDwaveforms on the power-rail ESD clamp circuit withNMOS þ PMOS

feedback in the TLU test with VCharge of (a)�4Vand (b) þ 12V. (Reprinted with permission from IEEE).
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and shown in Figure 8.3b. All the PMOS and NMOS devices in the ESD-transient

detection circuits are surroundedwith double guard rings to guarantee no latchup issue

in this part [13]. This implies that the feedback loop in the ESD-transient detection

circuit is locked after the TLU test and continually keeps the ESD-clamping NMOS in

a latch-on state. From the observed voltage and current waveforms, a large IDD current

is caused by the latch-on state of the ESD-clamping NMOS after the TLU test.

For the power-rail ESD clamp circuit with a cascaded PMOS feedback, the

measured VDD and IDD transient responses are shown in Figure 8.4a and b in

Figure 8.4 Measured VDD and IDD waveforms on the power-rail ESD clamp circuit with cascaded

PMOS feedback in the TLU test with VCharge of (a)�120Vand (b) þ 700V. (Reprinted with permission

from IEEE).
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the TLU test with an initial VCharge of �120Vand þ 700V, respectively. The similar

latchup-like failure also occurs in this power-rail ESD clamp circuit due to the latch-on

state of the ESD-clamping NMOS after the TLU test. The TLU levels (the minimum

voltage of VCharge to induce the TLU-like failure on VDD) among the aforementioned

four different power-rail ESD clamp circuits are listed in Table 8.1.

8.1.2.2 System-Level ESD Test

With the system-level ESDmeasurement setup shown in Figure 8.5, the susceptibility

of different power-rail ESD clamp circuits to the system-level ESD stresses can be

evaluated. The stand alone power-rail ESD clamp circuit in the IC package is the DUT

and is powered up with a DC power supply of 1.8V. Before any ESD discharging, the

initialVDD voltage level on the IC ismeasured tomake sure of the correct bias of 1.8V.

After every ESD discharging, the voltage level on the VDD node of the IC is measured

Table 8.1 Comparison of theTLU levels among four different power-rail ESD clamp

circuits in the TLU test. (Reprinted with permission from IEEE).

Power-rail ESD clamp circuits Positive TLU level Negative TLU level

Typical RC-based detection > þ 1 kV >�1 kV

With PMOS feedback > þ 1 kV >�1 kV

With NMOS þ PMOS feedback þ 12V �4V

With a cascaded PMOS feedback þ 700V �120V

Figure 8.5 Measurement setup for the system-level ESD test in the indirect contact-discharge test mode

to evaluate the susceptibility of power-rail ESD clamp circuits. (Reprinted with permission from IEEE).
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again to observe whether TLU-like failure occurs after the system-level ESD test, or

not. If TLU-like failure occurs, the potential on the VDD node will be pulled down to a

much lower level due to the latch-on state of the ESD-clamping NMOS in the power-

rail ESD clamp circuits, and IDD will be significantly increased.

Figure 8.6a and b show themeasuredVDD and IDD transient responses on the power-

rail ESD clamp circuit with typical RC-based detection when the ESD gun with an

ESD voltage of �10 kV and þ 10 kV discharges on the HCP, respectively. After the

Figure 8.6 Measured VDD and IDD waveforms on the power-rail ESD clamp circuit with a typical RC-

based detection in the system-level ESD test with an ESD voltage of (a) �10 kV and (b) þ 10 kV.

(Reprinted with permission from IEEE).
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system-level ESD test with an ESDvoltage of�10 kV, TLU-like failure is not initiated

in this power-rail ESD clamp circuit, because IDD is still kept at zero, as shown in

Figure 8.6a. Similarly, with an ESD voltage of þ 10 kV, TLU-like failure is not

observed in Figure 8.6b. In the system-level ESD test with an ESD voltage of�10 kV

and þ 10 kV, the measured VDD and IDD transient waveforms on the power-rail ESD

clamp circuit with PMOS feedback are shown in Figure 8.7a and b, respectively. In the

system-level ESD test with an ESD voltage of �10 kV (þ 10 kV), TLU-like failure

Figure 8.7 Measured VDD and IDD waveforms on the power-rail ESD clamp circuit with PMOS

feedback in the system-level ESD test with an ESD voltage of (a) �10 kVand (b) þ 10 kV. (Reprinted

with permission from IEEE).
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does not occur because IDD is not increased, as shown in Figure 8.7a and b. For the

power-rail ESD clamp circuits with typical RC-based detection or PMOS feedback,

TLU-like failure does not occur even though the ESD voltage is as high as�10 kVor

þ 10 kV in the system-level ESD test.

Figure 8.8a and b show themeasuredVDD and IDD transient responses on the power-

rail ESD clamp circuit with NMOSþ PMOS feedback in the system-level ESD test

with ESD voltages of�0.2 kVand þ 2.5 kV, respectively. After the system-level ESD

test with an ESD voltage of �0.2 kV, TLU-like failure can be initiated in this power-

Figure 8.8 Measured VDD and IDD waveforms on the power-rail ESD clamp circuit with NMOS þ
PMOS feedback in the system-level ESD test with an ESD voltage of (a) �0.2 kV and (b) þ 2.5 kV.

(Reprinted with permission from IEEE).
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rail ESD clamp circuit, because IDD is significantly increased and VDD is pulled down

as shown in Figure 8.8a. After the system-level ESD test with an ESD voltage of

þ 2.5 kV, TLU-like failure can be also found in Figure 8.8b. For the power-rail ESD

clamp circuit with cascaded PMOS feedback, the measured VDD and IDD transient

responses are shown in Figure 8.9a and b in the system-level ESD test with ESD

voltages of�1 kVand þ 10 kV, respectively. A similar TLU-like failure also occurs in

this power-rail ESD clamp circuit due to the latch-on state of the ESD-clamping

Figure 8.9 Measured VDD and IDD waveforms on the power-rail ESD clamp circuit with cascaded

PMOS feedback in the system-level ESD test with an ESD voltage of (a) �1 kV and (b) þ 10 kV.

(Reprinted with permission from IEEE).
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NMOS in the system-level ESD test with an ESD voltage of �1 kV, as shown in

Figure 8.9a.

The susceptibility among the aforementioned four different power-rail ESD clamp

circuits to the system-level ESD tests are listed in Table 8.2. The power-rail ESD clamp

circuits with NMOSþ PMOS feedback or with cascaded PMOS feedback have a lower

ESD voltage level to cause TLU-like failure in the system-level ESD test. Such

measured results are consistentwith those of theTLUmeasurements shown inTable 8.1.

Thus, the power-rail ESD clamp circuit designed with NMOS þ PMOS feedback is

highly sensitive to TLU-like failure.However, the typical power-rail ESDclamp circuits

with RC-based detection and with PMOS feedback are free to such a TLU-like failure.

The failure location after the system-level ESD test has been inspected, as shown in

Figure 8.10. Obviously, the failure location is located at the VDD metal line from the

VDD pad to the power-rail ESD clamp circuit, which was drawn with a metal width of

Table 8.2 Comparison of the susceptibility among four different power-rail ESD clamp

circuits in the system-level ESD test. (Reprinted with permission from IEEE).

Power-rail ESD clamp circuits Positive ESD stress Negative ESD stress

Typical RC-based detection > þ 10 kV >�10 kV

With PMOS feedback > þ 10 kV >�10 kV

With NMOS þ PMOS feedback þ 2.5 kV �0.2 kV

With a cascaded PMOS feedback > þ 10 kV �1 kV

Figure 8.10 Failure location of the power-rail ESD clamp circuit after system-level ESD stress.

(Reprinted with permission from IEEE).
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30mm. It can be proved again that TLU-like failure is caused by the latch-on state of the

ESD-clamping NMOS in the system-level ESD test.

8.1.3 Design of TLU-Free Power-Rail ESD Clamp Circuits

From the above examples, some ESD-transient detection circuits designed with a

feedback loop in the power-rail ESD clamp circuits would malfunction due to a latch-

onESD-clampingNMOSafter the system-level ESD test. The latch-onESD-clamping

NMOS between the VDD and VSS power lines in the powered-up microelectronic

system causes a serious latchup-like failure in CMOS ICs. In order to meet the

electromagnetic compatibility regulation in the system-level ESD test, modified

power-rail ESD clamp circuits without suffering TLU-like failure are highly desirable.

In order to avoid such a TLU-like failure, it could be useful to reduce the latch strength

of the feedback loop in the ESD-transient detection circuit by suitable device

dimension sizing. Additionally, another power-rail ESD clamp circuit is introduced

to provide a high enough chip-level ESD robustnesswithout sufferingTLU-like failure

during the system-level ESD test.

Figure 8.11 shows the power-rail ESD clamp circuit with a NMOS reset function to

overcome TLU-like failure, which is realized with NMOS þ PMOS feedback and an

additional NMOS device (MNR1) to provide the reset function after system-level ESD

stresses. After the system-level ESD tests, the potential on the VFilter node is charged

toward the voltage potential on VDD. When the potential at the VFilter node is greater

than the threshold voltage ofMNR1,MNR1 can be turned on to pull down VG. If TLU-

like failure occurs, that is, the ESD-clamping NMOS is latched-on, the NMOS device

(MNR1) will be turned on after the time out of the RC time constant. Thus, the gate

Figure 8.11 The power-rail ESD clamp circuit with an NMOS reset function to overcome TLU-like

failure. (Reprinted with permission from IEEE).
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potential of the ESD-clamping NMOS will be pulled down toward 0V to turn off the

ESD-clamping NMOS and release the “latch-on” state.

Figure 8.12 shows the simulated transient responses onVGvoltages of the power-rail

ESD clamp circuit with NMOS þ PMOS feedback. The voltage on VDD is 1.8Vand

the initial voltage on VG is set to 1.8V to simulate the “latch-on” state of the ESD-

clamping NMOS after system-level ESD tests. With an initial voltage of 1.8V, the VG

voltage of the power-rail ESD clamp circuit without the NMOS reset function

continues to keep at 1.8V. However, with the help of the NMOS reset function, the

VG voltage of the power-rail ESD clamp circuit can be pulled down to 0V to release

the “latch-on” state of the ESD-clamping NMOS.

In addition to the circuit simulation, experimental verification can also prove the

existence of the desired circuit functions of the power-rail ESD clamp circuit with the

NMOS reset function. Through the turn-onverification, the component-level TLU test,

and the system-level ESD test, the power-rail ESD clamp circuit with the NMOS reset

function can be verified as an efficient solution to prevent possible TLU-like danger in

the system-level ESD test.

8.1.3.1 Turn-On Verification

To verify the ESD-transient detection function of the power-rail ESD clamp circuit

with theNMOS reset function, a voltage pulse generated from a pulse generator is used

to simulate the rising edge of the HBM ESD pulse, which has a square-type voltage

waveformwith a rise time of about 10 ns.When the voltage pulse is applied to theVDD

Figure 8.12 Simulated VG voltage waveforms of the power-rail ESD clamp circuit with an NMOS

reset function. VG can be pulled down to 0V to release the TLU-like latch-on state of the ESD-clamping

NMOS. (Reprinted with permission from IEEE).
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power linewithVSS grounded, the sharp-rising edge of the ESD-like voltage pulsewill

trigger on the ESD-clamping NMOS to provide a low-impedance path between the

VDD and VSS power lines. Due to the limited driving current of the pulse generator,

the voltage on the VDD power line will be degraded by the turned-on ESD-clamping

NMOS. The voltage waveform on the VDD power line of the power-rail ESD clamp

circuit with the NMOS reset function is shown in Figure 8.13a, where a voltage pulse

Figure 8.13 Measured voltage waveforms on the power-rail ESD clamp circuit with an NMOS reset

function in (a) the ESD-stress condition and (b) the power-on condition. (Reprinted with permission from

IEEE).
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with a pulse height of 5Vand a pulsewidth of 1000 ns is applied to theVDD power line.

The voltage waveform is degraded at the rising edge because the ESD-clamping

NMOS is simultaneously turned-on when the ESD-like voltage pulse is applied to the

VDD power line. The voltage degradation is dependent on the turned-on resistance of

the ESD-clamping NMOS and the output resistance (typically, 50 ohm) of the pulse

generator. A larger device dimension of the ESD-clamping NMOS leads to a more

serious degradation on the voltage waveform. When the VFilter node is charged up to

the threshold voltage of inverter1 (formed byMP1 andMN1 in Figure 8.11), the ESD-

clamping NMOS will be turned off and the voltage waveform will be restored to the

original voltage level. In Figure 8.13a, the applied 5-V voltage pulse has a recovery

time of about 400 ns, which corresponds to the turn-on time of the ESD-clamping

NMOS.

To verify the action of the power-rail ESD clamp circuit with the NMOS reset

function under normal power-on conditions, an experimental setup is shown in the

inset figure of Figure 8.13b. A ramp voltagewith a rise time of 0.1ms and a magnitude

of 1.8V is applied to the VDD power line with the VSS power line grounded to

simulate the power-on condition. The measured voltage waveform on the VDD power

line is shown in Figure 8.13b, where the voltage waveform still remains as a ramp

voltage without degradation. Thus, the ESD-clamping NMOS in the power-rail ESD

clamp circuit with the NMOS reset function is verified to remain off while the IC is in

the power-on condition.

8.1.3.2 TLU Immunity

With the TLU measurement setup shown in Figure 2.7, the measured VDD and IDD
responses on the power-rail ESD clamp circuit with VCharge of �1 kVand þ 1 kVare

shown in Figure 8.14a and b, respectively. With a negative (positive) VCharge of�1 kV

(þ 1 kV), TLU-like failure does not occur in Figure 8.14a and b because IDD is not

significantly increased and VDD is not pulled down. The TLU levels of the power-rail

ESD clamp circuit with the NMOS reset function and the original power-rail ESD

clamp circuit with NMOS þ PMOS feedback are listed in Table 8.3. TLU-like failure

does not occur in the power-rail ESD clamp circuit with a NMOS reset function after

TLU tests with an ESD voltage of up to �1 kV and þ 1 kV.

8.1.3.3 System-Level ESD Susceptibility

The measured VDD and IDD responses on the power-rail ESD clamp circuit with a

NMOS reset function in the system-level ESD tests with ESD voltages of �10 kV

and þ 10 kVare shown in Figures 8.15a and b, respectively.With a negative (positive)

ESD voltage of �10 kV (þ 10 kV), TLU-like failure does not occur in Figure 8.15a

and b because the IDD is not significantly increased and VDD is not pulled down.
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Figure 8.14 Measured VDD and IDD waveforms on the power-rail ESD clamp circuit with an NMOS

reset function in the TLU test with VCharge of (a)�1 kVand (b) þ 1 kV. No TLU-like failure occurs in the

TLU test. (Reprinted with permission from IEEE).

Table 8.3 Comparison of the TLU levels between the power-rail ESD clamp circuit with a NMOS reset

function and the original power-rail ESD clamp circuit with NMOS þ PMOS feedback. (Reprinted with

permission from IEEE).

Power-rail ESD clamp circuits Positive TLU level Negative TLU level

With NMOS þ PMOS feedback and NMOS

reset function

> þ 1 kV >�1 kV

With NMOS þ PMOS feedback (original) þ 12V �4V
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The susceptibility of the power-rail ESD clamp circuit with a NMOS reset function

and the original power-rail ESD clamp circuit withNMOS þ PMOS feedback against

the system-level ESD test are compared in Table 8.4. In the sameway as the TLU test,

the power-rail ESD clamp circuit with aNMOS reset function is found to be immune to

TLU-like danger in the system-level ESD test, even though the ESD stress is as high as

�10 kV and þ 10 kV.

Figure 8.15 MeasuredVDD and IDDwaveforms on the power-rail ESDclamp circuit with anNMOS reset

function in the system-level ESD test with an ESD voltage of (a) �10 kVand (b) þ 10 kV. No TLU-like

failure occurs in the system-level ESD test. (Reprinted with permission from IEEE).
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8.2 In HV CMOS ICs2

High-voltage transistors in smart power technologies have been extensively used for

display driver ICs, power supplies, power management, and automotive electronics.

ESD reliability is an important issue for high-voltage transistors with applications in

these products. In smart power technology, high-voltage MOSFET, SCR, and bipolar

junction transistors had been used as on-chip ESD protection devices [14–19]. Those

works mainly focused on analyzing and improving ESD robustness of the ESD

protection devices in high-voltage CMOS processes. In addition to ESD robustness in

HV ICs, latchup issues are also significant and need to be carefully considered,

especially when the devices are used in power-rail ESD clamp circuits.

HV CMOS technology has been widely used in driver ICs to control the display of

liquid crystal display (LCD) panels. Figure 8.16 shows the typical ESD protection

scheme for LCD driver ICs (typically, a gate driver with 40V, and source driver with

12V, for a 14.1-inch notebook LCD panel). The output buffers (MP and MN) are

Table 8.4 Comparison of the susceptibility between the power-rail ESD clamp circuit with a

NMOS reset function and the original power-rail ESD clamp circuit with NMOS þ PMOS

feedback in the system-level ESD test. (Reprinted with permission from IEEE).

Power-rail ESD clamp circuits Positive ESD stress Negative ESD stress

With NMOS þ PMOS feedback and NMOS

reset function

> þ 10 kV > �10 kV

With NMOS þ PMOS feedback (original) þ 2.5 kV �0.2 kV

Figure 8.16 The typical ESD protection scheme for LCD driver ICs. (Reprinted with permission from

IEEE).

2� 2005 IEEE. Reprinted, with permission, from Ming-Dou Ker and K.-H. Lin, The impact of low-holding-voltage

issue in high-voltage CMOS technology and the design of latchup-free power-rail ESD clamp circuit for LCD driver

ICs (sections I–III and figures 1, 3–6, and 8–17), in IEEE Journal of Solid-State Circuits, Vol. 40, no. 8, pp. 1751–1759,

Aug. 2005. IEEE, Piscataway, NJ.
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controlled by the input control circuits through the level-shifter circuits. The diodes

D1 –D4 are used as on-chip ESD protection devices for the input and output pads. For

the purpose of avoiding the unexpected ESD damage in the internal circuits of CMOS

ICs, the turn-on-efficient power-rail ESD clamp circuit was placed between the VDD

andVSS power rails [4]. The ESD current at the output pad under positive-to-VSS ESD

stress can be discharged through the diode D1 to the VDD_HV power line, and then

discharged through the power-rail ESD clamp circuit from the VDD_HV power line to

the groundedVSS power line, as shownby the dashed line in Figure 8.16.Consequently,

the traditional I/O circuits cooperating with the power-rail ESD clamp circuit can

achieve a much higher ESD level. When the ESD protection device is used in the

power-rail ESD clamp circuit, the device is expected to be kept off in the normal circuit

operating condition. During the ESD stress conditions, the ESD protection device

should be triggered on to discharge the ESD current. If the holding voltage of the ESD

protection device in the power-rail ESD clamp circuit is smaller than the power supply

voltage, the ESD device may be triggered on by the system-level EMC/ESD transient

pulses to cause “TLU” or “TLU-like” failure in CMOS ICs. This phenomenon often

leads to IC function failure or even destruction by burning out [20, 21].

8.2.1 High-Voltage ESD Protection Devices

8.2.1.1 TLP I-V Characteristics

The lateral diffused MOS (LDMOS) device, SCR device, and field-oxide (FOD) device

are three general ESD protection devices in an HV CMOS process. To investigate the

turn-on behaviors of such ESD protection devices during high ESD current stress, a

transmission linepulse (TLP)generator [22]withapulsewidthof100 nsanda rise timeof

�10 ns is used to measure the “snapback” I–V curves of the devices. The cross-sectional

views and the TLP-measured I–V characteristics of a high-voltage gate-grounded

NMOS (GGNMOS) device, an SCR device, an FOD device, and a gate-VDD PMOS

(GDPMOS)are shown inFigures 8.17–8.20, respectively.TheseDUTsare fabricated in a

0.25-mm40-VCMOSprocess, and the layout parameters of suchESDprotection devices

are drawn according to the foundry�s ESD rules with a silicide-blocking mask.

For the high-voltage GGNMOS device shown in Figure 8.17a, a “double-snapback”

characteristic can be found. As shown in Figure 8.17b, after the first TLP-trigger voltage

at 27.2V (52VinDC), the device “snaps back” to 23V, fromwhere the voltage strongly

increases again. Then, the device goes into the second “snapback”, and thevoltage drops

to only�7V. The turn-on resistance of the first “snapback” state ismuch larger than that

of the second “snapback” state. The “double-snapback” characteristic of the GGNMOS

device is related to the turn-on behavior of the parasitic bipolar transistor and the

occurrence of the “Kirk effect” (base push-out effect) [23, 24]. The second breakdown

current (It2) of a GGNMOS device with a 200-mm channel width is 2.7A. For the high-

voltage SCR device in Figure 8.18a, characteristics of a very low holding voltage and a

high ESD robustness can be found. As shown in Figure 8.18b, the holding voltage of the

SCR device is only�4Vand the It2 current of the SCR device with a 200-mmwidth is
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over 6A. For the high-voltage FODdevice structure shown in Figure 8.19a, the device is

isolated by the Nþ buried layer (NBL) from the common P-type substrate. The emitter

diffusion is enclosed by the collector diffusion, while the base diffusion is inserted

between the emitter diffusion and collector diffusion in the layout structure. The spacing

from the collector diffusion to the emitter diffusion of the FOD device is 6mm in the

DUT. As shown in Figure 8.19b, the TLP-trigger voltage is 19.7V (50V in DC), and

the holding voltage is �16V. The It2 current of the FOD device with a 200-mm width

is 0.5A. The difference on the trigger voltages of the device measured byDC (HP4155)

andTLP is caused by the transient-coupling effect (dV/dt transient) through the parasitic

capacitance in the drain/bulk junction of the device. TheTLP is designedwith a rise time

of 10ns to simulate the human-body-model (HBM) ESD event [2]. The dV/dt transient

voltage at the discharging node can generate the displacement current to turn on the

parasitic bipolar transistor of the device without involving avalanche breakdown.

Therefore, the trigger voltage of the device is lower in the TLP measurement.
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Figure 8.17 (a) Cross-sectional view, and (b) TLP-measured I–V characteristics, of a high-voltage

gate-grounded NMOS (GGNMOS) device fabricated in a 0.25-mm40-VCMOS process. (Reprinted with

permission from IEEE).
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For the high-voltage GDPMOS device shown in Figure 8.20a, no “snapback”

characteristic is found. The holding voltage of the device is larger than the supply

voltage of 40V. Due to the inefficient parasitic PNP bipolar action, the It2 current of

the GDPMOS device with a 200-mm channel width is only 0.06A, as shown in

Figure 8.20b. Therefore, GDPMOS is not suitable for on-chip ESD protection devices

in high-voltage CMOS ICs due to poor ESD robustness.

8.2.1.2 TLU Test

The TLU test is used to investigate the susceptibility of the ESD protection devices

to the noise transient or glitch on the power lines during the normal circuit operating

condition. The measurement setup for the TLU test is shown in Figure 2.7. A supply
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Figure 8.18 (a) Cross-sectional view, and (b) TLP-measured I–V characteristics, of a high-voltage

silicon controlled rectifier (SCR) device fabricated in a 0.25-mm 40-V CMOS process. (Reprinted with

permission from IEEE).

192 Transient-Induced Latchup in CMOS Integrated Circuits



voltage of 40V was used to bias the device as the normal circuit operating condition.

The measured voltage waveforms on high-voltage GGNMOS devices, SCR devices,

and FOD devices in the TLU test are shown in Figures 8.21–8.23, respectively.

The devices are initially kept off before the transient trigger, and therefore the

voltagewaveforms are initially kept at 40V. After the transient trigger, the “snapback”

characteristic in the device can be triggered on to generate a low-holding-voltage state.

The clamped voltage level of the devices in the “snapback” breakdown condition is

consistent with the holding voltage measured by TLP stress. In Figure 8.21, the

clamped voltage level of a high-voltage GGNMOS device is�7V due to the transient

triggering with the capacitor charging voltage of 55V. The GGNMOS device is

triggered into the second snapback state directly by the transient pulse. If such a high-

voltage NMOSFET is used in the power-rail ESD clamp circuit, the TLU-like issue

between the power rails will occur, when the high-voltage NMOSFET is triggered on
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Figure 8.19 (a) Cross-sectional view, and (b) TLP-measured I–V characteristics, of a high-voltage field-

oxide device (FOD) fabricated in a 0.25-mm40-VCMOSprocess. (Reprintedwith permission from IEEE).
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by the noise transient on the power lines. In Figure 8.22, the clamped voltage level of a

high-voltage SCRdevice is only�4V due to the transient triggeringwith the capacitor

charging voltage of only 44V. Although a SCR device has the advantage of high ESD

robustness, the latchup issue in high-voltage CMOS ICs becomes worse. Figure 8.23a

and b show themeasured voltagewaveforms of a high-voltage FODdevice in the TLU

test with positive and negative charging voltages, respectively. Both the positive and

negative charging voltages can trigger the FODdevice into the latch state. The clamped

voltage level of the FOD device is �16V due to the transient triggering with a

capacitor charging voltage of 47V or �10V. For a negative charging voltage, the

parasitic N-well/P-substrate junction between the power rails may be turned on

initially, but it is turned off quickly due to the transient ringing voltage waveform.

Finally, the FOD device is triggered into the holding state. The TLU-like issue is a
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Figure 8.20 (a) Cross-sectional view, and (b) TLP-measured I–V characteristics, of a high-voltage

gate-VDD PMOS (GDPMOS) device fabricated in a 0.25-mm 40-V CMOS process. (Reprinted with

permission from IEEE).
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concern with the use of a single FOD device as the power-rail ESD clamp in high-

voltage CMOS ICs.

From the power dissipationview, a devicewith a lower holding voltage is helpful for

sustaining amuch higher ESDcurrent.However, TLUmaybe triggered on by the noise

transient or glitch on the power lines during normal circuit operating conditions,

especially in the system-level EMC/ESD discharging test. If the holding voltages of

Figure 8.21 The measured voltage waveform on the high-voltage GGNMOS device in the TLU test

(Y-axis¼ 10V/div., X-axis¼ 100 ns/div.). (Reprinted with permission from IEEE).

Figure 8.22 The measured voltage waveform on the high-voltage SCR device in the TLU test

(Y-axis¼ 10V/div., X-axis¼ 100 ns/div.). (Reprinted with permission from IEEE).
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high-voltage ESD protection devices are smaller than the power supply voltages in

normal circuit operating conditions, high-voltage CMOS ICs will be susceptible to

TLU or TLU-like danger in system applications, which often encounter such issues as

noise or transient glitches.

Figure 8.23 Themeasured voltagewaveforms on the high-voltage FODdevice in theTLU testwith (a) a

positive charging voltage, and (b) a negative charging voltage (Y-axis¼ 10V/div., X-axis¼ 100 ns/div.).

(Reprinted with permission from IEEE).
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8.2.2 Design of TLU-Free Power-Rail ESD Clamp Circuits

NMOS and SCR devices have a higher It2 than that of the FOD device, but their

holding voltages (�7V in an NMOS, �4V in a SCR) are far away from the 40-V

operating voltage level. Such ESD protection devices with a low holding voltage in

power-rail ESD clamp circuits will cause serious TLU failure to high-voltage CMOS

ICs. To overcome the TLU or TLU-like issue between the power rails in high-voltage

CMOS ICs during the normal circuit operating condition, a new stacked-field-oxide

structure can be designed to increase the total holding voltage. The layout top view

with the corresponding schematic diagram and the cross-sectional view of the stacked-

field-oxide structure with two cascaded FOD devices fabricated in a 0.25-mm 40-V

CMOS process are shown in Figure 8.24a and b, respectively. The layout area of the

stacked-field-oxide structure with a device width of 200mm for each FOD device is

150� 60mm.

8.2.2.1 ESD Robustness

Themeasurement setup of a single high-voltage FODdevice and a stacked-field-oxide

structure under TLP stress is shown in Figure 8.25a. The TLP-measured I–V char-

acteristics of these devices with different device widths are compared in Figure 8.25b.

The holding voltage of the stacked-field-oxide structure in the “snapback” region is

double that of a single FOD device. It�s important to note that each FOD device in a

stacked-field-oxide structure is isolated by the NBL from the common P-type

substrate. The turn-on current canflow through the cascadedparasitic bipolar transistor

of each FOD device and the accumulation property in holding voltage for the stacked-

field-oxide structure can be achieved. Therefore, the holding voltage of a stacked-field-

oxide structure can be linearly increased by increasing the number of cascaded FOD

devices. The It2 currents of a single FOD device and the stacked-field-oxide structure

as a function of device channel width are compared in Figure 8.26. The It2 current of

the stacked-field-oxide structure is linearly increased while the device channel width

increases. In addition, the It2 current of the stacked-field-oxide structure is only

slightly degraded when compared with that of a single FOD device. The relation

between It2 and the HBM ESD level, VESD, can be approximated as follows:

VESD ffi ð1500þRONÞ � It2 ð8:1Þ

where RON is the dynamic turn-on resistance of the DUT. From Figure 8.26, the

stacked-field-oxide structurewith a devicewidth of�650mmfor each FODdevice can

sustain the typical 2-kV (It2 of�1.33A) HBMESD stress. To meet the specified ESD

level of driver ICs, this can be achieved by adjusting the device width of the stacked-

field-oxide devices.

To investigate the temperature-dependent behavior of the stacked-field-oxide

structure, the TLP-measured I–V characteristics of the stacked-field-oxide structure
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under different temperatures (25, 75, and 125 �C) are compared in Figure 8.27. No

significant difference on the holding voltage of the stacked-field-oxide structure is

observed when the temperature increases. Therefore, the holding voltage of the

stacked-field-oxide structure can be successfully controlled by the cascaded FOD

devices, even at high temperatures.

During the ESD stress condition, the ESD clamp device should turn on quickly to

bypass the ESD current, before the internal circuits are damaged by the ESD

Figure 8.24 (a) The layout viewwith the corresponding schematic diagram, and (b) the cross-sectional

view, of the stacked-field-oxide structure with two cascaded FOD devices. Each FOD device in the

stacked-field-oxide structure is isolated by the Nþ buried layer (NBL) from the common P-type

substrate. The metal connections between the FOD devices are not shown. (Reprinted with permission

from IEEE).
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energy. From Figure 8.25, the trigger voltage of the stacked-field-oxide structure is

increased as compared with that of a single FOD device. The substrate-triggered

technique [25–28] can be applied to lower the trigger voltage of the device to ensure

effective ESD protection. The TLP-measured I–V curves of the stacked-field-oxide

Figure 8.25 (a) Themeasurement setup of a single high-voltage FOD device and a stacked-field-oxide

structure under TLP stress. (b) The TLP-measured I–V characteristics of these devices with different

device widths. W1 is the channel width of FOD1, andW2 is the channel width of FOD2. (Reprinted with

permission from IEEE).
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structure with different substrate-triggered currents (Itrig) are shown in Figure 8.28.

The trigger voltage of the stacked-field-oxide structure is obviously decreased when

the substrate-triggered current is applied. The trigger voltage can be reduced to only

17V when the substrate-triggered current is 10mA. Therefore, the trigger voltage of

the stacked-field-oxide structure can be effectively reduced to be lower than the

breakdown voltage of the internal circuits by the substrate-triggered technique.

Moreover, the It2 level of the stacked-field-oxide structure with a substrate-triggered

current can be improved.

Figure 8.26 It2 currents of a single FOD device and a stacked-field-oxide structure as a function of

device channel width. (Reprinted with permission from IEEE).
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different temperatures measured by TLP. (Reprinted with permission from IEEE).
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8.2.2.2 TLU Immunity

The measured voltage waveforms of the stacked-field-oxide structure in the TLU test

with transient triggering of the positive and negative charging voltages are shown in

Figure 8.29a and b, respectively. The stacked-field-oxide structure is triggered on due

to transient triggering with capacitor charging voltages of 80V or �50V. But, the

clamped voltage waveform quickly comes back to the original supply voltage level of

40V,without keeping in the latch state after triggering. This is consistentwith theTLP-

measured I–V curves shown in Figure 8.25b. The total holding voltage of the stacked-

field-oxide structurewith two cascaded FODdevices is near the supply voltage of 40V.

After the stacked-field-oxide structure is triggered on during the TLU test, the clamped

voltage level can quickly restore to the supply voltage. Therefore, no TLUor TLU-like

issue occurs. In addition, a higher charging voltage is needed to trigger on the stacked-

field-oxide structure during the TLU test. Therefore, the TLU immunity of stacked-

field-oxide structure to the noise transient on the power lines in high-voltage CMOS

ICs can be significantly improved.

8.2.2.3 Latchup-Free Power-Rail ESD Clamp Circuits

The power-rail ESDclamp circuitswith two cascaded FODdevices and three cascaded

FODdevices in high-voltage CMOS ICs are shown in Figure 8.30a and b, respectively.

Each FOD device in the stacked-field-oxide structure is isolated by the NBL from the

common P-type substrate. With two cascaded FOD devices as shown in Figure 8.30a,

the total holding voltage of the stacked-field-oxide structure in the “snapback” region

is double that of a single FODdevice. TheTLU immunity of the power-rail ESD clamp

circuit to the noise transient during normal circuit operating conditions can be highly
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triggered currents. (Reprinted with permission from IEEE).
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improved. With the three cascaded FOD devices shown in Figure 8.30b, the total

holding voltage of the stacked-field-oxide structure can be designed to be higher than

the supply voltage. The blocking diodes (Db) are used to block the current flowing

through the metals connected between the trigger nodes (base nodes) of the stacked

FOD devices [29]. Therefore, the unexpected current path can be avoided and the

Figure 8.29 Themeasured voltagewaveforms on the stacked-field-oxide structure in the TLU test with

(a) positive charging voltage, and (b) negative charging voltage (Y-axis¼ 10V/div.,X-axis¼ 100 ns/div.).

(Reprinted with permission from IEEE).
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accumulation property in the holding voltage for the three cascaded FOD devices can

be achieved. In addition, if the total holding voltage of the stacked structure can be

designed to be higher than the supply voltage, the FOD3 in Figure 8.30b can be even

replaced by other types of ESD device. By adjusting different numbers or even

Figure 8.30 The power-rail ESD clamp circuits in high-voltage CMOS ICs with (a) two cascaded FOD

devices, and (b) three cascaded FODdevices. The blocking diodes Db are used to block the current flowing

through the metals connected among the trigger nodes (base nodes) of the stacked FOD devices [29].

(Reprinted with permission from IEEE).
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different types of the stacked ESD devices (NMOS, SCR, or FOD) in the power-rail

ESD clamp circuits, the total holding voltage of the stacked structure can be designed

to be higher than the supply voltage. With a total holding voltage of the stacked

structure higher than the supply voltage, the TLUor TLU-like issuewill not occur even

though the stacked structure is mis-triggered by the noise transient or glitch on the

power lines during a normal circuit operating condition. Therefore, the TLU issue can

be successfully overcome without modifying the high-voltage CMOS process. To

provide effective ESD protection for the internal circuits during ESD stress, the

substrate-triggered technique can be achieved by the RC-based ESD detection

circuit [25]. The RC-based ESD detection circuit can detect the ESD pulse to provide

trigger current into the stacked structure, and then the stacked structure can turn on

quickly to discharge the ESD current.

8.3 Conclusion

With continually progressing CMOS technologies, ESD robustness is always the

major concern when designing the power-rail ESD clamp circuits. However, TLU or

TLU-like issues are usually overlooked and most probably lead to IC malfunction or

damage in field applications. Moreover, the strictly demanded EMC regulations have

made TLU or TLU-like issue a significant reliability concern in electronic products.

In LVCMOS ICs, it is generally believed that latchup is no longer amajor reliability

concern due to the continually shrinking nominal operating voltages of ICs. Once the

layout schemes are carefully arranged with guard ring protection in the latchup-

sensitive parts, the latchup holding voltage could always be enhanced higher than such

small operating voltage, resulting in latchup not happening anymore. In the advanced

LV power-rail ESD clamp circuits, however, a “TLU-like” risk could still lead to IC

malfunction or damage if the regenerative feedback network is used to reduce the RC

time constant and stand-by power consumption. With experimental verification and

failure analysis, such a TLU-like issue results from the continually turn-on ESD-

clampingNMOSafter the system-level ESD stress. Therefore, a regenerative feedback

network incorporated with a carefully-designed device size or NMOS reset function is

necessary to solve the TLU-like issue.

In contrast to LVCMOS ICs, HVCMOS ICs are usually sensitive to latchup due to

amuch higher nominal operating voltage, even if the double guard rings are equipped

in the HV latchup-sensitive parts. Thus, in the HV power-rail ESD clamp circuits,

TLU could easily be initiated by a noise transient or glitch on the power lines during

normal circuit operating conditions. The stacking structures of HV ESD protection

devices can avoid the potential TLU risk by increasing the latchup holding voltage to

be higher than the IC operating voltage. Although the ESD robustness would be

somewhat degraded in stacking ESD protection devices, a properly enlarged device

size or substrate-triggered technique can be used to enhance the ESD robustness

without suffering TLU risk.
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9

Summary

9.1 TLU in CMOS ICs

In the system-level ESD test or EFT test, more and more failure returns indicated that

TLU issues are the major reasons. As electronic products are subjected to increasingly

tight requirements of the EMC specifications, TLU issues continue to play an

important failure mechanism throughout the ICs industry. As the technology feature

sizes continually scale down to the nanometer regime, the aggressively decreasing

anode-to-cathode spacing of the parasitic SCR leads the CMOS ICs to be very

susceptible to TLU. Specifically, state-of-the-art IC design trends or process technol-

ogies, such as mixed signals, SOC, RF, scaling of trench isolation, and usage of low-

doped substrates, also drive TLU to be a major reliability issue in CMOS ICs.

Consumer electronic products that are usually carried with humans, such as cell

phones, personal digital assistants (PDAs), digital cameras, thumb disks, and so on, are

specifically demanded to be robust in the system-level ESD test or EFT test. Much

stricter requirements than those specified in the IEC standard are strongly requested for

CMOS ICs used in such consumer electronic products. Therefore, experimental

methodologies for TLUcharacterization, aswell as efficient protection designs against

TLU are necessary for the ICs industry.

The underdamped sinusoidal (bipolar) voltage stimulus on the power or ground pins

of CMOS ICs has been clarified as the practical TLU-triggering stimuli in the system-

level ESD test. Such a bipolar trigger can generate the sweep-back current, which is

also found in the EFT test, to activate the parasitic SCR into the latchup state.

Therefore, compared with the component-level TLU measurement setup with a

negative-going rectangular voltage pulse as specified in TLU standard practice, the

component-level TLU measurement setup with a bipolar trigger voltage source is

preferable to evaluate the TLU robustness of CMOS ICs. In this measurement setup

with a bipolar trigger, two common discrete components used in the measurement
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setup – the current-blocking diode and current-limiting resistor, have been found to

have adverse impacts on TLU characterization. Measurement setups equipped with a

current-blocking diode or a current-limiting resistor can fail to produce the intended

bipolar trigger or can attenuate the amplitude of a bipolar trigger, leading to the over

estimation of TLU immunity of a DUT. Thus, a TLU measurement setup without a

current-blocking diode but with a small current-limiting resistance (e.g. 5W) is

suggested. This suggested TLU measurement setup not only can accurately evaluate

the TLU immunity of CMOS ICs without over estimation, but also can avoid EOS

damage to the DUT during a TLU test. It can be also used to evaluate the effectiveness

of discrete board-level noise filters for enhancements of TLU immunity. In addition, it

has been proven that a bipolar trigger with a proper DFactor (<107 s�1) and a specified

DFreq of tens of megahertz is better for characterizations of TLU immunity, because

bipolar triggers with such specifiedDFactor andDFreq parameters can initiate TLUmost

easily. Thus, each constituting component in the measurement setup, including the

charged capacitor, discharge resistor, relay, sockets, current-limiting resistor, and so

on, should be optimized to be capable of producing the bipolar trigger with intended

DFactor andDFreq parameters. When this is done, the measurement setup can precisely

evaluate the TLU immunity of CMOS ICs without over estimation.

The ESD-induced bipolar voltage on the power or ground pin of CMOS ICs is

the major cause of TLU in the system-level ESD test. Thus, compared with the

quasi-static latchup that usually occurs in I/O cells rather than the internal circuitry,

TLU initiated by the system-level ESD test could easily happen in the internal

circuitry, because the power and ground lines are widely distributed over the whole

circuitry in a chip. For quasi-static latchup, the general solution to improve the

latchup immunity of core circuitry is to enlarge the distance from the I/O to the

internal circuitry, or to insert additional guard rings between the I/O and the internal

circuitry. Such a solution, however, is not suitable for TLU prevention, because

ESD-coupled noises can be generated via the induction of an electromagnetic field.

This phenomenon reminds us that CMOS ICs will be much more susceptible to TLU

than to quasi-staic latchup in advanced CMOS technologies. Thus, novel systems,

circuits, and process techniques to efficiently suppress the TLU susceptibility of

CMOS ICs are necessary. In addition to using board-level noise filters, some other

techniques could be implemented simultaneously to further improve the TLU

immunity of the CMOS ICs in the system-level ESD test. For example, circuit

design techniques such as on-chip noise filters, ESD-induced noise detection

circuits, and latchup auto-detection circuits with self-stop functions can be used

to detect and suppress TLU. As for the system design techniques, hardware and

firmware co-design with system-auto-reset functions can be also used to solve TLU

issues by detecting system-level ESD events and subsequently resetting the system

without disturbing normal functionality. In addition, proper enclosure, PCB layout,

circuit layout, and package type designs are also help further improve the robustness

of CMOS ICs against TLU.
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9.2 Extraction of Compact and Safe Layout Rules forLatchup Prevention

It has been a long time since latchup was an important reliability issue in CMOS ICs.

With the introduction of retrogradewells, trench isolation, epitaxial wafers, and so on,

latchup was once thought to be never an issue again. However, with the increasing

focus on device integration densities, mixed signals, RF, SOC, and P-(low-doped)

substrates, robust CMOS ICs have once again become a tough challenge. Additionally,

because of the continually increasing complexity of circuit functionality, future

generations of CMOS ICs can easily possess pad counts in excess of 1000. In such

high-pin-count CMOS ICs, the total layout area of the I/O circuitry is dominant with

respect to the total chip layout area. For cost-down purposes, the layout design rules for

latchup prevention in I/O cells is critical in saving the total chip area in future CMOS

ICs. As a result, compact and safe design rules are highly demanded for CMOS ICs.

In general, layout design rules for latchup preventionmust be specified for I/O cells,

for internal circuits, and for between I/O cells and internal circuits. Latchup-preventing

layout rules in I/O circuitry are critical for saving the total chip layout area. Especially,

the layout rules such as guard ring designs (double guard rings, a single guard ring, or

no guard ring) andminimum spacing between the source regions of the PMOS and the

NMOS (anode-to-cathode spacing) are dominant factors. Practical experience have

shown that a single guard ring is enough to help the I/O cells to be immune to latchup

(that is, latchup-free) by raising the latchup holding voltage to be greater than the

normal circuit operating voltage. With a single guard ring and a proper anode-to-

cathode spacing, latchup-free and area-efficient I/O cells can be achieved. For internal

circuits, however, latchup-free is hardly achieved due to the lack of protection of the

guard rings as well as the demand for high integration of circuitry, even though there is

a high pickup density. Enlarging the spacing between the I/O and the internal circuitry

can greatly enhance the latchup robustness of the internal circuitry against the trigger

current injecting into the I/Opins. Furthermore, inserting additional double guard rings

between the I/O and the internal circuitry can also help to further improve the latchup

immunity of the internal circuitry. As a result, latchup-preventing layout rules between

the I/O and the internal circuitry need to be specified to ensure a latchup-robust internal

circuitry.

In addition to the general latchup-preventing layout rules that specify detailed

latchup rules for I/O cells, for internal circuits, and for between the I/O cells and the

internal circuits, some other important latchup rules for circuits across two different

power domains are also required. Specifically in mix-voltage CMOS ICs, power-

supply voltages with different magnitudes can coexist in a single CMOS chip, leading

to potential latchup issues between two different power domains. Similar to conven-

tional latchup phenomena, the occurrence of this unique latchup is mainly due to the

parasitic SCR in CMOS ICs. However, unlike the conventional latchup path going

through from VDD to the GND, such a specific latchup path exists between the two

different power domains (VDD,H and VDD,L), going through from VDD,H to VDD,L. To
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prevent the potential latchup between VDD,H and VDD,L, critical parameters such as

theminimumspacing between thePþ diffusions powered byVDD,H in theN-Well, and

Nþ diffusions powered byVDD,L in the N-well should be clearly defined. Besides, the

inserted Pþ guard ring located in the P-well betweenVDD,H andVDD,L also suppresses

the latchup susceptibility between the two different power domains, and its minimum

width also needs to be well defined in comprehensive latchup design rules.

As mentioned, the effect of latchup on circuit reliability has been a major hindrance

to achieving reliable circuit performance. Only developing safe and compact design

rules for latchup prevention can ensure latchup-robust and area-efficient IC designs.
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Appendix A:

Practical Application—Extractions
ofLatchupDesignRules ina0.18-mm
1.8V/3.3V Silicided CMOS Process

This appendix gives a practical example of extracting layout rules/guidelines for

latchup prevention in a 0.18-mm 1.8V/3.3V silicided CMOS process. The methodol-

ogies to extract all the latchup design rules/guidelines are in compliance with those

presented in Chapter 6. The layout top view and device cross-sectional view to

illustrate layout rules for latchup prevention are shown in Figure A.1a and b,

respectively. The latchup layout rules/guidelines are extracted for I/O cells, for

internal circuits, and for between I/O and internal circuits. In addition, the latchup

layout rules for circuits across two different power domains are also extracted to avoid

possible latchup danger between two N-wells powered by two different power-supply

voltages (1.8V and 3.3V), as introduced in Chapter 7.

A.1 For I/O Cells

A.1.1 Nomenclature

The nomenclatures representing the latchup layout rules for I/O cells are listed below,

and can be referred to in detail in Figure A.1.

3A3 (3B3): Minimum width of an Nþ base guard ring for a 1.8V (3.3V) PMOS.

3A4 (3B4): Minimum width of a Pþ base guard ring for a 1.8V (3.3V) NMOS.

3A7 (3B7): Minimum width of a Pþ collector guard ring for a 1.8V (3.3V) PMOS.

3A8 (3B8): Minimumwidth of an Nþ collector guard ring for a 1.8V (3.3V) NMOS.

3A9 (3B9): Minimum spacing between the source regions of a 1.8V (3.3V) NMOS

and a 1.8V (3.3V) PMOS.
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3A10 (3B10): Maximum spacing between the base guard ring and the collector guard

ring for 1.8V (3.3V) Devices.

A.1.2 I/O Cells with Double Guard Rings

A.1.2.1 Design of Test Structures

As presented in Chapter 6, the I/O cells with different geometrical parameters are

used as the test structures. A layout example of the I/O test structurewith double guard

Figure A.1 (a) Layout top view, and (b) device cross-sectional view, to illustrate the layout rules for

latchup prevention in a 0.18-mm 1.8V/3.3V silicided CMOS process.
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rings is shown in Figure A.2. The PMOS andNMOS devices in the I/O cells are drawn

in themultiple-finger stylewith a fixed length of 30mmper finger. The channel lengths

of PMOS and NMOS are the same, 0.25mm (0.5mm), for 1.8V (3.3V) devices, and

the total channel width consisting of 14 fingers are the same, 420mm, for both PMOS

and NMOS. To simplify measurements of the latchup DC I–V characteristics and

the JEDEC latchup test, the gate of the PMOS is connected to VDD and the gate of the

NMOS is connected to VSS, turning off both the PMOS and NMOS. It is noteworthy

that the collector guard rings do not surround the base guard rings, but instead, the

collector guard rings are only inserted between the PMOSandNMOS. Such placement

methodologies of the collector guard rings can save more layout area, and simulta-

neously do not degrade the latchup robustness of the I/O cells at all.

The splits of the layout parameters to evaluate the minimum anode-to-cathode

spacing (3A9and 3B9) and base/collector guard ringwidth (3A3, 3A4, 3A7, 3A8, 3B3,

3B4, 3B7, and 3B8) are listed in Table A.1a, and the splits of the layout parameters to

evaluate the maximum spacing between the base and collector guard ring (3A10 and

3B10) are listed in Table A.1b. For a given anode-to-cathode spacing, the base/

collector guard ring width should be drawn as compact as possible to achieve the best

latchup robustness. For example, for a given anode-to-cathode spacing of 15mm, the

maximum base/collector guard ring width that can be drawn within this specific

spacing is 3mm. Thus, safe and compact latchup layout rules can be extracted.

A.1.2.2 Latchup Immunity Dependency of I/O Cells with Double Guard Rings

The JEDEC latchup test is performed at first. The related experimental results are

summarized in Table A.2. With a test temperature of 25 �C, all structures pass the
JEDEC specifications that latchup is not triggered onwith 1.5�maximumVsupply for

the over-voltage test, and with �100mA at the I/O pins for the trigger current test.

Indeed, all the test structures are latchup-robust because they can sustain a large trigger

Figure A.2 Layout example of the I/O test structure with double guard rings.
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current of �400mA without latchup being initiated, regardless of 1.8V or 3.3V

devices.

Although all the test structures have good latchup immunity, they could still

probably suffer latchup under an even higher trigger voltage or current. To further

judge whether the test structures are immune to latchup, the latchup holding voltage

dependency on layout parameters are also considered. An example of the measured

latchup I–V curve of the I/O circuits with double guard rings is shown in Figure A.3.

Both the 1.8V and 3.3V DUTs have an anode-to-cathode spacing (3A9 and 3B9) of

Table A.1a Splits of layout parameters to evaluate latchup immunity dependencies on

3A3, 3A4, 3A7, 3A8, and 3A9 (3B3, 3B4, 3B7, 3B8, and 3B9), in I/O cells with double

guard rings.

3A10 (3B10)¼ 0.36mm

3A9 (3B9) 3A3¼ 3A4¼ 3A7¼ 3A8

(3B3¼ 3B4¼ 3B7¼ 3B8)

7mm 1mm
11mm 1mm

2mm
15mm 1mm

2mm
3mm

19mm 1mm
2mm
3mm
4mm

Table A.1b Splits of layout parameters to evaluate latchup immunity dependencies on

3A10 (3B10), in I/O cells with double guard rings.

3A9 (3B9)¼ 15mm 3A3¼ 3A4¼ 3A7¼ 3A8

(3B3¼ 3B4¼ 3B7¼ 3B8)¼ 1mm

3A10 (3B10) 0.36mm
1.2mm
2.2mm
3.2mm
4.2mm

Table A.2 Experimental results of the JEDEC latchup test for I/O cells with

double guard rings.

Vsupply over-voltage test I-test

Specification requirement 1.5�maximum Vsupply > þ /�100mA

1.8V I/O (double guard rings) Pass ( > 2.7V) Pass ( > þ /�400mA)

3.3V I/O (double guard rings) Pass ( > 5V) Pass ( > þ /�400mA)
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7mm, a base/collector guard ringwidth (3A3 and 3B3) of 1mm, and a spacing between

the base and collector guard ring (3A10 and 3B10) of 0.36mm. Obviously, the 1.8V

(3.3V) DUT has a very large holding voltage of 4V (3.7V), which is larger than its

normal circuit operating voltage of 1.8V (3.3V), that is, latchup-free, even though

there are a small 3A9 and 3A3 (3B9 and 3B3). For the 1.8Vdevices, the latchup trigger

and holding voltage dependencies on all layout splits are shown in Figure A.4a and b.

It was found that all the test structures have a latchup trigger voltage of �12V, and

a latchup holding voltage of > 4V. Similarly, the corresponding measurement results

for 3.3V devices are shown in Figure A.5a and b. Again, the I/O cells with double

guard rings are very latchup-robust due to their large holding voltages of >3.7V, even
for a very small 3B3 of 1mm and a small 3B9 of 7mm.

Measurements to consider the degradation of latchup immunity due to a high test

temperature are also performed. For 1.8V (3.3V) devices, the holding voltage

dependencies on all layout splits under different test temperatures are shown in

Figures A.6 and A.7. I/O cells with double guard rings still perform well in latchup

robustness, even under a high test temperature of 125 �C. For example, the holding

voltage is at least higher than 3.3Vunder a test temperature of 125 �C, even for a very
small 3B3 of 1mmand a small 3B9 of 7mm, regardless of 1.8Vor 3.3V devices. Thus,

I/O cells with double guard rings certainly have good latchup immunity.

A.1.3 I/O Cells with a Single Guard Ring

A.1.3.1 Design of Test Structures

Although I/O cells with double guard rings perform very well in latchup robustness,

double guard rings inevitably occupy a large layout area in comparison with a single

Figure A.3 Example of the measured latchup I–V curve of I/O circuits with double guard rings.
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guard ring. To save more layout area in the I/O cells, especially in high-pin-count

CMOS ICs, I/O cells with a single guard ring are also evaluated for their enhancements

on latchup robustness. If the single guard ring is enough to make the I/O cells latchup-

free, safe and compact layout rules for the I/O cells can be easily specified. A layout

example of an I/O cell with a single guard ring is shown in Figure A.8. The test

Figure A.4 Latchup trigger and holding voltage dependencies on (a) 3A3 and 3A9, and (b) 3A10, for

1.8V devices.
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structures are the same as those shown in Figure A.2, except that the collector guard

rings are removed. For example, the finger width (30mm), channel length (0.25mm
for 1.8V devices, and 0.5mm for 3.3V devices), and channel width (420mm) in

PMOS/NMOS are all the same as those shown in Figure A.2.

The splits of the layout parameters to evaluate the latchup immunity dependencies

on anode-to-cathode spacing (3A9 and 3B9) and base guard ring width (3A3, 3A4,

Figure A.5 Latchup trigger and holding voltage dependencies on (a) 3B3 and 3B9, and (b) 3B10, for

3.3V devices.
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3B3, and 3B4) are listed in Table A.3. Compared with the layout splits listed in

Table A.1, the anode-to-cathode spacing is drawn with the smaller values, ranging

from4.5mm to 10.5mm.As a result, the purpose of saving layout area in I/O cells could

be fulfilled. Also, for a given anode-to-cathode spacing, the base guard ring width is

also drawn as compact as possible to achieve the best latchup robustness.

FigureA.6 Latchup holding voltage dependencies on (a) 3A3 and 3A9, and (b) 3A10, for 1.8V devices

under different test temperatures.
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A.1.3.2 Latchup Immunity Dependency of I/O Cells with a Single Guard Ring

The JEDEC latchup test is performed at first to evaluate the latchup robustness of I/O

cells with a single guard ring. The related experimental results are summarized in

Table A.4. It was found that a single guard ring is enough to help all structures pass the

JEDEC specifications under a room temperature of 25 �C. In fact, these test structures
can even sustain a large trigger current of up to �400mA without latchup being

initiated, regardless of 1.8V or 3.3V devices. Due to the resulting latchup-robust

Figure A.7 Latchup holding voltage dependencies on (a) 3B3 and 3B9, and (b) 3B10, for 3.3V devices

under different test temperatures.
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performance in the JEDEC latchup test, it seems that a single guard ring can substitute

for double guard rings in I/O cells.

To further ensure whether the I/O cells with a single guard ring could be latchup-

free, the holding voltages are extracted and characterized from the latchup DC I–V

curves. A typical measured latchup I–V curve of I/O circuits with a single guard ring

is shown in Figure A.9. Both 1.8V and 3.3V DUTs have a very small anode-

to-cathode spacing (3A9 and 3B9) of 4.5mm, and a small base guard ring width (3A3

Figure A.8 Layout example of the I/O test structure with a single guard ring.

Table A.3 Splits of layout parameters to evaluate latchup immunity dependencies

on anode-to-cathode spacing (3A9 and 3B9) and base guard ring width (3A3, 3A4,

3B3, 3B4) in I/O cells with a single guard ring.

3A9 (3B9) 3A3¼ 3A4 (3B3¼ 3B4)

4.5mm 1mm
6.5mm 1mm

2mm
8.5mm 1mm

2mm
3mm

10.5mm 1mm
2mm
3mm
4mm

Table A.4 Experimental results of the JEDEC latchup test for I/O cells with a single guard ring.

Vsupply over-voltage test I-test

Specification requirement 1.5�maximum Vsupply > þ /�100mA

1.8V I/O (single guard ring) Pass ( > 2.7V) Pass ( > þ /�400mA)

3.3V I/O (single guard ring) Pass ( > 5V) Pass ( > þ /�400mA)
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and 3B3) of 1mm. Compared to that in I/O cells with double guard rings, the holding

voltage in I/O cells with a single guard ring is smaller. However, it is still large

enough (3.4V) to make 1.8V I/O cells latchup-free. For a 3.3V DUT, the holding

voltage is 3.2V, which is very close to the target of 3.3V. Enlarging the anode-

to-cathode spacing (3A9 and 3B9) or the base guard ring width (3A3 and 3B3) can

easily raise the holding voltage to be greater than 3.3V. For the 1.8V (3.3V) DUT,

the measured latchup holding voltage dependencies on the layout parameters under

different test temperatures are shown in Figure A.10a and b. 1.8V I/O cells are

latchup-free (holding voltage > 1.8V) for all the layout splits listed in Table A.3,

even in the worst cases of 3A9 of 4.5mm, 3A3 of 1mm, and a test temperature of

125 �C. 3.3V I/O cells, however, at least need 3A9 of 10.5mm and 3A3 of 1mm to

achieve latchup-free.

A.1.4 Suggested Layout Rules for I/O Cells

From the above measured results, the suggested latchup-preventing layout rules in

I/O cells can be properly defined. The detailed layout guidelines are referred to in

Section A.5, Suggested Layout Guidelines.

For 1.8V I/O cells, a single guard ring is enough to provide good latchup robustness,

even at high test temperatures. Thus, both theNMOS and PMOS in the I/O cells should

be at least surrounded by base guard rings, but the use of collector guard rings could be

optional. To make sure the I/O cells are certainly latchup-free, the minimum spacing

between the source regions of the NMOS and PMOS (3A9) can be defined as 7mm,

and the minimumwidth of the base guard ring (3A3 and 3A4) can be defined as 1mm.

For 3.3V I/O cells, due to its higher target holding voltage of 3.3V to be latchup-free,

Figure A.9 Typical measured latchup I–V curve of I/O circuits with a single guard ring.
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double guard rings would better be added in the I/O cells. Thus, 3B9 can be defined as

7mm, 3B3 (¼3B4¼ 3B7¼ 3B8) can be defined as 1mm, and 3B10 can be defined as

4mm to ensure a latchup-free I/O cell. In addition, for two adjacent PMOS (NMOS),

the Nþ (Pþ ) base guard rings can be merged to have a compact layout. As the design

rule of 3A11 (3A12) shown in Figure A.11, the minimum spacing between two

adjacent Pþ (Nþ ) base guard rings of the I/O driver could be 0mm to save the I/O

layout area.

Figure A.10 For (a) 1.8V, and (b) 3.3V I/O cells, the measured latchup holding voltage dependencies

on layout parameters under different test temperatures.
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A.2 For Internal Circuits

A.2.1 Nomenclature

The nomenclatures representing the latchup layout rules for the internal circuits are

listed below, and can be referred to in detail in Figure A.1.

5A1 (5B1): For a 1.8V (3.3V) PMOS, themaximumdistance fromany point inside the

source/drain region to the nearest N-well pickup in the same N-well.

5A2 (5B2): For a 1.8V (3.3V) NMOS, the maximum distance from any point inside

the source/drain region to the nearest P-well pickup in the same P-well.

A.2.2 Design of Test Structures

The SCR is used as the test structure to extract the latchup-prevention rules for the

internal circuits, as indicated in Chapter 6. The device cross-sectional view and layout

top view of the SCR test structure are shown in Figure A.12, and the latchup paths are

also indicated. TheNþ well pickup connected together with the Pþ anode is biased at

VDD, while the Pþ substrate pickup connected together with the Nþ cathode is biased

at GND. The Pþ (Nþ ) trigger node located in the P-substrate (N-well) region is used

to investigate the latchup robustness dependency on the positive (negative) trigger

Figure A.11 For two adjacent I/O PMOSs (NMOSs), the Nþ (Pþ ) base guard rings can be merged to

save I/O layout area.
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current injecting into the P-substrate (N-well). As a result, the threshold trigger current

to initiate latchup in the SCR structure can be identified.

The splits of layout parameters to evaluate latchup immunity dependencies on 5A1,

5A2, 5B1, and 5B2, are listed in Table A.5. The distance between adjacent substrate

(well) contacts is kept at 5mm, and an anode-to-cathode spacing ranging from 0.86mm
to 5mm is also used to consider its impact on latchup robustness. In order to simulate

the compact density in the core circuitry of real CMOS chips, the anode-to-cathode

spacing drawn in the SCR should avoid too large a distance. For example, the

maximum anode-to-cathode spacing is limited as 5mm in the SCR test structures.

In addition, the minimum anode-to-cathode spacing is 0.86mm, which is used to

simulate theminimumallowable spacing between the source regions of the PMOS and

NMOS in this givenCMOSprocess. Thus, themost latchup-sensitive case in this given

CMOS process can be simulated.

A.2.3 Latchup Immunity Dependency of Internal Circuits

The JEDEC Vsupply over-voltage test is performed at a room temperature of 25 �C.
It was found that SCR structures with all layout splits pass the JEDEC specifications

that latchup is not triggered on with 1.5� maximum Vsupply, regardless of a 1.8Vor

3.3V SCR. The JEDEC trigger current test, however, is not needed, because the SCR

has no I/O pins, but only VDD and GND pins.

Figure A.12 (a) Device cross-sectional view, and (b) layout top view, of the SCR test structure. The

SCR structure is used to extract the latchup-prevention rules for the internal circuits.
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It seems that SCR structures with all layout splits are robust enough against

latchup. However, they could still probably suffer latchup under an even higher

trigger voltage on the VDD pins, unless their holding voltages can be identified as

latchup-free holding voltages, that is, the holding voltage is greater than VDD. The

measured latchup I–V curves of a 1.8V SCR with two different layout splits are

shown in Figure A.13. Obviously, even with the anode-to-cathode spacing increasing

up to 5mm, and the 5A1 (5A2) decreasing down to 10mm, the holding voltage is still

a very small value of 1.2V. Such a small holding voltage is almost the same as that in

the worst case of layout splits, where the anode-to-cathode spacing (5A1 and 5A2) is

0.86mm (40mm). Thus, it seems that the internal circuits are impossible to be

latchup-free due to the lack of protection of the guard rings. To confirm this point, the

latchup trigger and holding voltage dependencies on layout splits for a 1.8V and

3.3V SCR are shown in Figure A.14a and b, respectively. From the measured results,

only the trigger voltages have more obvious variations under different layout splits.

The holding voltages, however, are almost independent of layout variations and are

kept at �1.2V, which is much smaller than the target latchup-free holding voltages

of 1.8V or 3.3V. This means that inevitably the internal circuits could still suffer

latchup. As a result, the other worse cases of latchup immunity dependencies under

high test temperatures and trigger currents injecting into the trigger nodes are not

shown here.

Table A.5 Splits of layout parameters to evaluate latchup immunity dependencies on

5A1, 5A2, 5B1, and 5B2, in SCR test structures.

Distance between adjacent substrate (well) contact: 5mm

5A1¼ 5A2 (5B1¼ 5B2) Anode-to-cathode spacing

10mm 0.86mm
1.5mm
3mm
5mm

20mm 0.86mm
1.5mm
3mm
5mm

30mm 0.86mm
1.5mm
3mm
5mm

40mm 0.86mm
1.5mm
3mm
5mm
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A.2.4 Suggested Layout Rules for Internal Circuits

Without the protection of guard rings, it was clarified that the holding voltages of the

SCR are kept at only�1.2Vand almost independent on layout variations, even though

all the SCR test structures passed the JEDEC specifications. Thus, the latchup-

prevention rules in internal circuits cannot be determined according to the magnitude

of the holding voltage. Instead, the 5A1, 5A2, 5B1, and 5B2 are empirically specified

as a proper spacing of 30mm. If we use 5A1 with 30 mm, in most field applications,

latchupwill not occur in the internal circuits of the ICs. This result has been empirically

verified in many field applications. This empirical data has been proven in field

applications that most latchup issues in the internal circuits can be prevented. In

addition, it is suggested that as many N-well or P-well pickups as possible are placed

in the layout. The detailed layout guidelines are referred to in Section A.5, Suggested

Layout Guidelines.

A.3 For between I/O and Internal Circuits

A.3.1 Nomenclature

The nomenclatures representing the latchup layout rules for between I/O and the

internal circuits are listed below, and can be referred to in detail in Figure A.1.

4A1 (4B1): Minimum spacing between 3.3V I/O Cells and 1.8V (3.3V) internal

circuits.

4A3 (4B3): Minimum width of additional guard ring located between 3.3V I/O Cells

and 1.8V (3.3V) internal circuits

4A4 (4B4):Maximumspacing from the inserted additional guard ring to 3.3V I/OCells.

Figure A.13 Measured latchup I–V curves of a 1.8V SCR with two different layout splits.
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A.3.2 I/O and Internal Circuits (SCR)

A.3.2.1 Design of Test Structures

In CMOS ICs, internal circuits can be triggered on to a latchup state due to noise

current injection at the I/O pins. To further enhance the latchup robustness of the

internal circuits, latchup-prevention layout rules between I/O and the internal circuits

should be specified, as presented in Chapter 6. A layout example of a test structure to

Figure A.14 For (a) 1.8V, and (b) 3.3V SCRs, the measured latchup trigger and holding voltage

dependencies on anode-to-cathode spacing under different 5A1, 5B1, 5A2, and 5B2.
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evaluate the latchup layout rules between I/O and the internal circuits (SCR) is shown

in Figure A.15. Both the PMOS and NMOS in the I/O cells are drawn in the multiple-

finger style with a fixed length of 30 mm per finger. The channel length of the PMOS

and NMOS is the same, 0.5mm, for the 3.3V I/O, and the total channel width is the

same, 420mm, for both the PMOS andNMOS. To ensure a robust latchup immunity in

I/O cells, double guard rings are added to the I/O cells where 3A9¼ 15mm, 3A10

0.36mm, and 3A3¼ 3A4¼ 3A7¼ 3A8¼ 1mm.These I/O cells are already confirmed

in advance that their holding voltages are higher thanVDD (3.3V), that is, latchup-free.

Thus, it is sure that the noise current injecting into the I/O pins never triggers on latchup

in the I/O cells, but could only do so in the internal circuits. The SCR,which is planned

to parallel the I/O cells, is used to simulate the practical internal circuits. This has an

anode-to-cathode spacing of 1.5mm, a distance between the adjacent substrate (well)

contacts of 5mm, and a 5A1 of 10mm for both 1.8V and 3.3V SCRs. Only two

combinations – a 3.3V I/O and a 1.8V SCR, as well as a 3.3V I/O and a 3.3V SCR –

are planned in the test structures, because the combination of a 1.8V I/O and 1.8V

internal circuits is rare in real CMOS chips.

The splits of layout parameters to evaluate the latchup immunity dependencies on

4A1 and 4A3 (4B1 and 4B3) are listed in Table A.6a, and the splits of the layout

parameters to evaluate the latchup immunity dependencies on 4A4 (4B4) are listed

in TableA.6b. For a given spacing between I/O and the internal circuits (4A1 and 4B1),

the inserted guard rings should be drawn as compact as possible to achieve the best

latchup robustness of the internal circuits. For example, for a given spacing between

Figure A.15 Layout example of a test structure to evaluate the latchup layout rules between I/O and the

internal circuits (SCR).
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I/O and the internal circuits (4A1 and 4B1) of 20mm, themaximum inserted guard ring

width (4A3 and 4B3) that is allowed to be placed within this specific spacing is 6mm.

Based on such layout plans, safe and compact latchup-preventing layout rules can be

extracted.

A.3.2.2 Threshold Trigger Current Dependencies

The JEDEC trigger current test is performed to evaluate the threshold trigger current

dependencies on all layout splits. The typical measured transient responses of a test

structure (3.3V I/O and1.8VSCR) in the positive and negative trigger current tests are

shown in Figure A.16a and b, respectively. When there is a positive (negative) trigger

current injecting into the output pins of the I/O cells, the voltage on the pin under test

will increase (decrease) simultaneously. Subsequently, if the VDD of the SCR is pulled

down (�holding voltage) after the voltage on the pin under test returns to its initial DC

level, latchup occurs. Otherwise, if theVDD of SCR is not pulled down but always kept

at its initial DC level, latchup does not occur. Based on such criteria to judge if latchup

occurs in internal circuits (SCR) due to the trigger current injection at the I/O pins of

the I/O cells, the threshold trigger current at the I/O pins to fire latchup in the internal

Table A.6a Splits of layout parameters to evaluate latchup immunity dependencies

on 4A1 and 4A3 (4B1 and 4B3).

4A4 (4B4)¼2mm

4A1 (4B1) 4A3 (4B3)

20mm 2mm
4mm
6mm

35mm 6mm
10mm
13mm

50mm 10mm
15mm
20mm

Table A.6b Splits of layout parameters to evaluate latchup immunity dependencies

on 4A4 (4B4).

4A1 (4B1)¼ 20mm 4A3 (4B3)¼ 2mm

4A4 (4B4) 2mm
4mm
6mm
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circuits can be found. Thus, proper latchup-prevention layout rules between I/O and

the internal circuits can be determined.

For test structures with a 3.3V I/O and a 1.8V SCR, the positive and negative

triggering current dependencies on all layout splits are shown in Figure A.17.

Enlarging the spacing between I/O and the internal circuits (4A1) and the inserted

Figure A.16 Typical measured transient responses of a test structure (3.3V I/O and 1.8V SCR) under

JEDEC (a) positive, and (b) negative, trigger current tests.
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guard ring width (4A3) can enhance the latchup robustness of the internal circuits.

For example, if 4A1 (4A3) is only 20mm (2mm), the positive trigger current is only

þ 110mA, which only just meet the JEDEC specification ( > þ 100mA). If 4A1

(4A3) increases up to 50mm (20mm), almost a double positive trigger current of

þ 210mA and a very high negative trigger current of �490mA can be achieved,

as shown in Figure A.17a. Additionally, increasing the spacing from the inserted

guard ring to I/O (4A4) will slightly degrade the latchup immunity in the internal

circuits. As shown in Figure A.17b, increasing 4A4 from 2mm to 6mm will lead

the positive (negative) trigger current to decrease from þ 110mA (�350mA)

Figure A.17 Positive and negative triggering current dependencies on (a) 4A1 and 4A3, and (b) 4A4,

for test structures with a 3.3V I/O and a 1.8V SCR.
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down to þ 90mA (�320mA). From the comprehensive measured results shown in

Figure A.17a and b, the dominant layout rules to develop latchup-robust internal

circuits is to enlarge the spacing between I/O and the internal circuits, to insert

additional double guard rings between I/O and the internal circuits, and to draw these

double guard rings as wide as possible.

Similar positive and negative trigger current dependencies can be observed in test

structures with a 3.3V I/O and a 3.3V SCR, as shown in Figure A.18. Compared with

FigureA.18 Positive and negative triggering current dependencies on (a) 4B1 and 4B3, and (b) 4B4, for

test structures with a 3.3V I/O and a 3.3V SCR.
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the test structures with a 3.3V I/O and a 1.8V SCR, an obvious difference is that there

is a much higher positive trigger current (> þ 400mA) for 4B1¼ 50mm, and a much

higher negative trigger current (>�500mA) for all layout splits. As a result, the

spacing between I/O and the internal circuits (4B1), as well as the inserted guard ring

width (4B3), can be smaller to save layout area in CMOS chips with a 3.3V I/O and

3.3V internal circuits.

A.3.3 I/O and the Internal Circuits (Ring Oscillator)

A.3.3.1 Design of Test Structures

In order to make test structures approach real situations in CMOS chips, the ring

oscillator can be used to substitute for the SCR as real circuit verifications. A layout

example of a test structure to evaluate the latchup layout rules between I/O and the

internal circuits (ring oscillator) is shown in Figure A.19. The I/O cells are the same as

those shown in Figure A.15. The 1.8V (3.3V) ring oscillators are designed with an

oscillating frequency of 80MHz, consisting of 197-stage (101-stage) inverter chains.

The PMOS (NMOS) in each inverter has dimension (W/L) of 0.44mm/0.18mm
(0.22mm/0.18mm) for a 1.8V ring oscillator, and 0.9mm/0.4mm (0.45mm/0.4mm)

for a 3.3V ring oscillator. The parasitic SCR path existing in the ring oscillator goes

through from the Pþ source of the PMOS,N-well, P-substrate, to theNþ source of the

NMOS. The parasitic SCR has an anode-to-cathode spacing of 0.86mm, a distance

between the adjacent substrate (well) contacts of 5mm, and a 5A1 (5A2) of 4.5mm.

Only two combinations – a 3.3V I/O and a 1.8V ring oscillator, as well as a 3.3V I/O

Figure A.19 Layout example of a test structure to evaluate the latchup layout rules between I/O and

the internal circuits (ring oscillator).
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and a 3.3V ring oscillator – are planned in the test structures. In addition, all the layout

splits are the same as those in the test structures with an SCR as their internal circuits,

as shown in Table A.6.

A.3.3.2 Threshold Trigger Current Dependencies

The JEDEC trigger current test is performed to find the threshold trigger current at the

I/O pins to fire latchup in the internal circuits (ring oscillator). The measured transient

responses in the positive trigger current test are shown in Figure A.20. After a positive

trigger current injecting into the output pins of the I/O cells, obviously latchup occurs

because the VDD of the ring oscillator is pulled down to the holding voltage of�1.5V.

Furthermore, the output voltage of the ring oscillator fails to function correctly

(80MHz voltage clock), but is pulled down to 0V instead.

For test structures with a 3.3V I/O and a 1.8V (3.3V) ring oscillator, the positive

and negative triggering current dependencies on all layout splits are shown in

Figures A.21 and A.22. Similar triggering current dependencies can be observed to

those shown in Figures A.17 and A.18. For example, enlarging the spacing between

I/O and the internal circuits (4A1 and 4B1) and the inserted guard ring width (4A3 and

4B3) can efficiently enhance the latchup robustness of the ring oscillator, but

increasing the spacing from the inserted guard ring to I/O (4A4 and 4B4) will slightly

Figure A.20 For a ring oscillator as the internal circuits, the measured transient responses of the test

structure in the JEDEC positive trigger current test.
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degrade the latchup immunity in the ring oscillator, regardless ofwhether it is a 1.8Vor

3.3V ring oscillator.

A.3.4 Suggested Layout Rules for between I/O and the Internal Circuits

From the above measured results shown in Figures A.17, A.18, A.21 and A.22, the

suggested latchup-prevention layout rules for between I/O and the internal circuits

Figure A.21 Positive and negative triggering current dependencies on (a) 4A1 and 4A3, and (b) 4A4,

for test structures with a 3.3V I/O and a 1.8V ring oscillator.
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can be properly defined. The detailed layout guidelines can be referred to in

Section A.5, Suggested Layout Guidelines.

The target value of the trigger current is set as�200mA. This target value is double

that in the JEDEC latchup specification (�100mA), and so anyDUT that can sustain a

�200mA trigger current without latchup happening should be robust enough against

latchup. The measured results show that a large 4A1 of 50mm is necessary to make

the positive trigger current higher than þ 200mA, as shown in Figure A.17.With such

FigureA.22 Positive and negative triggering current dependencies on (a) 4B1 and 4B3, and (b) 4B4, for

test structures with a 3.3V I/O and a 3.3V ring oscillator.
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a large 4A1 of 50mm, 4A3 is not so critical and can be chosen as a small value of 5mm.

Thus, two dominant parameters to enhance the latchup immunity of internal circuits –

minimum spacing between I/O and the internal circuits (4A1 and 4B1), and a

minimum inserted guard ring width (4A3 and 4B3) – can be defined as 50mm and

5mm, respectively. Generally, I/O cells are usually composed of a driver and a pre-

driver. Because the pre-driver is not directly connected to the I/O pads and is thus not a

dominant noise injecting source, the layout rules for 4A1 and 4B1 should be the

minimum spacing from the I/O driver, but not the pre-driver, to the internal circuits,

as shown in FigureA.23. In addition, because the spacing from the inserted guard rings

to I/O (4A4 and 4B4) is not a critical parameter to affect latchup robustness, a proper

4A4 of 5mm for 1.8V internal circuits, and 4B4 of 10mm for 3.3V internal circuits are

chosen. Compared with 4A4, a larger 4B4 is mainly due to the considerations of better

latchup immunity in 3.3V internal circuits, as shown in Figures A.18 and A.22.

A.4 For Circuits across Two Different Power Domains

A.4.1 Nomenclature

The nomenclatures representing the latchup layout rules for different power-domain

applications are listed below, and can be referred to in detail in Figure A.24.

6A: Minimum spacing between Pþ diffusions powered by 3.3V in the N-well, and

Nþ diffusions powered by 1.8V in the N-well.

6C: Minimum width of a Pþ inserted guard ring located between the Pþ diffusions

powered by 3.3V in the N-well, and the Nþ diffusions powered by 1.8V in the N-

well.

6D: Minimum width of the Nþ base guard ring for a 1.8V device.

6E: Minimum width of the Nþ base guard ring for a 3.3V device.

A.4.2 Design of Test Structures

For mixed-voltage CMOS ICs, power-supply voltages with different magnitudes can

coexist in a single CMOS chip. Thus, latchup issues potentially exist between the two

different power domains, as shown in Figure A.24. Unlike the conventional latchup

path going through fromVDD (Pþ source of the PMOS) toGND (theNþ source of the

NMOS), such specific latchup path goes through from VDD,H of 3.3V (Pþ source of

the PMOS) to VDD,L of 1.8V (Nþ well contact). When latchup is initiated between

the two different power domains, a huge latchup current will conduct through

from VDD,H to VDD,L, leading to temporary malfunction or permanent damage in the

CMOS ICs. Therefore, in order to avoid such a latchup issue, latchup design rules

between two different power domains should be extracted.

The SCRwith a butted (non-butted) 3.3VN-well contact is used as the test structure

to extract the latchup-prevention rules between the two different power domains,
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as shown in Figure A.25a and b. To simulate this specific latchup path between the

two different power domains in Figure A.24, the SCR has the Pþ anode connected

to 3.3V, and the Nþ cathode connected to 1.8V. The Pþ anode is used to simulate

the Pþ source of the PMOS, whereas the Nþ cathode is used to simulate Nþwell

Figure A.23 (a) Pre-driver is located between the I/O driver and the core circuits. (b) Pre-driver is not

located between the I/O driver and the core circuits. The layout rules 4A1 and 4B1 should be theminimum

spacing from the I/O driver, but not pre-driver, to the internal circuits.
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contact. To further enhance the latchup immunity between the two different power

domains, the inserted Pþ guard ring connected to GND can be placed in the P-well,

which is located between the 3.3VN-well and the 1.8VN-well. TheSCRwith a butted

3.3V N-well contact is used to simulate the real situation that the PMOS has a butted

contact, as shown in Figure A.25a. The SCR with non-butted 3.3V N-well contact is

used to simulate the real situation that the PMOS has a non-butted contact, as shown in

Figure A.25b. Obviously, the SCR with a non-butted 3.3V N-well contact is more

susceptible to latchup, because the well resistance of the parasitic vertical BJTwill be

larger, leading latchup to be initiated more easily.

Figure A.24 (a) Device cross-sectional view, and (b) layout top view, to illustrate the layout rules for

latchup prevention between the two different power domains.
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The anode-to-cathode spacing (6A) and the inserted Pþ guard ring width (6C) are

the two dominant layout parameters for determining the latchup immunity between

the two different power domains. The splits of the layout parameters to evaluate the

latchup immunity dependencies on 6A and 6C are listed in Table A.7. For the plan of

Figure A.25 An SCR with (a) butted, and (b) non-butted 3.3V N-well contact, to extract the latchup-

preventing rules between the two different power domains.
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layout splits, the inserted Pþ guard ring (6C) should be drawn as compact as possible

within a given anode-to-cathode spacing (6A). As a result, the best latchup robustness

under a given anode-to-cathode spacing can be evaluated to extract compact and

safe latchup-preventing layout rules between the two different power domains.

In addition, the width of the Nþ base guard ring is fixed as 1mm and 0.5mm for

1.8V (6D) and 3.3V (6E) devices, respectively. Such a narrow guard ring width

(0.5mm) in the 3.3V device is used to minimize the guard ring protection efficiency

introduced in SectionA.1. Thus, the latchup immunity dependencies on 6A and 6C can

be highlighted.

A.4.3 Latchup Immunity Dependency between TwoDifferent Power Domains

To evaluate the latchup robustness dependencies on layout splits, latchup holding

voltages are extracted from the latchup DC I–V curves of the SCR test structures.

The typical measured latchup I–V curves of the SCRwith butted and non-butted 3.3V

N-well contacts are shown in FigureA.26. TheDUThas 6Aof 4mm, and 6Cof 0.5mm.

It should be noted that the X-axis represents the anode-to-cathode voltage, and the

inserted Pþ guard ring is biased at�1.8V during themeasurements. As a result, if the

holding voltage in the X-axis is higher than the difference of the two power-supply

voltages (VDD,H-VDD,L¼ 3.3V–1.8V) of 1.5V, it would be latchup-free between the

two different power domains. In Figure A.26, both of the SCRs are latchup-free

because the holding voltages are higher than 1.5V, regardless of the SCR with either

a butted or non-butted 3.3V N-well contact. However, compared with the SCR with

Table A.7 Splits of layout parameters to evaluate latchup immunity dependencies

on 6A and 6C.

6D¼ 1mm 6E¼ 0.5mm
6A 6C

2.23mm 0.5mm
4mm 0.5mm

1mm
2mm

7mm 1mm
2mm
3.5mm
5mm

10mm 2mm
4mm
6mm
8mm
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a non-butted 3.3V N-well contact where the holding (trigger) voltage is only 1.8V

(17.7V), the SCR with a butted 3.3V N-well contact has a higher holding (trigger)

voltage of 3V (19.2V). Thus, the SCR with a butted contact should perform better in

latchup immunity enhancement.

For the SCR with a butted (non-butted) 3.3 V N-well contact, the holding voltage

dependencies on 6A and 6C under different test temperatures are shown in

Figure A.27a and b. Due to the better latchup robustness in the SCR with the

butted contact, the holding voltages for any layout splits are all higher than 2.6V,

even under the worst case that 6A is 2.23 mm, 6C is 0.5 mm, and the test temperature

is 125 �C. This means that it would be latchup-free between the two different (3.3 V

and 1.8 V) power domains during the normal circuit operating condition. For the

SCR with a non-butted contact, however, the holding voltage will be degraded down

to only 1.4 V in the worst case. Thus, enlarging 6A or 6C is necessary to enhance

the holding voltage greater than the target holding voltage of 1.5 V, as shown in

Figure A.27b.

A.4.4 Suggested Layout Rules between Two Different Power Domains

The proper layout rules can be determined upon themagnitudes of the holding voltages

in the worse case that the SCR has a non-butted 3.3V N-well contact and the test

temperature is 125 �C, as shown in Figure A.27b. If the holding voltage is higher than
1.5V (latchup-free), the given layout splits are acceptable. From Figure A.27b, 6A of

4mm and 6C of 0.5mm meet this criterion. However, due to the consideration of

FigureA.26 Measured latchup I–V curves of an SCRwith a butted and non-butted 3.3VN-well contact.
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the worse case that the distance between two non-butted contacts may be larger than

that (5mm) in Figure A.25b, a larger 6A of 7mm and 6C of 2mm are chosen to increase

the safemargin.As discussed in SectionA.1, theminimumwidth of theNþ base guard

ring for 1.8V (6D) and 3.3V (6E) devices should be 1mm and 2mm, respectively.

Detailed layout guidelines can be referred to in Section A.5, Suggested Layout

Guidelines.

Figure A.27 For an SCR with (a) butted, and (b) non-butted, 3.3V N-well contact, the holding voltage

dependencies on 6A and 6C under different test temperatures.
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A.5 Suggested Layout Guidelines

A.5.1 Latchup Design Guidelines for I/O Circuits

A.5.1.1 For 1.8V I/O Cells

Rule No. Layout Rule and Layout Suggestion (Figures A.1 and A.11)

3A1 Base guard ring of each NMOS (PMOS) must be directly tied to GND

(VDD of 1.8V) through metal line.

3A2 Both NMOS and PMOS should be surrounded by base guard rings.

3A3 Minimum width of Nþ base guard ring for PMOS is 1mm.

3A4 Minimum width of Pþ base guard ring for NMOS is 1mm.

3A9 Minimum spacing between the source regions of NMOS and PMOS

is 9mm.

3A11 Minimum spacing between two adjacent Pþ base guard rings of I/O driver

is 0mm. For two adjacent NMOS, the Pþ base guard rings can be

merged to have compact layout.

3A12 Minimum spacing between two adjacent Nþ base guard rings of I/O driver

is 0mm. For two adjacent PMOS, the Nþ base guard rings can be

merged to have compact layout.

�Base guard ring is enough to make 1.8-V devices latchup-free (holding voltage > VDD of 1.8V).

Collector guard ring is optional for better latchup robustness, but it will occupy more layout area.

A.5.1.2 For 3.3V I/O Cells

Rule number Layout rule and layout suggestion (Figures A.1 and A.11)

3B1 The base guard ring of each NMOS (PMOS) must be directly tied to GND

(VDD of 3.3V) through a metal line

3B2 Both the NMOS and PMOS should be surrounded by base guard rings

3B3 Minimum width of the Nþ base guard ring for the PMOS is 2mm
3B4 Minimum width of the Pþ base guard ring for the NMOS is 2mm
3B5 For two adjacent NMOS and PMOS, collector guard rings should be

inserted between the NMOS and PMOS

3B6 The collector guard ring of each NMOS (PMOS) must be directly tied to

VDD of 3.3V (GND) through a metal line

3B7 The minimum width of the Pþ collector guard ring for the PMOS is 2mm
3B8 The minimum width of the Nþ (with N-well) collector guard ring for the

NMOS is 2mm
3B9 The minimum spacing between the source regions of the NMOS and

PMOS is 11mm
3B10 The maximum spacing between the base guard ring and collector guard

ring is 4mm
3B11 The minimum spacing between the two adjacent Pþ base guard rings of

the I/O driver is 0mm. For two adjacent NMOSs, the Pþ base guard

rings can be merged to have a compact layout

3B12 The minimum spacing between two adjacent Nþ base guard rings of the

I/O driver is 0mm. For two adjacent PMOSs, the Nþ base guard rings

can be merged to have a compact layout
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A.5.2 Latchup Design Guidelines for between I/O and the Internal Circuits

A.5.2.1 For between a 3.3V I/O and 1.8V Internal Circuits

Rule number Layout rule and layout suggestion (Figure A.1)

4A1 The minimum spacing between the source regions of I/O and the internal circuits

is 50mm
4A2 Additional double guard rings must be inserted between I/O and the internal

circuits

4A3 The minimum width of the additional guard ring located between I/O and the

internal circuits is 5mm
4A4 The maximum spacing from the inserted additional guard ring to the I/O cells is

5mm
4A5 The VDD (GND) metal line of the I/O cells should be separated from the VDD

(GND) metal line that is directly connected to the inserted additional guard

rings

4A6 If the additional double guard rings are not inserted between the I/O driver and the

core circuits, the minimum spacing between the source regions of the I/O

driver and the core circuits (4A1) is 100mm. In addition, as many substrate/

well pickups or guard rings as possible should be placed in the core circuits

A.5.2.2 For between a 3.3V I/O and 3.3V Internal Circuits

Rule number Layout rule and layout suggestion (Figure A.1)

4B1 The minimum spacing between the source regions of I/O and the internal circuits

is 50mm
4B2 Additional double guard rings must be inserted between I/O and the internal

circuits

4B3 The minimum width of the additional guard ring located between I/O and the

internal circuits is 5mm
4B4 The maximum spacing from the inserted additional guard ring to the I/O cells is

10mm
4B5 The VDD (GND) metal line of the I/O cells should be separated from the VDD

(GND) metal line that is directly connected to the inserted additional guard

rings

4B6 If the additional double guard rings are not inserted between the I/O driver and the

core circuits, the minimum spacing between the source regions of the I/O

driver and the core circuits (4B1) is 100mm. In addition, as many substrate/

well pickups or guard rings as possible should be placed in the core circuits
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A.5.3 Latchup Design Guidelines for Internal Circuits

A.5.3.1 For 1.8V Internal Circuits

Rule number Layout rule and layout suggestion (Figure A.1)

5A1 The maximum distance from any point inside the Pþ source/drain region to the

nearest N-well pickup in the same N-well is 30mm
5A2 The maximum distance from any point inside the Nþ source/drain region to the

nearest P-well pickup in the same P-well is 30mm
5A3 It is suggested that the number of N-well or P-well pickups should be as many as

possible in the layout

A.5.3.2 For 3.3V Internal Circuits

Rule number Layout rule and layout suggestion (Figure A.1)

5B1 The maximum distance from any point inside the Pþ source/drain region to the

nearest N-well pickup in the same N-well is 30mm
5B2 The maximum distance from any point inside the Nþ source/drain region to the

nearest P-well pickup in the same P-well is 30mm
5B3 It is suggested that the number of N-well or P-well pickups should be as many as

possible in the layout

A.5.4 Latchup Design Guidelines for Circuits across Two
Different Power Domains

Rule number Layout rule and layout suggestion (Figure A.24)

6A The minimum spacing between the Pþ and Nþ diffusions powered by two

different (1.8V and 3.3V) power supply voltages is 7 mm
6B APþ guard ring should be inserted between the Pþ and Nþ diffusions powered

by two different power supply voltages

6C The minimum width of the Pþ inserted guard ring is 2mm
6D The minimum width of the Nþ base guard ring for a 1.8-V device is 1mm
6E The minimum width of the Nþ base guard ring for a 3.3-V device is 2mm
6F The 1.8-V N-well pickup and the Pþ source of a 1.8-V PMOS should be abutted

together if possible. The 3.3-V N-well pickup and the Pþ source of a 3.3-V

PMOS should be abutted together if possible
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impedance mismatch, 8

insertion loss, 91

International Electrotechnical Commission

(IEC), 13, 95

junction capacitance, 8

Kirk effect, 190

Latchup:

different power domains, 151

EIA/JEDEC standard, 114

over-voltage test, 114

trigger current test, 115

holding current, 1, 32, 38, 101

holding voltage, 1, 32, 38, 101

I/O-to-I/O, 166

latchup-free, 6, 89, 201

layout rule:

anode-to-cathode spacing, 121

between I/O and internal circuit, 136

guard ring, 121, 136

guard ring width, 121, 136

I/O cell, 121

internal circuit, 129

substrate/well pickup, 129

self-stop circuit, 37

sensor circuit, 139

threshold trigger current, 131

trigger current, 1, 32, 38

trigger voltage, 1, 32, 38

mixed-voltage I/O, 152

nþ buried layer (NBL), 190, 197

off-chip signal, 12

pad pitch, 114

pickup density, 130

power-rail ESD clamp circuit, 156,

167, 169

cascaded PMOS feedback, 174

ESD clamping NMOS, 157, 170

false trigger, 173

NMOSþPMOS feedback, 173

NMOS reset function, 183

PMOS feedback, 173

RC time constant, 157, 173

quasi-static latchup, 7, 37, 106

ramp rate, power supply voltage,

8

repetition frequency, 96

ring oscillator, 63

self-resonant frequency, 76, 90

silicide blocking, 190

silicided diffusion, 153

silicon controlled rectifier (SCR):

equivalent circuit, 1

I-V characteristic, 1

positive regeneration feedback, 1

snapback, 190

staggered bond pad, 114
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substrate current, 116, 157, 160

punchthrough, 5

reverse junction breakdown, 2, 56

transient overshoot, 11, 136

transient undershoot, 19

substrate-triggered technique, 199

sweep-back current, 33

1-D analytical model, 41

2-D device simulation, 41

stored minority carriers, 33, 41, 105

switching transient, 95

system-level ESD test, 13, 24

air discharge, 13, 24

contact discharge, 13, 24

coupling plane, 13, 25

direct application, 13

ESD gun, 13, 25

indirect application, 13

standard, 13

thermal breakdown, 169

TLU level, 54

TLU-like failure, 174, 193

transient-induced latchup (TLU), 7

component-level measurement

setup, 48

negative-going bipolar trigger, 29, 48

positive-going bipolar trigger, 29, 48

device simulation, 30

anode current, 33

applied voltage amplitude, 31

current flow lines, 35

damping factor, 31

damping frequency, 31

initial voltage, 31

time delay, 31

well contact current, 33

physical mechanism, 23

standard practice, 16

triggering modes, 7

cable discharge event (CDE), 12

power-on transition, 7

supply voltage overshoots, 11

system-level ESD test, 13

transient undershoot, 19

transmission line reflections, 8

transmission line pulse (TLP), 190

triboelectricity, 12

underdamped sinusoidal voltage, 25, 29

whole-chip ESD protection, 170
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